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1 Overview

This liaison statement is a response to the letter from ITU-T Joint Coordination Activity on Network Aspects for Identification Systems, including RFID (JCA-NID), dated 11 December 2006, to the Open Mobile Alliance.

2 Proposal

The Open Mobile Alliance would like to thank the ITU-T Joint Coordination Activity on Network Aspects of Identification Systems (including RFID) (JCA-NID) group for the information received in the liaison letter, and for the invitation to cooperate on network aspects of identification systems standardization. 
The liaison has been made publicly available to the OMA Technical Plenary, as well as to selected groups that may have network identity standardization in-scope for their specific activities. OMA Architecture Working Group (ARC WG) has taken the initiative to draft and coordinate this response with feedback from other OMA Working Groups, and the current response text has been agreed by OMA Technical Plenary.
First, we would like to start by asserting that OMA has focused so far on network identity aspects standardization.  This seems to be an adjacent area to Network Aspects for Identification Systems, although some further studying may be needed in order to reach a definitive view. OMA activities in which network identity standardization is relevant include:

· Work on OMA enablers that are addressing network identity aspects and resulted in technical specifications. In that category, OMA has issued an approved release of OMA Web Services Network Identity V1.0 (OWSER NI V1.0). This release includes a requirements specification (independent of technology realization), an architecture specification, and technical specifications which are based on the Liberty Alliance Project specifications. 
· Work on OMA enablers that resulted in additional network identity requirements specifications, without additional architecture or technical specifications. In that category, OMA has issued a candidate requirements specification, the OMA Identity Management Framework Requirements V1.0.
· Work on multiple OMA enablers that are not focused on network identity aspects standardization, but needs support for some related issues – e.g. work on data types, formats and identifiers conventions for parameters representing network identities of principals (users, systems, devices, applications and/or any resources). Such need has been identified recently in OMA ARC Working Group, in the context of working on Global Permissions Management (GPM) enabler and Policy Evaluation, Enforcement and Management (PEEM) enabler. Work to address these particular aspects has just started recently.

Secondly, since network identity is in-scope for OMA enablers, we agree with your statement, and think it is indeed a good idea to understand and monitor work that may be related to network identity standardization (such as Network Aspects for Identification Systems) that occurs in other standards bodies in order to allow for cooperation and avoid duplication. In that sense, it makes sense for OMA to monitor the work coordinated by the JCA-NID group, and to facilitate to JCA-NID the monitoring of OMA work related to network identity standardization.
We agree for OMA to assign an OMA member as an initial contact for JCA-NID, and we need to further assess whether it makes sense to have a permanent OMA contact with the task of participating in all of the JCA-NID discussions and activities. We would prefer to suggest that the initial contact that OMA will nominate (to be communicated in due course) will have the initial task of assessing in more detail the work in-scope for JCA-NID and propose a way by which OMA and ITU-T’s JCA-NID can realize the needed cooperation on the topic of network identity standardization issues that relate to Network Aspects for Identification Systems. This assessment and any further steps may be achieved in the context of the organizations’ respective processes and using the cooperation framework that OMA and ITU-T have in place. That may indeed include for example participation of an OMA contact to JCA-NID’s discussions, participation of OMA contacts to JCA-NID’s face-to-face meetings as invited guests, participation of JCA-NID’s members to selected OMA Working Groups meetings as invited guests – but all such actions should be left as options to be determined on a need basis, rather than making a determination upfront.

Finally, since OMA and ITU-T have a cooperation framework in place, the two organizations can indeed immediately start exchanging information related to non-confidential network identity standardization aspects that relate to Network Aspects for Identification Systems. We have identified in the beginning of the response different OMA network identity standardization activities, and at least for some there already exist approved or candidate technical specification documents that may be of interest to CA-NID. Any approved or candidate OMA enabler releases are publicly available via the OMA portal at OMA Release Program and Specifications. Other documents of interest, in different stages of work, may also be non-confidential and therefore target candidates for information exchange.
In order to best assess what information to exchange, and how to cooperate, OMA would also like to ask JCA-NID to assign an initial contact person. We further suggest that the first cooperation activity between OMA and JCA-NID would consist of the respective contacts to facilitate the establishment of the initial set of documents of interest to each of the parties, and then to facilitate the exchange of information of that basis. Other subsequent exchanges may be needed later; according to OMA process, any OMA Working Group would be able to liaise and exchange information with an ITU-T group such as the JCA-NID, so the role of the initial contact would be mainly to facilitate such contacts. 
We hope that we have addressed all the JCA-NID’s requests to your satisfaction, and are looking forward to cooperate on network identity standardization topics related to Network Aspects for Identification Systems, including RFID.
3 Requested Action(s)

OMA kindly requests JCA-NID to establish an initial contact person, with the initial goal of having exchanges with a peer OMA contact person, in order to establish the initial set of documents of interest from each organization, and initiate an exchange of information on that basis.  

4 Conclusion

The Open Mobile Alliance again wishes to thank the JCA-NID for your liaison.  As indicated above, we look forward to establishing closer cooperation, within the cooperation framework in place between OMA and ITU-T.
Kind Regards,

Musa Unmehopa
OMA ARC Chair
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