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0. [bookmark: _Toc412398085][bookmark: _Toc372897693][bookmark: _Toc101946533][bookmark: _Ref94610668]
0. Scope
GSMA RCS has divided the APIs into three categories based on the target application developers, business model and location of the APIs. This classification is not completely precise but has been very instrumental in the discussions:
1. Device APIs
2. Wholesale/Business-to-Business (B2B) APIs, including Service Provider / Chatbot Platform APIs 
3. UNI/Long Tail APIs
The first category (Device APIs) characterizes APIs residing in a device meant for an application executing in that very same device. The other two latter categories access the service through an interface within the network and where the service could be executing in many different locations including the end-user devices.
When it comes to the second category, these APIs are more in line with the traditional approach taken by the industry. It is possible that many B2B scenarios are covered by current requirements, with appropriate policy and security mechanisms. Section 5 contains requirements for Service Provider / Chatbot Platform APIs The B2B APIs will be considered a future work item for GSMA RCS and should be considered for a later stage.
The intention with the UNI/Long Tail API is to put the threshold at the lowest possible level:
1. for “anyone” or any application developer to develop a service/application that embeds one or several RCS enablers; 
5. allowing the embedding of RCS enablers in very lightweight environments (such as pure web browser applications).
Throughout In this document the term RCS APIs in section 1.3 refers to both B2B and UNI/Long Tail APIs accessed through the network, whereas in sections 2, 3 and 4 the term RCS APIs only refers to UNI/Long Tail APIs.
----------------------------------------------------End of Change 1-----------------------------------------------
=======================Start of 2nd change=================================
1.4	Definition of Terms
	Term 
	Description

	ACR
	Anonymous Customer Reference

	API
	Application Programming Interface

	CPM
	Converged IP Messaging

	IP
	Internet Protocol

	IS
	Image Share

	MMS
	Multimedia Messaging Service

	MSRP
	Message Session Relay Protocol

	NAB
	Network Address Book

	NNI
	Network-to-Network Interface

	OMA
	Open Mobile Alliance

	PNB
	Personal Network Blacklist

	RCS
	Rich Communication Suite

	REST
	Representational State Transfer

	SME
	Small and Medium Enterprises

	SMS
	Short Message Service

	 SPCP
	Service Provider / Chatbot Platform

	UNI
	User-to-Network Interface

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	VoIP
	Voice over IP

	WebRTC
	Web Real-Time Communication



=======================end 2nd change==================================
=======================3rd  change=======================================
1.5	Document Cross-References




	Ref
	Title

	[RFC6202]
	Known issues and best practices for the Use of Long Polling and Streaming in Bidirectional HTTP 
http://tools.ietf.org/html/rfc6202

	[RFC6455]
	The WebSocket Protocol
http://tools.ietf.org/html/rfc6455

	[OAUTH20]
	The OAuth 2.0 Protocol Framework 
http://tools.ietf.org/html/rfc6749

	[RCS5.3]
	GSMA PRD RCC.07 RCS 5.3 Advanced Communications Services and Client Specification
http://www.gsma.com/rcs/specifications


	[RCC07]
	GSMA PRD RCC.07 RCS 7.0 v8.0  Advanced Communications Services and Client Specification
http://www.gsma.com/rcs/specifications


	[RCSR5OMAIMEND]
	GSMA PRD RCC.12 RCS 5.2 Endorsement of OMA SIP Simple IM
http://www.gsma.com/rcs/specifications

	[IR74]
	GSMA IR.74 - Video Share Interoperability Specification
http://www.gsma.com/newsroom/technical-documents/technical-documents/

	[IR79]
	GSMA [IR79] Image Share Interoperability Specification
http://www.gsma.com/newsroom/technical-documents/technical-documents/

	[IR84]
	GSMA IR.84 - Video Share Phase 2 Interoperability Specification
http://www.gsma.com/newsroom/technical-documents/technical-documents/

	[IR58]
	GSMA IR.58 – IMS Profile for Voice over HSPA
http://www.gsma.com/newsroom/technical-documents/technical-documents/

	[IR92]
	GSMA IR.92 – IMS Profile for Voice and SMS
http://www.gsma.com/newsroom/technical-documents/technical-documents/

	[IR94]
	GSMA IR.94 – IMS Profile for Conversational Video Service
http://www.gsma.com/newsroom/technical-documents/technical-documents/

	[Autho4API_10]
	“Authorization Framework for Network APIs”, Open Mobile Alliance™, OMA-ER-Autho4API-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_3PC]
	“RESTful Network API for Third Party Call”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_ThirdPartyCall-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_AddressBook]
	“RESTful Network API for Address Book”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_AddressBook-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_ACR]
	RESTful Network API for Anonymous Customer Reference Management”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_ACR-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_CallNotif]
	“RESTful Network API for Call Notification”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_CallNotification-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_ CapabilityDiscovery]
	“RESTful Network API for Capability Discovery”, Version 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_ CapabilityDiscovery -V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_Chat]
	“RESTful Network API for Chat”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_Chat-V1_0
http://www.openmobilealliance.org/

	[REST_TS_Common]
	“Common definitions for RESTful Network APIs”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_Common-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_FileTransfer]
	“RESTful Network API for File Transfer”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_FileTransfer-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_ImageShare]
	“RESTful Network API for Image Share”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_ImageShare-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_NotifChnl]
	“RESTful Network API for Notification Channel”, Version 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_NotificationChannel-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_VideoShare]
	“RESTful Network API for Video Share”, Version 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_VideoShare-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_Location]
	“RESTful Network API for Terminal Location”, Version 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_TerminalLocation-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_Messaging]
	“RESTful Network API for Messaging”, Version 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_Messaging-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_Presence]
	“RESTful Network API for Presence”, Version 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_Presence-V1_0
http://www.openmobilealliance.org/

	[OMACPM-MS]
	CPM Message Storage, Version 2.0, Open Mobile Alliance™, OMA-TS-CPM_MessageStorage-V2_0-20150113-C
http://www.openmobilealliance.org/

	[REST_NetAPI_WRTCS]
	RESTful Network API for WebRTC Signaling 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_WebRTCSignaling-V1_0
http://www.openmobilealliance.org/

	[REST_NetAPI_NMS]
	RESTful Network API for Network Message Storage 1.0, Open Mobile Alliance™, OMA-TS-REST_NetAPI_NMS-V1_0
http://www.openmobilealliance.org/

	[W3C_WebRTC]
	WebRTC 1.0: Real-time Communication Between Browsers, W3C
http://www.w3.org/TR/webrtc/

	[RFC3264]
	J. Rosenberg and H. Schulzrinne, RFC3264: An Offer/Answer Model with the Session Description Protocol, June 2002
http://www.ietf.org/rfc/rfc3264.txt

	[bookmark: _Toc372896859][bookmark: _Toc372897581][bookmark: _Toc372897697][IETF-DRAFT-JSEP]
	Javascript Session Establishment Protocol, Version 8, October 27, 2014
https://tools.ietf.org/html/draft-ietf-rtcweb-jsep-08




=======================end 3rd change===================================

----------------------------------------------------Start of Change 4---------------------------------------------1.3	Architecture
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----------------------------------------------------End of Change 4-----------------------------------------------
----------------------------------------------------Start of Change 5-----------------------------------------------
1. [bookmark: _Toc412398089]RCS high-level requirements for UNI API
[bookmark: _Toc372897699][bookmark: _Toc412398090][bookmark: _Toc412398093]Authorisation framework for UNI API
1. UNI API Requirements
----------------------------------------------------End of Change 5-----------------------------------------------
----------------------------------------------------Start of Change 6-----------------------------------------------
1. Service Provider / Chatbot Platform (SPCP) API requirements
General
There are no requirements for API functionality involving group conversations at this time. 
The APIs for Chatbot Platform / Aggregator interaction with a Service Provider API GW shall extend existing OMA APIs as far as possible (where the base functionality exists).
It shall be possible for the Chatbot Platform to send requests (API calls) to the Service Provider API GW. 
It shall be possible for the Chatbot Platform to receive asynchronous events from the Service Provider API GW.
It is Service Provider policy on how to configure the URL for the Chatbot Platform in the API GW and how to expose the URL for the API GW to the Chatbot Platform.
All callback (HTTP POST) requests will contain the callback URL as the Request-URI.
3. Authorization Framework
0. Introduction (informative)
The following tables show the functional requirements for authorization of the Chatbot Platform to the Service Provider network. 
0. General requirements
	Label
	Description
	Required parameters
(not complete list) 
	Comment

	 SPCP-AUT-001
	for all APIs consider whether a Server2Server model is used, and how the Auth token is obtained by the Chatbot Platform from the issuing authority
	oauth_token = {access-token}
resultofcommand: {on, off, failure, etc}
	Could be one key used between Chatbot Platform and Service Provider for all chatbot traffic, leaving individual authorization per chatbot to the chatbot / Chatbot Platform API.




Capability Management SPCP API Requirements
Capability Discovery
This API can be mapped to different Capability Management mechanisms in the underlying network, such as SIP OPTIONS or Presence.
The following table describes the Service Provider / Chatbot Platform API requirements for the capability discovery:

	Label
	Description
	Required parameters (not complete list) 
	Comment

	SPCP-CPD-001
	The Capability Discovery API SHALL allow an Chatbot Platform to query the service capabilities of a certain user.
	oauth_token = {access-token}
chatbot querying = {SIP URI}
chatbot capabilities = { }
target user={token or MSISDN}
	Return value shall consist of a (possibly empty) list of capabilities for the target user.

The chatbot app version capability with its list of app versions supported needs to be included as part of the chatbot capabilities. See section 3.6.2.2 of [RCC07]  for more information on the chatbot application version which groups together a set of chatbot rich cards.

NOTE: The refreshing of the capabilities exposed by the gateway is subject to Service Provider policy, for example, to avoid abuse or impact in network load. The Chatbot Platform is responsible for avoiding to send too many capability requests.

	SPCP-CPD-002
	The Capability Discovery API SHALL support receiving real time capability requests from the network and forwarding them to the Chatbot Platform.
	oauth_token = {access-token}
user querying = {token or MSISDN}
user  capabilities = { }
target chatbot = {SIP URI}
	The Chatbot Platform should answer any incoming user capability request (e.g. OPTIONS received from remote user) returning only the feature tags related to the enabled capabilities. 
The chatbot app version capability with its list of app versions supported needs to be included as part of the chatbot capabilities. See section 3.6.2.2 of [RCC07]  for more information on the chatbot application version which groups together a set of chatbot rich cards. 
See section 3.6.5 of [RCC07] on privacy protection for more information on the token used to hide a user’s MSISDN from a chatbot.

	SPCP-CPD-003
	The Capability Discovery API SHALL allow a Chatbot Platform to reply to real time  capability requests with current capabilities.
	oauth_token = {access-token}
chatbot answering = {SIP URI}
chatbot capabilities = { }
target user = {token or MSISDN}
	Mechanism to be supported is up to Service Provider policy.
Applies to Capability Discovery based in SIP OPTIONS.
The chatbot app version capability with its list of app versions supported needs to be included as part of the chatbot capabilities.





3. Service Provider / Chatbot Platform API requirements
1. 
1. Introduction (informative)
The following tables show the functional requirements for the one-to-one chat API between a Service Provider network and a Chatbot Platform / Aggregator.
1. One-to-One Chatbot Session API Requirements, including Revoke

	Label
	Description
	Required parameters (not complete list)
	Comment

	SPCP-MSG-001
	The Messaging API SHALL support sending messages from Chatbot Platform to the API GW.
	oauth_token = {access-token}
sending chatbot = {MSISDN or SIP URI}
recipient = {target user(s) SIP URI or MSISDN}
chatbot app version = {list of app versions}
traffic type = { }
message-id = {message-id}
requested disposition notification = {“delivered”, “displayed”}
{content}
	Message content can be text, XML or JSON defined content types as per section 3.2 and section 3.6.10 of [RCC07].
Bearer service selection SHALL be Chat. (SMS/MMS/Standalone Messaging shall not be supported) 
Messages from the Chatbot Platform shall include:
· the chatbot application version as per section 3.6.2.2 of [RCC07]
· the traffic type identifier,  which may be empty or one of "advertisement", "payment",  "premium", "subscription",  "plugin", or any other value to be defined, as per section 3.6.7 of [RCC07].

	SPCP-MSG-002
	The Messaging API SHALL support receiving messages from API GW to Chatbot Platform.
	oauth_token = {access-token}
sending user = {token or MSISDN}
recipient chatbot = {SIP URI}
chatbot app version = {list of app versions }
traffic type = { }
message-id = {message-id}
requested disposition notification = {“delivered”, “displayed”}
{content}
	Same as for SPCP-MSG-001

	SPCP-MSG-003
	The Messaging API SHALL support receiving of the message disposition  notifications (“delivered”, “displayed”) from API GW  to Chatbot Platform.
	oauth_token = {access-token}
message-id = {message-id}
disposition notification = {“delivered”, “displayed”}

	The message delivery and display notification are requested according to Service Provider policies, when a message is sent on API GW.
The message-id parameter value shall be the one sent in the message from the Chatbot Platform to the API GW..


	SPCP-MSG-004
	The Messaging API SHALL support sending of the message disposition  notifications (“delivered”, “displayed”) from Chatbot Platform to API GW.
	oauth_token = {access-token} 
message id = {message-id}
disposition notification = {“delivered”, “displayed”}
	The message-id parameter value shall be the one received in the incoming message from the API GW to the Chatbot Platform.
This operation will be allowed only if the original message included the requested notification request (e.g., “delivered” or “displayed”).

	SPCP-MSG-005
	The Messaging API SHALL support sending of “isComposing” from Chatbot Platform to the API GW.
	oauth_token = {access-token} isComposing = “active”/”idle”, “timeout=xx”” …
	Use case: The chatbot sends “isComposing” which indicates that a chatbot is currently composing a message.
NOTE: this shall only apply when a chat session has been established by the API GW.

	SPCP-MSG-006
	The Messaging API SHALL support sending the “isComposing” message from API GW to the Chatbot Platform.
	oauth_token = {access-token}
isComposing = “active”/”idle”,  “timeout=xx”” …
	Use case: the chatbot is provided with an indication that a user is currently composing a message.
NOTE: this shall only apply when a chat session has been established by the API GW.

	SPCP-MSG-007
	The Messaging API SHALL support the ability of a Chatbot Platform to REVOKE a message that is currently in an undelivered state on the Service Provider network equipment. 
	oauth_token = {access-token} 
message id = {message-id}
	Sending a message from the chatbot shall specify that revoke may be needed. See section 3.2.3.8.2 of [RCC07]. The message-id parameter shall be used to identify the message to be REVOKED as per section 3.2.3.8.2.4 of [RCC07].
The status of the REVOKE action shall be received by the sending chatbot platform as per section 3.2.3.8.2.4 of [RCC07].



3. Privacy Management (Alias Function) API requirements
2. Introduction (informative)
The following tables show the functional requirements for the Privacy Management (Alias Function) API. 
Used when the Alias Function is deployed in the Chatbot Platform.
2. Service Provider network to Chatbot Platform

	Label
	Description
	Required parameters 
	Comment

	 SPCP-PRI-001
	ability for the API GW to change aliasing settings in the Chatbot Platform, request new alias, share user’s MSISDN, provide alias link to chatbot. 
This is a control API to the Chatbot Platform from the Service Provider API GW
	target chatbot: {SIP URI}

Fetchsettings: User identity (MSISDN or SIP URI)

Aliason: User identity (MSISDN or SIP URI)

Aliasoff: User identity (MSISDN or SIP URI)

Aliaslink: User identity (MSISDN or SIP URI)
	The fetchsettings, aliason, aliasoff and aliaslink commands to be mapped to an API are defined in section 3.6.5 of [RCC07].

The status of the command action shall be received by the sending API GW.

Used when the Alias Function is deployed in the Chatbot Platform



3. Privacy Management (Alias Function) Link Report API requirements
3. Introduction (informative)
The following table shows the functional requirements for the Privacy Management Link Report API. 
Used when the Alias Function is deployed in the Service Provider network. 
3. Service Provider network to Chatbot Platform

	Label
	Description
	Required parameters 
	Comment

	 SPCP-PRI-001
	 Ability for the API GW to  report to the Chatbot Platform the link between an alias and a user. 
This is a control API to the Chatbot Platform from the Service Provider API GW
	target chatbot: {SIP URI}
User identity (MSISDN or SIP URI) and alias

	linkreport command to be mapped to an API is defined in section 3.6.5 of [RCC07]. 

Used when the Alias Function is deployed in the Service Provider network



3. Spam Report Function API requirements
4. Introduction (informative)
The following table shows the functional requirements for the Spam Report Function API. 
Used when the Spam Report Function is deployed in the Service Provider network. 

4. Service Provider network to Chatbot Platform

	Label
	Description
	Required parameters 
	Comment

	SPCP-SPR-001
	 spam report message from API GW to the Chatbot Platform
	User identity (MSISDN or SIP URI) 
Target chatbot = {SIP URI (only one, not a list)},
List of Message-ID values (zero up to 10) of messages being reported as spam received by the user from the chatbot
	The send spam report  message command to be mapped to an API is defined in section 3.6.6 of [RCC07].

The spam report message is addressed to the chatbot. 

It is up to Chatbot Platform provider whether to report it to the chatbot


----------------------------------------------------End of Change 6-----------------------------------------------
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