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	Title:
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	|X| Public      |_| OMA Confidential

	To:
	ARCH

	Doc to Change:
	OMA-TS-REST_NetAPI_NMS-V1_0-20171116-D

	Submission Date:
	19 Feb 2018

	Classification:
	|X| 0: New Functionality
|_| 1: Major Change
|_| 2: Bug Fix
|_| 3: Editorial

	Source:
	Adrian Synal, T-Mobile USA, adrian.synal@t-mobile.com

	Replaces:
	n/a


Reason for Change
In a multi-device environment, it’s important that secondary clients are able to sync IMDN’s in order to maintain the same level of functionality as primary clients. Therefore this CR introduces a new format for clients to archive IMDN’s (read and delivered receipts)

Impact on Backward Compatibility
None
Impact on Other Specifications
OMA-TS-MessageStore_Using_RestfulAPI-V1_0_0-20170220-D
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
TMUS has millions of clients using this method and it is successful, recommendation is to agree with the proposed changes.

Detailed Change Proposal
The below proposal is to add functionality to allow clients to archive IMDN messages


[bookmark: _Toc498563965]5.2.1 Resources allowing a client to manage individual objects
	Resource
	URL
Base URL: //{serverRoot}/nms/{apiVersion}/ {storeName}/{boxId}
	Data Structures
	HTTP verbs

	
	
	
	GET
	PUT
	POST
	DELETE

	Resource containing all objects

	/objects
	Object
Reference
(optional alternative for POST response)
Empty (used for GET response and some other responses)
	Check/retrieve subscriber’s message box location
	no
	Create an object
	no

	A stored object

	/objects/{objectId}
	Object
	Retrieve the attributes (metadata) associated with the object
	no
	no
	Delete an object (including payload) from the storage

	Flags associated with the stored object
	/objects/{objectId}/flags
	FlagList
	Retrieve the flags (string labels) associated with the object
	Create or update the flags (string labels) associated with the object
	no
	no

	IMDNs associated with the object
	/objects/{objectId}/imdn
	imdn
	Retrieve the IMDNs associated with an object
	Update the IMDNs associated with an object
	no
	no

	Individual flag
	/objects/{objectId}/flags/{flagName}
	Empty (used for some responses and for PUT requests)
	Retrieve/check existence of an individual flag (string label) 
	Add individual flag (string label) 
	no
	Remove individual flag (string label)



[bookmark: _Toc357602555][bookmark: _Toc386202186][bookmark: _Ref390815745][bookmark: _Toc498563975]5.3.2.1 Type: Object
Individual object
	Element
	Type
	Optional
	Description

	parentFolder
	xsd:anyURI
	Choice
	Resource URL of the parent folder that contains the object.
In object creation requests this element specifies the folder that will contain the new object.
If neither parentFolder nor parentFolderPath are included by the client in an object creation request, the server chooses a parent folder according to service provider policy (e.g., the root folder, or a folder based on this object’s other available metadata).
The server MUST include this element in responses.

	parentFolderPath
	xsd:string
	Choice
	The location in the hierarchical storage of the folder that contains this object.
In object creation requests this element specifies the folder that will contain the new object. The server will internally resolve the parentFolderPath to an equivalent of the parentFolder URL of the requested parent folder.
If neither parentFolder nor parentFolderPath are included by the client in an object creation request, the server chooses a parent folder according to service provider policy (e.g., the root folder, or a folder based on this object’s other available metadata).
The server SHALL implicitly create any folder(s) (referred to by the parentFolderPath element) which do not already exist.
The server MUST NOT include this element in responses.

	attributes
	AttributeList
	No
	List of attributes associated with the object.

	flags
	FlagList
	No
	List of flags associated with the object.

	imdn
	imdn
	Yes
	IMDN Attributes associated with the object

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL.
The resourceURL SHALL NOT be included in POST requests by the client, but MUST be included in POST requests representing notifications by the server to the client, when a complete representation of the resource is embedded in the notification. The resourceURL MUST also be included in responses to any HTTP method that returns an entity body, and in PUT requests.

	path
	xsd:string
	Yes
	The location of the object in the hierarchical storage.
This element SHALL NOT be included in POST requests by the client but MAY be included in responses by the server to the client to any HTTP method that returns an Object entity body.
See section 5.1.1 for further information on how an object’s path is constructed.

	payloadURL
	xsd:anyURI
	Yes
	Information about the location of the entire payload.
The server MUST include this element if the object is non-empty unless the server determines that the payload can be represented using the inline method (see section 5.1.9).
Otherwise, the server MUST omit this element.

	payloadPart
	PayloadPartInfo [0…unbounded]
	Yes
	Information about individual payload parts.
This element MAY be included in POST requests by the client (e.g. CPM uploading an object into NMS) or in responses by the server to the client
Number and content of payload parts:
· If the object is empty, this element MUST be omitted.
· If the server determines that the payload can be represented using the inline method (see section 5.1.9) then this element MUST be omitted.
· If the object’s payload has a multipart MIME type [RFC2046], the first-level parts of the payload MUST be represented as individual payload parts.
· If the object’s payload is of another type which can be divided into a sequence of parts, those parts SHOULD be represented as individual payload parts.
· Otherwise, this element MUST be omitted.
Only the first-level parts of the payload are represented as payload parts; for example, a nested “multipart/mixed” part is represented as a single payload part, not a sequence of subparts.
The number of payload parts MAY be limited by the server.
Inclusion of payloadParts in POST request:
· When this element is present in object resource creation POST request, the “payloadPart.href” link is pointing to the external repository from which the server can retrieve the object’s content.
· The client MAY either include this element or attach the content as part of the body of the POST request during object resource creation.
· If this element is present in POST request, it indicates that there is no content attached in the request body. If however, the POST request contains both payloadPart element and the content (as part of the body), the server SHALL ignore the content in the body and use the payloadPart element to retrieve the content.

	lastModSeq
	xsd:unsignedLong
	Yes
	Last mod-sequence value associated with the object.
A server supporting Strict Synchronization MUST provide this element in responses to the client. The client MUST NOT provide this element in requests to the server.

	correlationId
	xsd:string
	Yes
	Unique correlation ID associated with the object, if any. See section 5.1.12.2.
This element MAY be provided by the client in requests to the server. If it was supplied by the client when the object was created, it MUST be returned unchanged by the server in responses and notification requests to the client.
If this element was not supplied by the client when the object was created, the server MAY generate it according to service provider policy.

	correlationTag
	xsd:string
	Yes
	Correlation tag associated with the object, if any. See section 5.1.12.3.
This element MAY be provided by the client in requests to the server. If it was supplied by the client when the object was created, it MUST be returned unchanged by the server in responses and notification requests to the client.
If this element was not supplied by the client when the object was created, the server MAY generate it according to service provider policy.



[bookmark: _Toc498563989]5.3.2.15 Type: BulkUpdate
Bulk update to a set of objects
	Element
	Type
	Optional
	Description

	objects
	ObjectReferenceList
	Choice
	Reference to the objects which are to be updated.

	selectionCriteria
	SelectionCriteria
	Choice
	Selection criteria for a set of objects which are to be updated.

	operation
	OperationEnum
	No
	The kind of update operation to perform on the identified objects (e.g. AddFlag).

	flags
	FlagList
	Yes
	This element MUST be present if “operation” is either “AddFlag” or “RemoveFlag”.
Flags to be added to or removed from the existing flags of objects identified by “objects” or “selectionCriteria”.

	imdn
	imdn
	Yes
	IMDN values to be set identified by “objects” or “selectionCriteria”



[bookmark: _Toc498564003]5.3.2.29 Type: ChangedObject
An object that has been changed
	Element	
	Type
	Optional
	Description

	parentFolder
	xsd:anyURI
	No
	Resource URL of the parent folder that contains the object.

	flags
	FlagList
	No
	List of flags associated with the object.

	imdn
	imdn
	Yes
	IMDNs associated with the object

	resourceURL
	xsd:anyURI
	No
	The resource URL of the changed object.

	attributes
	AttributeList
	Yes
	List of attributes associated with the object.
The server SHOULD include all attributes which satisfy both of the following criteria:
(a) the attribute is associated with the object, and
(b) the attribute appears in the subscription’s objectAttributeNames (see section 5.3.2.22).
The server MAY include attributes which have not been specifically asked for by the client.

	lastModSeq
	xsd:unsignedLong
	Yes
	Last mod-sequence value associated with the object.
A server supporting Strict Synchronization MUST provide this element in responses to the client.

	correlationId
	xsd:string
	Yes
	Unique correlation ID associated with the object, if any. See section 5.1.12.2.

	correlationTag
	xsd:string
	Yes
	Correlation tag associated with the object. See section 5.1.12.3.




5.3.2.36  Type: imdn

List of “imdn” elements
	Element
	Type
	Optional
	Description

	delivered
	xsd:string
	Yes
	Identity of the user that sent the delivered IMDN in SIP, TEL or ACR format. Identities are mutually exclusive.

	read
	xsd:string
	Yes
	Identity of the user that sent the read IMDN in SIP, TEL or ACR format. Identities are mutually exclusive.

	resourceURL
	xsd:anyURI
	Yes
	Self-referring URL referencing the “imdn” elements




[bookmark: _Toc386202240][bookmark: _Toc498564024]5.4.5 Operations on objects
This figure below shows a scenario for retrieving properties of an object, retrieving just the flags associated with an object, retrieving the entire payload of an object at once or retrieving an individual payload part of an object, updating individual flags associated with an object, creating an object, deleting an object, moving an object, copying an object, searching a folder and the subtree beneath it for a set of objects (e.g. messages) matching a given criteria and inquiring about an object’s resource URL using its location/path.
The resources:
· To retrieve properties (location, associated attributes and flags, parent’s folder and link(s) to its payload) of an object, read the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}
· To retrieve the flags associated with an object, read the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/flags
· To retrieve the entire payload of an object at once or retrieve an individual payload part of an object, read a dynamically allocated resource which is provided by the server as a property of the given {objectId}. The resource URL of the payload is not known by the client application in advance and may be of any form (e.g. /example/CDNstorage/100/blob456) and outside of the scope of this document. 
· To update an individual flag associated with an object, update the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/flags/{flagName}
· To update imdns associated with an object, update the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/imdn
· To retrieve the imdns associated with an object, read the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/imdn
· To create an object, create a new resource under http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects
· To delete an object, delete the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}
· To move object(s) to a folder, use the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/folders/operations/moveToFolder
· To copy object(s) to a folder, use the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/folders/operations/copyToFolder
· To search a folder including its containing objects and subfolders for a set of objects matching a given criteria, use the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/operations/search
· To inquire about an object’s resource URL using its location/path, use the following resource http://{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/operations/pathToId


[bookmark: _Toc498564443]D.10 Retrieve information about an object (section 6.2.3.1)
Request:
	GET /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999  HTTP/1.1
Host: example.com
Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903
Accept: application/json


Response:
	HTTP/1.1 200 OK	
Date: Fri, 04 Oct 2013 02:51:59 GMT
Content-Type: application/json
Content-Length: nnnn

{ "object": {
    "parentFolder": "http://exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/folders/fId567",
    "attributes": {
      "attribute": [
        { "name": "Message-Context",
          "value": [ "multimedia-message" ]
        },
        { "name": "Direction",
          "value": [ "In" ]
        },
        { "name": "From",
          "value": [ "tel:+19585550100" ]
        },
        { "name": "To",
          "value": [
            "tel:+19585550210",
            "tel:+19585550320"
          ]
        },
        { "name": "Date",
          "value": [ "2013-11-12T08:30:10Z" ]
        },
        { "name": "Subject",
          "value": [ "Weekend Trip to Seattle" ]
        },
        { "name": "Content-Type",
          "value": [ "multipart/mixed" ]
        }
      ]
    },
    "flags": {
      "flag": [
        "\\Seen",
        "\\Answered"
      ]
    },

"imdn":{
"delivered":[
            "tel:+19585550210"
],
"read":[
            "tel:+19585550320"
],
          "resourceURL": "http://exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/imdn"
},

    "resourceURL": "http://exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999",
    "path": "/main/conversation5/oId999",
    "payloadURL": "/nms/v1/myStore/tel%3A%2B19585550100/objects/old999/payload",
    "payloadPart": [
      { "contentType": "text/plain",
        "size": 48,
        "href": "/nms/v1/myStore/tel%3A%2B19585550100/objects/old999/payloadParts/blob123"
      },
      { "contentType": "image/gif",
        "size": 1024,
        "href": "/example/storage/100/blob456"
      }
    ],
    "lastModSeq": 48
  }
}



[bookmark: _Toc498564449]D.74 Update Object with IMDNs
Request:
	PUT /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/imdn HTTP/1.1
Content-Type: application/json
Content-Length: nnnn
Accept: application/json
Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903
Host: example.com

{
  "imdn":{
      "delivered":[
            "tel:+19585550210"
             ],
      "read":[
            "tel:+19585550320"
             ]
}
}


Response:
	HTTP/1.1 204 No Content
Date: Sat, 05 Oct 2013 03:58:59 GMT
Content-Type: application/json
Content-Length: nnnn
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