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1 Reason for Change

This CR fixes two minor issues in section 7.4.7:
· downloaded Applications will generally do not have an associated well-known application-assigned code, but this should not be prevented by the specification

· as the app-id-base is part of the registered Redirection Endpoint the following text in brackets is not correct and should be deleted “(scheme, authority and path)”
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that ARC/SEC discusses and approves the proposed changes.
6 Detailed Change Proposal

7.4.7.1 Delivery methods
· Response display with Resource Owner interaction. The response is displayed in the Resource Owner’s User Agent (i.e.: in the browser) and the Resource Owner is instructed to copy the response back to the Autho4API Client. This implies that:

· The Resource Owner is willing to perform this interaction. The user experience is indeed poor especially when the response is long and/or contain special characters (e.g. Access Token).
· Response delivery to user agent with automatic client retrieval. The response is delivered to the Resource Owner’s User Agent  in such a way that the Autho4API Client can retrieve it by means out of scope of this specification. One approach is the response being displayed in the window title of Resource Owner’s user agent and the Autho4API Client is able to read this title.
· Response delivery over textual SMS with Resource Owner interaction. The response is delivered as the payload of a textual SMS, and the Resource Owner is able to read this response and provide it to the Autho4API Client. This implies that:

· The Resource Owner is willing to perform this interaction. The user experience is indeed poor especially when the response is long and/or contains special characters (e.g. Access Token). 
· The Autho4API Authorization Server or the entity that actually sends the SMS is able to know the Resource Owner’s MSISDN (using methods out of scope of this specification).

· Response delivery using OMA Connectionless Push over SMS [OMAPUSH]. The response is delivered to the OMA Push client in the device, and then the OMA Push Client routes the response to the Autho4API Client through Push application addressing. This implies that:

· the Resource Owner’s device where the response is pushed has to be the device where the Application and Autho4API Client are running. 

· in case of downloaded Applications and Autho4API Clients (i.e. not pre-installed along with the OMA Push Client), as these applications in general do not have a well-known application-assigned code as Application-ID, the OMA Push Client will usually need:

-
to accept dynamic registrations of Application-IDs . 

-
to support Application-IDs in absolute URI format, which can happen to contain a query component if the “inst” parameter is used to distinguish between multiples instances of the same Application installed in the device. 

· the Autho4API Authorization Server or the entity that actually sends the Connectionless Push over SMS is able to know the Resource Owner’s MSISDN (using methods out of scope of this specification).
7.4.7.2 Pre-registered Redirection URI
Autho4API Clients intending to request the use of one or more secondary channels for the delivery of response to Authorization Request SHALL register one Redirection Endpoint  per secondary channel intended for use, where the Redirection URI has the following form:
http://{authorizationServer}/autho4apiSecondaryChannel/{channel}

The following table specifies the value of the URI variables:

	Name
	Description

	authorizationServer
	The authority part [RFC3986] of Authorization Server’s authorization endpoint URL.

This part SHALL be optional to provide at registration time for the environments where the Autho4API Client dynamically discovers the authorization endpoint (using some mechanism not defined in this specification). 

	channel
	signals the specific type of secondary channel to be used and SHALL take one of the following values:

· ‘sms_text’, to request response delivery over a textual SMS

· ‘push_over_sms’, to request response delivery using OMA Connectionless Push over SMS

· ‘browser_title’, to request response delivery to user agent with automatic client retrieval by setting browser window title to the response value

· ‘browser_display’, to request response display in browser page for further interaction with Resource Owner


When one of these secondary channels is OMA Connectionless Push over SMS, Autho4API Clients SHALL besides register the ‘app-id-base’ part of Push Application-ID, specified in next section. 

Autho4API Clients SHALL NOT register any other URI query parameters defined for the “redirect_uri” parameter, as they are either instance-dependent (e.g. “inst”) or Authorization Request-dependent (e.g. “encryption”).

Autho4API Authorization Servers SHALL detect an Autho4API Client’s request for the potential use of a secondary channel if the Redirection URI submitted for registration has the following prefix:  

http://{authorizationServer}/autho4apiSecondaryChannel/

In that case an Autho4API Authorization Server SHALL reject the Redirection Enpoint registration if any of the following is true:

· the Autho4API Authorization Server does not support the secondary channel functionality

· the channel following the URI prefix is missing or unknown or not supported
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