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1 Reason for Contribution

This document proposes text for the Scope and Introduction chapters of the CBCS Technical Specifications.
2 Summary of Contribution

Section 3 of this input contribution contains the proposed text for the Scope and Introduction chapters of the CBCS Technical Specifications.  The text for both chapters is based on their equivalents in the CBCS Architecture Document and Requirements Document.

Please note that this text is not meant to be definitive, and may be subject to extensions and amendments as the contents of the Technical Specifications evolve. In particular, the Introduction text is incomplete, and will have to be extended to reflect the contents and structure of the CBCS TS once it has matured.

3 Detailed Proposal

1. Scope

This document provides the Technical Specifications for the Categorization Based Content Screening (CBCS) Enabler of the Open Mobile Alliance™.  The objective of the Categorization Based Content Screening (CBCS) Enabler is to apply Screening Rules before delivering Content to the mobile user, using Content Categories.  A Content Category qualifies the type of Content, according to a categorization scheme. The CBCS Enabler can obtain the Content Category for a given piece of Content from a Categorization Entity [CBCS-RD], or from the Content itself.

There are two usage patterns for the CBCS Enabler [CBCS-AD].  In the Proxy Usage Pattern, the CBCS Enabler applies Screening Rules whenever an Enabler makes a Content request or reply.  In the Callable Usage Pattern, an Enabler explicitly solicits Content Screening from the CBCS Enabler.  Only the interface specifications for the Callable Usage Pattern fall within the scope of this document.

The following items are within the scope of the Technical Specifications of the CBCS Enabler:

· The specification of messages to be exchanged over the CBCS-1, CBCS-2 and CBCS-3 interfaces [CBCS-AD].

· Guidelines for the use of the PEM-1 and PEM-2 interfaces and PEL [PEEM-AD] in the CBCS Enabler.

· The specification of a standard format for Categorized Content that contains its Content Category (or Content Categories) as meta-data.

The following items fall outside the scope of the Technical Specifications of the CBCS Enabler:

· The specification of the messages to be exchanged between the CBCS Enabler and other enablers when the CBCS Enabler is used in Proxy Usage Pattern [CBCS-AD].

· The specification of messages to be exchanged with Other Resources [CBCS-AD].

· The definition of specific Screening Rules or Content Categorization Rules.

· The definition of specific Content Categories or categorization schemes.
4. Introduction

As mobile devices become ever more widespread and their multimedia capabilities evolve, they provide an increasing amount of Content to mobile users.  By consequence, a mobile user’s exposure to illegal, undesired or malicious Content also increases. Protecting mobile users, for example minors from such inappropriate Content becomes a growing challenge.

The objective of the Categorization Based Content Screening (CBCS) Enabler is to apply Screening Rules before delivering Content to the mobile user.  The CBCS Enabler must be applicable to any Content regardless of the Enabler or protocol that is used to deliver the Content.

The Content Screening process may use information such as:

· Content Categories, i.e. a qualification of the type of Content according to a categorization scheme,

· the source of the Content and other Content related information, for example the Content URI or the Content owner, 

· a CBCS User Profile, which may include the user’s MSISDN, date of birth, Content Screening preferences and other information related to the CBCS,

· Screening Rules, which may apply to one specific CBCS User (e.g. Content Screening preferences specified in the CBCS User Profile), or to a collective of CBCS Users (e.g., Screening Rules to be applied to all minors for legal reasons).

As a result of applying Screening Rules, the CBCS Enabler may cause Content: 

· not to be delivered to the CBCS User,

· to be delivered to the CBCS User without modifications,

· to be delivered to the CBCS User with modifications (e.g. with certain parts omitted),

· to be delivered to the CBCS User in combination with a textual or graphical warning,

· to be delivered to the CBCS User after receiving consent from an Authorized Principal.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The ARC group is kindly requested to revise and approve this text for inclusion in the CBCS Technical Specifications document.
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