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1 Reason for Contribution

The CBCS Requirements Document OMA-RD-CBCS-V1_0-20071105-D states that the CBCS Enabler must be able to screen content for users who are roaming.  This input contribution proposes how the CBCS Technical Specifications can address roaming scenarios.

2 Summary of Contribution

Requirement CBCS-FUNC-021 in the CBCS RD states that “the CBCS Enabler must provide the mechanisms to allow CBCS Service Provider offer its service when the User is roaming in a visited network”.  Section 5.6 of the CBCS RD also contains an informative use case that shows how CBCS is applied both in the home and visited networks when a user is roaming.  Since roaming is explicitly addressed in the CBCS RD, we believe that the CBCS Technical Specifications should describe how to satisfy the roaming requirements for CBCS.
This input document therefore proposes text for the CBCS Technical Specifications that describes how CBCS works in a roaming situation.  

3 Detailed Proposal

5.4 Roaming procedures for CBCS
The CBCS Enabler MUST support roaming, however how to apply the CBCS Enabler to roaming users is essentially a deployment issue.  This section explains how the CBCS Enabler MAY be used to screen content for roaming users.
This section only describes roaming scenarios that use the callable interface to the Content Screening Component. Although is also possible to support roaming with the proxy interface to the Content Screening Component, the specification and use of the proxy interface falls out of the scope of this Technical Specification.

The remainder of this section describes three scenarios for the use of the CBCS Enabler in roaming situations.

5.4.1 Screening in home network
Before delivering Content to a roaming CBCS User, an Enabler in a Visited network SHOULD make a screening request to the CBCS Enabler in the CBCS User’s Home network.  This should be possible even if the Visited network has no CBCS Enabler deployed, or if its CBCS Enabler does not screen content for visiting CBCS Users.  Figure 1 illustrates this scenario.
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Figure 1. Screening in the Home network of a roaming CBCS User
5.4.2 Independent screening in home and visited
If the Visiting network requires content to be screened for roaming users, then a Content delivery Enabler MAY make subsequent screening requests to the CBCS Enabler in the Home network and the CBCS Enabler in the Visiting network.  The Content delivery Enabler SHOULD deliver the Content to the visiting CBCS User only if the response from both the Home and Visited CBCS Enabler indicate that the Content can be delivered to the User. Figure 2 illustrates this scenario.
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Figure 2. Subsequent screening in Home and Visited network
5.4.3 Combined screening in visited network
Although the scenario in section 5.4.2 is straightforward and simple, it has two important disadvantages:

· It involves two independent PEM-1 requests which are processed separately in two servers, which can lead to considerable delay.  This is particularly inefficient if the screening rules in CBCS Enablers of the Home and Visited networks are very similar.
· It can cause the requesting Enabler to receive conflicting responses from the CBCS Enablers in the Home and Visited networks. The fact that the requesting Enabler must resolve such conflicting responses means that it must have some decision capacity itself, which is a nontrivial assumption.
To address these two disadvantages, figure 3 shows an alternative scenario.  In this scenario the Content delivery enabler in the Visited network makes one screening request to the CBCS Enabler in the Visited network.  The CBCS Enabler in the Visiting network then requests Screening Rules for the roaming CBCS User from the Home network CBCS Enabler.  The CBCS Enabler in the Visited network then uses both the Screening Rules obtained from the Home network and its own Screening Rules to determine the response to be sent back to the requesting Enabler.  Figure 3 illustrates this scenario.

The following points explain this scenario further:

· The PEM-2 interface (for rules management) MAY be used to request Screening Rules from the CBCS Enabler in the Home network.  
· The request for Screening Rules MAY also be triggered as a result of mobility management, for example when a roaming CBCS User attaches to the Visiting network for the first time.  

· The Screening Rules from the CBCS Enabler in the Home network MAY have to be adapted for processing by the CBCS Enabler in the Visited network.
· The CBCS Enabler in the Visited network MAY combine the Screening Rules from the CBCS Enabler in the Home network with its own Screening Rules to form one set of Screening Rules, or it MAY process the Screening Rules separately.
· The CBCS Enabler in the Home network SHOULD notify the CBCS Enabler in the Visited network if any of the Screening Rules for the visiting CBCS User are changed.

· The CBCS Enabler in the Visited network MAY delete the Screening Rules for the visiting CBCS User as a result of mobility management (e.g. when the CBCS User detaches from the Visited network) or after a certain time has passed without the Screening Rules having been used.
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Figure 3. Combined screening in Visited network

5.4.4 Combined screening in home network
This scenario is similar to the scenario in section 5.4.3, except that the roles of the CBCS Enabler in the Home and Visited networks are reversed.
The difference between the scenarios in figures 3 and 4 is essentially a difference in deployment strategy.  The scenario in figure 4 corresponds to a Home network centric approach to service control, as is common in current cellular networks and CAMEL.  The scenario in figure 3 could apply in situations where Content screening is required in the Visited network, perhaps for legal reasons.
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Figure 4. Combined screening in Home network
4 Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask ARC to discuss this proposal and agree the text to be included into the CBCS Technical Specification. 
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