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1 Reason for Contribution

Issue list OMA-ARC-GPM-2008-0006R02-INP_TS_Issue_List has been created to scope the progress of the GPM specification work.

This contribution focuses on issue CHK-7: How to deal with ASK request and notifications.

One of the added values of GPM in perspective of PEEM is the interaction with the Target. Previously the ARC WG decided to take on the specification of this interaction in a later release of GPM; however we (Ericsson) has come to the conclusion that the user interaction is one of the key intrinsics of the GPM enabler, and that we should at least specify some basic interaction. 
2 Summary of Contribution

Introduce user consent interaction in the AD and the TS.
3 Detailed Proposal

---- Proposed changes to the AD (below)  ------
5.4 Other components and interfaces

In addition to the GPM specified components and interfaces, there are other elements represented in Figure 1 for a better understanding of the architectural diagram. The following is a list of other elements identified in Figure 1 that interact with GPM:

· Interface to other resources:
· Like in the [PEEM-AD, Section 5.3.5], the Interface to other external resources is not specified by GPM. This interface may be used, for example, in the Permissions Rules evaluation process when the evaluation of conditions may require delegation of functions to other resources;
· In the particular case where an “Ask Request” needs to be performed, or when a notification to an authorized principal needs to be sent, the GPM TS does specify the information that is to be exchanged and the binding to one or more protocols..
The “Ask Request” is understood as a message sent to a target, with the expectation of a response. The response is associated to the Ask Request. The notification and the outbound Ask Request can be performed by existing messaging mechanisms, and the key parameters that are to be exchanged over these means are specified in the Technical Specification. One of the aspects here is that the GPM enabler implementation has to ensure correlation between Ask Request and its response. This may involve bindings to: SMS,HTTP, MMS, WAP PUSH and SIP Push, etc...
------- Proposed changes to the TS (below) -----

5.5 Ask Consent Interface

The Ask Consent interface consists of the following messages:
· a request to the Ask Target for its consent (5.4.1);
· the response from the Ask Target (5.4.2);
· a verification to the Ask Target about the implications of its consent and how these may be undone (5.4.3).
Ask Target for Consent

The request message, to ask the Ask Target for its consent, MUST support the following parameters:

· AskTargetID (type URI); Ask Target identity, the principal whose consent is being requested.
· ServiceID (type STRING); identity of the service or application, that requests the Target Attributes, that is being used by the end-user (ConsumerID). The ServiceID can contain the fullfledged name of the service/application, e.g. “Ultimate Bargain Finder.com”. Depending on the binding, the ShortServiceID may be sent instead; this will be outlined in the bindings section.
· ShortServiceID (type STRING); shortened version of the identity of the service or application, that requests the Target Attributes, that is being used by the end-user (ConsumerID). The ShortServiceID contains an abbreviated name of the service/application, e.g. “UBF” and can be used in particular bindings, such as SMS (where it may be assumed that the Ask Target’s terminal display may have limited capabilities).
· ServiceProviderID (type STRING); identity of the Service Provider that offers this service or application.
· ConsumerID (type URI): Target Attribute Consumer identity (i.e. end-user)
· RequestedAttributes (type ARRAY of STRUCT): The requested Permission Target attribute(s) (one or more).  This is a sequence of:

· targetAttributeName (type STRING): The name of the Target Attribute;
· targetAttributeUse (type STRING) (optional): The intended use of the Target Attribute.
· ConsentPeriod (type STRING): The period during which the Ask Target’s consent will be valid. The period will start immediately after a positive Ask Target response has been received.
· SessionID (type STRING): An identifier that can be used to correlate the response message with the request message.
· ConsentCommands (type STRING): The Ask Target can use these commands in its response (e.g. “Allow”, “Deny”).
Editor’s note: The type of  some of the parameters is STRING. As the specification progressed, perhaps other types may prove to be more suitable.

Ask Target response
Editor’s note: To be done

Verification to Ask Target
Editor’s note: To be done

Data Types

The table below represents the supported data types:

	Ask Consent Interface Data Types
	Description

	int
	4 byte signed: -2147483648 to 2147483647

	float
	Floating-point number, 3.4e +/- 38 (7 digits)

	array
	Arrays (lists) of objects of a given type (e.g. arrays if integers, or characters, or floats).

	function
	A type that returns object of a given type.

	struct
	A complex type that contains a sequence of objects of different types.

	string
	A sequence (array) of characters

	bool
	A type that can only take the values TRUE or FALSE

	URI
	A type derived from string, with a well-specified structure as per [RFC 2396]


Table x: Ask Consent Interface parameters data types

5.6 Ask Consent Interface Bindings

GPM enabler implementations SHALL offer at least one of the following bindings for the Ask Consent Interface:

· SOAP; reuse Parlay X Short Messaging.
· …
Editor’s note: Other options may be identified as the specification progresses. Details about the bindings should be provided in subsections.
Other bindings are not precluded, but are not described in this specification.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To accept the detailed proposal. 
In addition it is recommended hand out an action item to update the RD section 4.1 to represent Ask Target in that section (‘Actors in the Context of GPM’).
CHK-7 should not be closed yet, as the interface and the bindings need further description and also the rules section needs further description (the rules section could be made more concrete after the interface/bindings have been specified).
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