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1. Scope
(Informative)

<This clause defines the boundaries of the requirements described in this requirements specification>

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<<Remove unused reference rows! >>


2.2 Informative References

	[REF]
	“RefTitle”, Source, URL

	None.
	<<add/remove entries as needed OR state that there are>>

	
	<<If there are no references of a particular type, state that there are none>>

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

	<<definition>>
	description

	<<definition>>
	description


3.3 Abbreviations

	<<abbreviation>>
	explanation

	<<abbreviation>>
	explanation


4. Introduction
(Informative)

The introduction of next generation capabilites in the network will increase the number and variety of services that will be offered to the user. As well as legacy services, as voice and simple data services, new services will be deployed that will create a need for new charging capabilities in the billing architectures. Content providers will distribute theis content ia mobile devices based on event, application providers will distribute their products via mobile devices that could later be charged based on session (i.e. network games), etc.

The new complexities that all of this introduce in the network make it convenient to have some a set of standardized charging enablers to be in place, thus allowing the user to receive more complex services while retaining the simplicity to the end user.  Those enablers has to be flexible enough to allow new business models that include new actors and charge types.

There is a necessity for higher flexibility in the role of the actors in the Billing Systems. Business models will become more complex as new revenue streams, user charging models and relations between actors are introduced. Additionaly, there will appear models where several of the actors need to interact to deploy a service (i.e. multimedia services where media streams can come from different sources).

In general, the main factors that will have to be considered in the charging scenarios are  the following ones:

· 3G services environment is supposed to be very dynamic, where many providers with very different applications and services will appear and disappear quickly, trying to meet the changing market requirements as soon as possible This brings out the necessity of a charging system that must provide to all business actors a very simple way to interact, and a great flexibility in their models.

· There will be different levels of trust between the different actors involved in a service delivery. The charging system may not assume that a strong trust between parties will exist always. In particular, information related to the user and the network architecture should be resctricted to actors external to the network.

· Multi operator scenarios will have to be considered, which should include the possibility for a service provider to offer services to several network operators, services roaming across operators, etc.

· It is necessary to provide a charging architecture able to support not only legacy charging types, as time or event, but new charging types as value or content based charging. Additionally, there will appear complex charging models for the end user which could include special promotions, cross promotions, prizes, special rates for services roaming situations, subscriptions, etc.

· The tariff applied to the customer should be kept as simple as possible. User should be charged based on only one concept (i.e time, event, session, volume, etc). Thus, it should be possible for the network to decide if several charges are applied for the same service (e.g. be charged by the content downloaded, be charged also with charges coming from airtime involved, or SMSs involved in the delivery, etc.)

· There should be allowed several means of pay for each service, independent of the client type. This is normally as the convergence of prepay and pospay. The convergence could be done on different steps. In the first one, users are separated into prepay or pospay users as they are today, while the same services are offered to both groups. There is another possibility, which consists on users being able to chose how they want to pay for each service, in that scenario, prepay and pospay will only be considered pyment types.

· It’s absolutely mandatory to protect user from being charged for a service he is not using really. We have to protect user against fraud, possible malfunction of applications, etc.

· In general, Fraud must be avoided, performing the necessary application validation, user validation, operation validation, etc.

· Due to the complexity of the charges to be applied to new services, operatord should be able to advise the user of the charges that he is going to be levied before the service is delivered. That information can be informative, when the user is notified of the information, or intrusive, when acceptance of the charges must be done for the service to be delivered. This announce should be configurable by the network and by the user.
· Service delivery should be equally available to the customer indepently on the means of payment used.
5. Use Cases
(Informative)

5.1 Use Case A – Song download

5.1.1  ASK  \* MERGEFORMAT Short Description

This use case is about a user downloading a song to his device. The user is charged an “event charge” for the fact of downloading a song, independently of the length (airtime consumed in the download) of the song.

5.1.2 Actors

· Operator

· End User

5.1.2.1 Actor Specific Issues

· Operator

· Operator wants to offer a fixed price for downloading a song, independently of the airtime the song takes to be downloaded into the user’s device.

· Operator wants to offer this service to pre-paid as well as to post-paid users.

· Operator wants to avoid fraud.

· End User

· En User could be a prepaid or post-paid user

· En User wants a clear price for downloading a song into his device

· End User wants to be charged only for successful downloads

5.1.2.2 Actor Specific Benefits

· Operator:

· Offers a portfolio to both prepaid and post-paid users, in the same way.

· Avoids fraud by making sure that the user has enough money to pay the service.

· Is able to offer a more clear/appealing pricing model.

· User

· Access to the benefits of a “bundle price” independently on whether he is prepaid or post-paid.

· Obtains a clear pricing for the service (no air-time, etc. additional charges)

· It’s charged only if the song is successfully downloaded.

5.1.3 Pre-conditions

· The end-user has a contract relation with the operator, and is authorized to get access to the “song download” service.

· The operator announces a songs downloading service, with a cost of X for the download of any song among the first 10 in the top list.

5.1.4 Post-conditions

· The user has the downloaded two songs in his device.

· The user has been charged an amount 2X for the download of two songs.

5.1.5 Normal Flow

· From the top 10 songs, user selects the song number 2 and requests the download.

· Operator checks the user’s balance is enough for this, and makes a reservation for X.

· The download starts.

· Download of song takes 3 minutes, and finishes successfully.

· Operators charges (commit the reservation) X to the user, for the song.

· From the top 10 songs, user selects the song number 5 this time, and requests the download.

· Operator checks the user’s balance is enough for this, and makes a reservation for X.

· The download starts.

· Download of song takes 7 minutes this time, and finishes successfully.

· Operators charges (commit the reservation) X to the user, for the song.

5.1.6 Alternative Flow

5.1.7 Operational and Quality of Experience Requirements

· User Experience SHOULD NOT be impacted by the user’s balance check, prior to the download (step 2).

· Operator has to be sure about the success of the download.

5.2 Use Case B – Cross Promotions

5.2.1  ASK  \* MERGEFORMAT Short Description

Operators offers in his services portfolio, cross promotions that leads to special conditions in the usage of one service for a concrete user, after he makes use of another service.

In the example, if level 5 is reached in a game, 10 free SMSs are given to the end user.

5.2.2 Actors

· Operator

· End User

5.2.2.1 Actor Specific Issues

· Operator

· Operator wants to offer this service to pre-paid as well as to post-paid users.

· Operators want to offer cross relation promotions, in order to encourage the use of a service based (for instance) on the success of another.

· End User

· En User could be a prepaid or post-paid user

5.2.2.2 Actor Specific Benefits

· Operator:

· Operators may offer complex charging scenarios like cross relation promotions, that encourage the usage of certain services.

· Operator is able to offer his services to prepaid users as well as to post-paid users.

· User

· User gets access to these offers, independently on whether he is prepaid or post-paid.

· User gets benefit of the promotions, as soon as he fulfils the conditions of the promotion (no need to wait until the end of the month, the bill is sent, a couple of days for post processing, or whatever).

5.2.3 Pre-conditions

· The operator has a game download service, at the price of X per download.

· The operator sets up a promotion: for any given user able to reach level 5 on any of the games, he gets 10 free SMS.

5.2.4 Post-conditions

· The user has the song in his device, and has reached level 5.

· The user has sent 10 SMSs.

· The user is charged X for the song download, and nothing for the 10 SMSs.

5.2.5 Normal Flow

· User downloads a game

· Operator verifies successful download, and charges the user.

· User starts playing.

· After certain time playing, user reaches level 5.

· User sends 10 SMSs to any destination he prefers.

5.2.6 Alternative Flow

5.2.7 Operational and Quality of Experience Requirements

· End User shouldn’t perceive any time period between he reaches level 5 in the game, and the time when he is able to send 10 SMSs without charge (this is, enjoy the promotion).

5.3 Use Case C – Request Check and User Interaction

5.3.1  ASK  \* MERGEFORMAT Short Description

End user access to a service given by a 3rd party service provider, selecting the download of a game.

Operator receives a charge request from the 3rd party, requesting a charge before delivering the service requested by the end user. Operator needs to verify request truthfulness, and check consent of the user, as well as later delivery success.

5.3.2 Actors

· Operator

· End User

· 3rd party

5.3.2.1 Actor Specific Issues

· Operator

· Needs to protect the user against fraudulent charges or failed deliveries.

· Operator is the actor charging the user.

· End User

· End User wants to be safe against unwanted charges.

· End User wants to apply his own privacy and/or charging policies.

· 3rd party

· 3rd party wants the operator to execute the charges

· 3rdparty wants to make sure that user has money to pay the requested service 

5.3.2.2 Actor Specific Benefits

· Operator:

· Avoid fraud

· Strengthens trust relation with the end user

· User

· User is protected against fraudulent charges.

· User feels control over his privacy and over his account, by specifying the privacy and charging policies he wants.

· 3rd Party

· 3rd party gives services and gets revenue without needing to maintain a complex charging and billing system. 

· 3rd Party doesn’t need to check if the user has money or not.

5.3.3 Pre-conditions

· There’s an agreement between 3rd party and operator, so that:

· End users may access 3rd party services through operator’s network

· Operator charges end user on behalf of the 3rd party.

· There’s a revenue share model in place

· The user (via subscription or any other option) is allowed to access services of this 3rd party.

· User puts in place some charging policies, requesting explicit confirmation for any charging request coming from this 3rd party.

5.3.4 Post-conditions

· The user gets access to the service.

· Service delivery successful

· User is charged for the usage of the service

5.3.5 Normal Flow

· User gets access to the 3rd party services, and request the download of a game

· 3rd party requests operator to execute charge

· Operator party verifies that the end user is really accessing that service - OK

· Operator party verifies charging policies of the user. Policies says to ask for consent in these circumstances

· Operator sends a message to the end user, sending information about service/price and asking for consent.

· User answers yes.

· Operator checks user has enough money – OK

· Operator makes a reservation

· Operator sends an OK to 3rd party

· 3rd party allows the download of the game into the end-users terminal

· 3rd party ends download, asks operator to execute the charge over the reservation

· Operator verifies the success of the download - OK

· Operator executes charging on the users account

5.3.6 Alternative Flow

5.3.7 Operational and Quality of Experience Requirements

· Quality of Experience of the user shouldn’t be impacted by the checks made about truthfulness of request, successful delivery checks, etc.

5.4 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>

There is a lack of common charging principles to be applied in all OMA enablers. There is a need of consistency about how the different enablers in OMA will use charging (now it’s being considered vertically in each group)

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

· Charging Interface MUST provide methods for:

· Credit check

· Content charging

· Reservations (and release reservations)

· Rollback

· Debit (either over reservations, or directly to the account).

· Cumulative charges (Several reservations, and a “comit charge” for the whole amount reserved), 

· Charging based on levels and discounts based on volume (Tier and taper discounting)

· Recurrent charges

· Etc.

· The charging enabler MUST generate proper, flexible, configurable, service grouped, etc. CDR/billing information.

· The charging enabler MUST be able to perform rating on the services requested. 

· Charging enabler MUST be able to deal with complex charging scenarios like the following:

· Event based, bearer based, session based and content based, or bundlesof them .

· Premium services

· Prizes 

· Promotions

· Cross Promotions

· Roaming scenarios

· Subscriptions

· The charging specs SHOULD NOT preclude the possibility for the charging enabler to interconnect to an external rating element.

· The charging enabler MUST be policy-based to support different behaviors according to different parameters as, for instance, the amount to be charged. Examples of Policies to be considered: 

· User policies: these policies will specify, among other things, the user interaction needed for charging, it could be a kind of: “for this application, accept charges up to 3 euros without asking, ask me with SMS for charges up to 12 euros, reject all charges above 12 euros”. “Don’t accept charges coming from Content Provider x”, etc.

· Operator could specify his own policies, saying things like, “if no user policy is found, I’ll ask for user explicit authorization for any content delivery charge”, or “never accept charges over 90 euros, even if there is authorization from the user”, or “user interaction will be needed always, for any content delivery”.

· Regulatory policies. Different regulations apply in different countries.

· Charging enabler MUST be able to correlate all charging events coming from different domains/elements/actors (bearer charges, content charges, 3rd party charges, etc.), but belonging to the same service session, in order to perform a proper charging of the service, and to later “construct” a clear and simple bill towards the end user.

· Charging models offered SHOULD be independent from the payment methods. 

· Charging functionality MUST be available for any kind of user segment, regarding pre-paid, post-paid, post-paid with expense control, etc.

· Charging Enabler MUST consider user interaction. The user interaction will be basic for charging event requiring explicit user authorization, for instance.

· Charging enabler MUST be able to not commit the charge until the service has successfully been delivered. The charging mechanism would be based upon a former reservation, checking of correct service delivery, and latter commit of the charging operation over the user’s account. If the delivery was not successful, a rollback of the reservation must be performed.

· The charge requestor SHOULD NOT need to know the user’s identity in order to perform a charge. A session token/pseudonym/etc. should be enough.

· Proper UDR (Usage Data Record) MUST be generated. It should be configurable, and it should help to obtain information grouped by services, by user, etc.

· Charging Enabler SHOULD be able to work in a multi-domain environment.

· Establish policies to charge a roamer from another operator, depending on the agreements reached with the home operator of the roamer.

· Service Providers offering service through different Network operators.

· Charging enabler MUST protect the user:

· Apply user’s privacy rules

· Reject charges for services that the user is not really using.

· Control that the service has been successfully delivered to the user

· Charging enabler MUST avoid fraud:

· Make possible to control and cut the service delivery flow if needed.

6.1.1 Security

Charging should be considered as a horizontal function, which many OMA enablers may interface, and therefore there is a need to ensure security for the charging information delivered from the enablers to the charging enablers, information that may be quite sensitive and protected by several privacy policies and local regulations and laws

6.1.2 Charging

6.1.3 Administration and configuration

6.1.4 Usability

6.1.5 Interoperability

Charging should be considered as a horizontal function, which many OMA enablers may interface, and therefore there is a need to ensure interoperability for the charging information delivered from the enablers to the charging.

6.1.6 Privacy

6.2 Overall System Requirements

6.3 System Elements

<This section identifies the high level requirements, on each system element in the use cases,  identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

6.3.1 System Element A

<This section contains numbered high level requirements on System Element A>

6.3.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.>

6.3.1.2 Interfaces to System Element Y

<etc>

6.3.2 Network interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
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