Doc# OMA-MCC-2005-0057-ProxyConcerns.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-MCC-2005-0057-ProxyConcerns.doc
Input Contribution



Input Contribution

	Title:
	Concerns re. OMA-MCC-2005-0037R02
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MCC

	Submission Date:
	17. 02. 05

	Source:
	Jyrki Martti, Nokia, Jyrki.Martti@nokia.com

Karsten Lüttge, Siemens, karsten.luettge@siemens.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

During the Frankfurt meeting of the OMA MCC working group, a couple of contributions dealt with architecture questions. Some of them were proposing charging proxy functions in different flavours, e.g. OMA-MCC-2005-0012R01 (TeliaSonera) and OMA-MCC-2005-0016 (Siemens). Further on, there are OMA-MCC-2004-0202 and OMA-MCC-2005-0023, which contain a list of diagrams that have been developed and agreed during the London meeting and were intended to be the starting point of the charging enabler architecture.
As a result of the discussion, the diagrams contained in OMA-MCC-2005-0037R02 have been drafted.
Meanwhile, Nokia and Siemens had the opportunity to review OMA-MCC-2005-0037R02 more thoroughly. The review revealed a few concerns which are described below.
2 Summary of Contribution

The charging proxy as sketched in OMA-MCC-2005-0037R02 seems to combine three functions:

· provide a single interface to OMA service elements containing an O-CTF, which combines online and offline charging and which does not specifically address particular OMA service elements,

· dispatch between online and offline charging depending on the charged subscriber’s profile,

· dispatch charging events to the responsible stakeholder and technology (e.g. 3GPP operator, 3GPP2 operator, credit card environment).

We believe that providing a single interface towards the O-CTF makes sense only for O-CTF’s outside an operator’s domain, that is, for O-CTF’s run by third party service providers. For O-CTF’s located within an operator’s domain, refined interfaces per O-CTF are recommended for flexibility, and a separation between online and offline charging is recommended for performance reasons.
We believe further that a proxy for dispatching between different target systems (3GPP/2 online/offline charging, credit card environments) shall not be required in all cases. We expect that “homogenous” environments, where charging is handled exclusively by 3GPP compliant systems, or by 3GPP2 compliant systems, or by credit card environments, will continue to exist and will not benefit from such a charging proxy.

Furthermore, the 3GPP/2 systems are defined to do rating themselves, while a credit card environment would expect to receive rated events. This asymmetry complicates the introduction of a charging proxy for dispatching between 3GPP/2 and credit card environments. The charging proxy would have to do the rating for any charging events that are to be relayed towards a credit card environment, but not for others. It seems much easier to attach a credit card environment to a 3GPP/2 online charging system, which contains a rating engine anyway (see “Online feeding offline scenario” diagram in OMA-MCC-2004-202).

3 Detailed Proposal

The charging proxy entity shall be optional for OMA service elements (or their embedded O-CTF’s) which reside in the same trust domain as the charging systems ultimately processing the charging events.
The reasons are:

· A new network element is generally not desirable.

· There are existing architectures, such as PoC or MMS charging, where OMA service elements (or their embedded O-CTF’s) connect directly to a 3GPP OCS or CDF. Any “generic” charging enabler architecture must consider the current status and thus make clear that OMA service element may use Ro and Rf interfaces to interface directly with a 3GPP/2 charging infrastructure (online or offline).

· Only a single interface (called “A”) is shown between the charging proxy and any OMA service element (or its embedded O-CTF). This suggests that both offline and online charging is done via the same interface, and that there is no differentiation for the different OMA service elements (PoC server, MMS relay server, and the ones to come). Experience and status in other bodies shows that both is not always feasible.

· Combining online and offline on a single interface means that the receiving system must have realtime capabilities for the whole traffic volume, including offline. However, for an interface exposed to 3rd parties, this combination is needed. Note that a 3rd party has typically no access to subscriber profiles and thus cannot decide if online or offline charging is to be used for a particular subscriber. Therefore, 3rd parties will always use online charging. A charging proxy, being part of an operator’s domain, can consult the subscriber’s profile and dispatch charging request to online or offline charging systems appropriately.

· Combining charging for different OMA service elements in a single interface limits flexibility and seems inappropriate within an operator’s domain. Also, the “A” interface is relayed to Ro and Rf in 3GPP/2 environments, which expect specific data depending on the type of the source of the charging events. How can this specific information be generated by the charging proxy, when it has no specific interfaces towards the OMA service elements? However, for an interface exposed to 3rd parties it would be acceptable to limit flexibility and trade it in for simplicity.

However, a charging proxy is recommended when connecting third party service elements to an operator’s charging system for the following reasons:

· A third party cannot decide if online or offline charging is to be used, because typically the third party has no access to the subscriber profile.

· The expected variety of third party service elements and the resulting OA&M efforts justify the limitiation to a single, generic, yet less flexible “A” interface.

· It seems that Ro and Rf would be instantiations of the “B” interface in a 3GPP/2 environment. I assume that ISO 8583 would be an instantiation of the “B” interface in a credit card environment. The problem here is that Ro and Rf carry unrated charging events, while ISO 8583 to our best knowledge carries rated charing events. This would require that the “A” interface carries unrated charging events, and the charging proxy would do the rating in cases where the events are to be relayed to a credit card infrastructure. Rating is a substantial functionality, which is normally located in the 3GPP/2 OCS. It shall not be mixed with a proxy functionality.

A charging proxy shall not be utilized to connect an OMA service element (neither third party, nor operator owned) to external charging systems, such as a credit card environment or another operator’s charging system.

· The charging proxy shall not be loaded with additional functionality, such as rating. The events a charging proxy is expected to receive, are unrated. On the other hand, credit card environments expect to receive rated events. We therefore propose that a credit card environment is chained in after the online charging system.

· Experience shows that home-control is the only feasible charging solution. That is, a server in the subscriber’s home network shall send charging events. This is done e.g. for the participating PoC server in PoC charging. Any other configuration tends to become extremely complex and requires very difficult trust chains. Generally, the legal setup will be the actual problem.

The only solution to make the legal and technical setup between multiple operators manageable, is to introduce a dedicated business entity: a broker.

· If such a solution is preferred by the operators, it should be made more explicit. We agree that such a solution can be described as part of the charging enabler. However, such a solution is expected to address online purchases only and thus shall be clearly separated from service charging such as PoC and MMS charging or any charging for using location or presence enablers. The purchase solution should not have any rating functionality. It would require that the broker has sufficient information about participating subscribers.

· Subscriber consent, in an audible way, is another difficult issue that would need to be solved for such a scenario.
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5 Recommendation

We recommend to address the issues highlighted in section 3 when further discussing the diagrams proposed by contribution OMA-MCC-2005-0037R02. We would like to make clear that, after thorough review of that document, Siemens is no longer in support of the proposed diagrams.

 At this stage, the submitters of this contribution do not provide specific text for inclusion in the AD. The present document is meant as an input for discussion and for reconsidering the comprehensiv concept of a charging proxy as currently proposed in OMA-MCC-2005-0037R02. We propose the following guidelines for the discussion (as explained in chapter 3):
· The charging proxy entity shall be optional for OMA service elements (or their embedded O-CTF’s) which reside in the same trust domain as the charging systems ultimately processing the charging events.

· However, a charging proxy is recommended when connecting third party service elements to an operator’s charging system for the following reasons:

· A charging proxy shall not be utilized to connect an OMA service element (neither third party, nor operator owned) to external charging systems, such as a credit card environment or another operator’s charging system.

· The only solution to make the legal and technical setup between multiple operators manageable, is to introduce a dedicated business entity: a broker.
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