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1 Reason for Change

This change request is largely dealing with typographical, grammatical or terminology issues. It does not seek to make any substantive change to the architecture document, but rather clarify what is currently drafted.
The changes reflect suggested wording, however Word comments have been used to indicate where the author is unclear if the suggested changes reflect the intended sense. 
The revision takes into account comments made during the review of the original CR.
2 Impact on Backward Compatibility

None – specification under development
3 Impact on Other Specifications

No new impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the MCC consider the suggested wording changes for the document, and address the comments where comments indicate that more clarity is required.
6 Detailed Change Proposal

5.2 Use Cases

The major actors in the AD are:

· The Customer/End user who wishes to obtain goods or services

· The Merchant/Service Provider/Third party service provider who provides goods or services

· The Issuer who provides the consumer with a means to pay for the goods or services

· The Acquirer with whom the merchant interacts to receive funds for the goods or services

The roles identified here are further discussed in [CHG-RD] in Appendix B: The use of the terms Issuer and Acquirer are only referenced in some use cases as roles existing as part of the charging infrastructure. The charging infrastructure is outside of the OMA domain, and may be for instance based on 3GPP/2 specifications for online and offline charging.
The Charging AD also identifies the actors Mobile Network Operator (MNO), Third Party Service Provider (3rd party service provider or TPSP) and Service Provider (SP). The term Service Provider may also be used to identify the MNO in cases where the MNO provides a service beyond merely enabling the communication, as would be the case with PoC for example. The term Merchant may be used interchangeably for TPSP or SP.
[…]

5.2 Architectural Diagram

The diagram in Figure 2 shows the functional architecture of the Charging Enabler. Each block in the diagram represents a function; they are explained in more detail in the following section. The lines represent communication relationships.

The flow of charging events is such that they are generated by the O-CTF (OMA charging trigger function) as the result of a user consuming a service. The event will then be processed and potentially modified by any combination of the functions that are connected by the circle in the middle. The circle represents a bus implying that the functions may be applied to a charging event in any combination and in any order. After the appropriate combination of functions has been applied to the charging events, the information will ultimately reach an account management function.

This functional architecture applies to both online and offline charging.

[…]

5.3.4 Relay
Editor’s note: Changes based on #97R01, agreed in Singapore

In the context of the Charging Enabler, the relay function determines if a charging event shall be processed in an online or offline way, but will also determine where the charging event shall be further processed, i.e. in the own domain or in another provider's domain. The latter one would occur e.g. for roaming subscribers, where the events may need to be routed to the home network, or when the charge shall be applied to a credit card account.
In the context of the Charging enabler, the relay function not only determines if the charging event shall be processed online or offline but also determines where to send the charging event for further processing.

The information may be embedded in the charging event, or the charging event may indicate a subscriber profile from which the information may be retrieved.

[…]

5.3.6 Correlation/Aggregation
Aggregation is the association of charging events generated by the same entity over a period of time.

Correlation could occur between the charging events generated by different entities while they are collaboratively providing a single service. The correlation provides an association of events for the user that will be charged
.

5.3.7 Rating

This function converts an event indicating a particular action performed by a service into a price expressed in some  units, whether monetary (currency) or non-monetary (e.g. loyalty points)
.
5.3.8 Authorization
In the context of the charging enabler, we could differentiate between charging client authorization and credit authorization.

Charging client authorization checks if a charging client may access a charging enabler instance at all. Conditions on which such decision could be based could be (list not mandatory, nor exhaustive):

· The charging client must be known, and its identity must have been verified in an authentication step 
· The charging client should have a business agreement covering the use of the charging enabler. The process of arranging such a business agreement is not in the scope of the Charging Enabler. The result of such a business agreement would enable the communication between the charging client and the charging enabler instance. The charging client must not have been blacklisted or otherwise been temporarily blocked. Such blocking could occur for instance due to misbehavior (delivering wrong credentials, behaving erroneous such as submitting malformatted messages, ...)

Credit authorization checks if charging events dedicated to a particular subscriber can be processed and determines whether credit will be granted for access to a resource. Prerequisite to credit authorization is that the charging client issuing the request has successfully been authorized by the charging client authorization function. Credit authorization could check e.g. the following conditions (list not mandatory, nor exhaustive):
· The subscriber is known to the charging enabler instance and has enabled the charging enabler functionality.
· The subscriber has sufficient credit, and has not exceeded any spending limits configured for him.
· The subscriber has not blacklisted the charging client that issued the charging event.
· The subscriber has given consent to be charged. Consent may be granted on a per request basis (e.g. by means of an interactive dialogue) or for a class of requests (typically in advance).. 
[…]

6.1 Entities in the Deployments

6.1.1 Charging Client

Any component of the OSE that generates charging events related to a service is called a charging client. There are three entities described in the OSE which may be charging clients, namely, applications, enabler implementations and the Policy Enforcer. The term charging client could be understood as a role that these entities can assume in the context of the Charging Enabler, or as an abstraction of these entities in order to handle them in a common way in the scope of the Charging Enabler.

The relation to the functional components of the architectural model is such that a charging client contains, by definition, an O-CTF.

There is a fourth potential source of charging events: the network elements in the underlying communication network. Charging events originating from such an entity are likely to ultimately reach the same charging infrastructure as charging events originating from a charging client as described above. However, they are not in the scope of the Charging Enabler specifications. Therefore the term charging client does not cover such non-OMA network elements.

The triggering of charging events by any instantiation of the charging client or by a network element of the underlying communication network is discussed in more detail in section 6.2
6.1.2 Online Charging 

The Online Charging denotes any charging infrastructure that is capable of online charging. In particular, this could be an Online Charging System (OCS) as described in 3GPP TS32.240. However, the “Online Charging” could also be implemented by other charging systems, or even by a gateway into multiple other charging systems.

The Online Charging function handles the online charging, that is: a charging process where charging information can affect, in real time, the service rendered and therefore directly interacts with the session/service control.

The charging information, which reflects the occurence of chargeable events, is collected concurrently with the service usage and can be further processed and enriched with information from other enablers or network elements. The O-CTF must in the online case first get proper authorization (both client and credit authorization) from Online Charging before allowing a user to access the chargeable event.
6.1.3 Offline Charging 

The Offline Charging denotes any charging infrastructure that is capable of offline charging. In particular, this could be a network operator’s billing domain (as described in 3GPP TS32.240).

The offline charging function handles the offline charging, that is: a charging process where charging information does not affect, in real time, the service rendered.

The charging information about the usage of chargeable events is collected concurrently with the usage, which can be further processed and enriched with information from other enablers or network elements. The offline charging function can however not influence whether a user shall be allowed to gain access to the chargeable event. 

[…]
6.2 Reference Points

Editor’s note: The reference point description comes from contribution 106R01 as agreed in Singapore
6.2.1 CH-1 - Charging Client – Offline Charging

Reference point CH-1 resides between a charging client and offline charging. It is used when the charging client knows how to determine whether to use online or offline, and has decided to use offline charging, because it is not required to affect the service delivery in real-time. The CH-1 reference point needs to support at least the sending of charging data within a single message after the service delivery. Also a sequence of initial, interim and final charging data messages during and after the service delivery are preferred functionalities to be supported.
6.2.2 CH-2 - Charging Client – Online Charging

Reference point CH-2 resides between a charging client and online charging. It is used when the charging client knows how to determine whether to use online or offline, and has decided to use online charging, in order to affect the service delivery in real-time. The CH-2 reference point needs to support at least initial requesting, granting and final reporting of quota. Also interim requesting, reporting and granting of quota, price enquiry, credit check and refund are preferred functionalities to be supported.
[…]

6.3 Triggering of Charging Events

Any service that complies with the OSE typically consists of an application that utilizes one or more enablers. It does so by talking to their respective enabler implementations through I0 interfaces. The enabler implementation in turn will typically utilize network resources in order to provide the desired functionality. Optionally, a Policy Enforcer may intercept the communication between the application and the enabler implementation in order to apply policies.

Considering this, there are four scenarios for triggering charging events, and any combinations of the four are allowed. The scenarios are based on locations where the charging events are triggered. The charging events may be triggered by an O-CTF in an enabler implementation, an application and/or the Policy Enforcer. In addition or combination with these, charging events may be triggered in a network element. The case when charging events are triggered in the network element is not within scope of this document as it is handled by the specification of the network element. It is included here only for completeness and understanding of the whole area.


[…]

6.3.1 Triggering in an Application

In this scenario, charging triggering occurs in an application. The rules and requirements for the application will be used to determine if and when online or offline charging shall be triggered. The scenario is shown in Figure 4.

The application contains the O-CTF. The application may also contain the Relay function in order to differentiate between online and offline charging. All other functional components are located within the Charging Enabler. The complete mapping of the functional components to the deployment entities is summarized in Table 4.

[…]

6.3.2 Triggering in the Policy Enforcer
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Figure 15: O-CTF in the Policy Enforcer (Intercepting)
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Figure 26: O-CTF in the Policy Enforcer (Callable)
In this scenario the Policy Enforcer is aware of how an application utilizes an enabler implementation. In order to monitor the application’s activity, the Policy Enforcer either intercepts the communication between the two (Figure 5), or is called by the enabler implementation (Figure 6).

[…]
6.5 Charging Agent Scenario

Editor’s note: Text in this section changed according to contribution #98R01
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Figure 39: Charging Agent Scenario
In this deployment scenario, an entity called a charging agent resides between the charging client and the actual charging infrastructure (online or offline). The charging client sends charging information to the charging agent that performs additional processing before sending charging events to an underlying charging infrastructure. This processing is performed by a subset of the functional components that make up the Charging Enabler and that are introduced in section xxx.

In one concrete instantiation of this scenario, the charging agent connects an untrusted charging client (e.g. run by a 3rd party service provider) to an operator’s charging infrastructure. As in all other scenarios, the charging client implements an O-CTF, through which the charging client talks directly to the charging agent. The responsibility of the charging agent in this scenario is

· To expose an interface towards the untrusted charging client that is different from the one understood by the underlying charging infrastructure. The interface towards the charging client would typically provide reduced complexity, but also to hide certain potentially dangerous functionality of the charging infrastructure from the charging client. The charging agent implements the Translation function in order to fulfill this task,

· To protect the charging infrastructure from unauthorized access, that is, access from entities other than authorized charging clients. This responsibility is assumed by an Authorization function within the charging agent.

· To pass on the charging events received from the charging agent to either online of offline charging, possibly after interrogating appropriate profile information related to the charged subscriber. This is equivalent to the Relay function.

· To simulate a charging client towards both online and offline charging, which corresponds to the concept of the Proxy function.

The responsibility of both online and offline charging in this instantiation would then be to rate the charging events received from the charging agent and record the rated charging events on an account. These tasks are performed by the Rating function and the Account Management function, respectively. Additionally, the online charging would implement the Quota Management function. Correlation and Aggregation are not considered in this scenario.

Table 17: Charging Agent Scenario – Rating in the Charging Infrastructure
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The functional mapping is summarised in the table below.

Another possible instantiation of this scenario is one where the charging client itself is capable of determining the price of the event/service delivered (e.g. a 3rd party content merchant). In this case, the charging client sends pre-rated events to the charging agent, which forwards them to the charging infrastructure. However, also in this case, it is likely that the charging infrastructure needs to finalize the rating process. This may mean, for example, currency conversion or tax handling.

Table 28: Charging Agent Scenario – Rating in Charging Client
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A third possible instantiation of this scenario is where the charging agent hosts a rating function that is responsible for determining the price of the charging event before it is sent to an underlying charging infrastructure. This is thought to be relevant in a case where the charging client itself does not perform rating but the charging agent provides a relaying service to several different charging infrastructures and some of the infrastructures can only accept rated events (e.g. a credit card network).

Table 39: Charging Agent Scenario – Rating in Charging Agent
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	Translation
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6.6 Charging Agent Serving Multiple Charging Clients Scenario
Editor’s note: Alignment of text below with terminology and surrounding text still needs to be reviewed by AD editor.









�Would be useful to have a term for “the user that will be charged.” I think in other places the term “subscriber” is used for this.


�This is adapted from the usage of HLFR 9 from the RD. I remember we had this discussion at that time, so I’d prefer to go with a solution we agreed on in the past.


�The document has made a distinction between credit authorisation and client authorisation. Which is meant here? If both, then it should be made clear in the authorisation section that when it is not made explicit which one is being done, then it refers to both.


�Left as was accepted in the past
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