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1. Scope (Informative)


For the growth of the mobile service market, it is important to facilitate the deployment of various kinds of new applications. Charging has been determined to be an important and necessary enabler for all these new applications.

Apart from applications provided by mobile operators within their trusted domains, applications can be provided by third parties, either within or outside the trusted domain of an operator. Easy, flexible and secure charging for third party applications that reside outside an operator’s trusted domain is thought to be particularly important for realizing new market opportunities.


This document defines the architecture to enable charging for applications that use OMA enablers, both inside and outside of the trusted domain of the infrastructure provider.


OMA’s Charging Enabler fits in the OSE model and coordinates the charging data triggers, and flow from OMA enablers into an underlying charging infrastructure. A future charging architecture is requested to support not only legacy charging for network resources, but also new charging types triggered by OMA enablers. The requirements for these charging primitives/mechanisms must be applicable to any offered mobile service that is commercially deployed. 


Outside of scope for the prepared architecture in this document is defining architecture for charging of services which are not specified by OMA  e.g. 3GPP/2 services. These services include but are not limited to voice calls and SMS, IP access in 2.5G and WLAN/Wi-Fi 
as well as charging for access and IMS session in 3G.


Solutions covered by this architecture document are not limited to communicate with a 3GPP/2 network, although it will be the first objective to manage interoperability between OMA, and 3GPP/2 in charging. This work aims to shrink the gap between standards, products and implementations. For further clarification, and in any uncertainties, please refer to the charging worksplit agreement between the OMA and 3GPP/2 laid out in [CHG-WRKSPLT].

2. References


2.1 Normative References


		[OSE]

		“OMA Service Environment”, Open Mobile Alliance™, OMA-Service-Environment-V1_0-20040907-A, URL: http://www.openmobilealliance.org/



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



		[CHG-RD]

		“Charging Requirements”, Open Mobile Alliance, OMA-RD_Charging-V1_0-A, URL:http://www.openmobilealliance.org/ 





2.2 Informative References


		[ARCH-PRINC]

		“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/



		[ARCH-REVIEW]

		“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/



		[OMA-DICT]

		“Dictionary for OMA Specifications”, Open Mobile Alliance™, OMA-Dictionary-V2_1-20040914-A, URL:http://www.openmobilealliance.org/



		[CHG-WRKSPLT]

		“White Paper on Charging Worksplit”, Open Mobile AllianceTM, OMA-WP-Charging-Worksplit-V1_0-20050315-A, URL:http: //www.openmobilealliance.org/



		[TS32.240]

		“Telecommunication management; Charging management; Charging architecture and principles”, 3GPP Technical Specification TS32.240 v6.0.0 (32.240-600), URL: http://www.3gpp.org



		[TS32.272]

		“Telecommunication management; Charging Management; Push-to-Talk over Cellular (PoC) charging”, 3GPP Technical Specification TS32.272, URL: http://www.3gpp.org



		[TS32.270]

		"Telecommunication management; Charging management; Multimedia Messaging Service (MMS) charging", 3GPP Technical Specification TS32.270 v6.0.0, 32.2700-600, URL: http://www.3gpp.org



		[X.S0013-007-A]

		3GPP2 X.S0013-007-A v1.0, All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Charging Architecture



		[X.S0013-008-A]

		X.S0013-008-A v1.0, All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Accounting Information Flows and Protocol



		[X.S0013-013-0]

		X.S0013-013-0 v1.0, All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Online Charging System





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Account Management

		Maintaining accounts, where an account is a record of debit and credit transactions. See also Charging Account



		Aggregation

		Combining charging information for the same session, typically over a time period.



		Authorization

		The act of determining whether something or someone will be granted access to a resource.



		Charging Enabler

		A set of functions that enable other OMA enablers, or applications, to charge service users. 



		Chargeable Event

		See [OMA-DICT]



		Charging Account

		See [OMA-DICT]



		Charging Agent

		An entity in the Charging Enabler that receives charging information from a charging client and performs additional tasks/processing before sending charging events to an underlying charging infrastructure.



		Charging Aggregation

		See Aggregation.



		Charging Client

		A charging client is an entity in the OSE that generates charging events.



		Charging Correlation

Charging enabler user

		See Correlation.

A charging enabler user invokes and interacts with the charging enabler



		Charging Event

		A set of charging information sent by the O-CTF or the Charging Agent for further processing. 



		Charging Infrastructure

		This term denotes any infrastructure that maintains the charging accounts.



		

		



		Correlation

		Making a connection or relationship between charging events that belong to the same service, but may not be in the same session.



		Interface

		See [OMA-DICT].



		OMA Charging Trigger Function

		The OMA Charging Trigger Function, O-CTF, monitors and detects the occurrence of chargeable events in a resource that a user accesses. It generates charging events according to the policies in place, and passes them forward. The O-CTF supervises quota received from the quota management function.



		Protocol Translation

		See Translation.



		Proxying

		Acting as an intermediary between a client and server, that acts as both a server and a client for the purpose of making requests on behalf of clients. The proxy passes the requests on to a client or server, with possible protocol translation, to other servers.



		Quota

		A prescribed number or share of service units generally associted with service usage.(e.g. a maximum amount of credits, time or volume for use of a service).



		Quota Management

		Determining and allocation of a quota  granted to a charging enabler user prior to providing a service based on the quota.



		Relaying

		Relaying forward requests and responses to the appropriate client and server. 



		Translation

		The act of translating from one protocol to another.



		Application

		See [OMA-DICT]





3.3 Abbreviations


For the purposes of this document, the abbreviations given in [OMA-DICT] apply and the following also apply:


		3G

		3rd Generation



		3GPP

		3rd Generation Partnership Project



		3GPP/2

		3GPP and 3GPP2



		3GPP2

		3rd Generation Partnership Project 2



		AD

		Architecture Document



		AS

		Application Server



		CDF

		Charging Data Function



		CDR

		Charging Data Record



		CGF

		Charging Gateway Function



		CH-1

		Charging Enabler interface 1



		CH-2

		Charging Enabler interface 2



		

		



		HLFR

		High Level Functional Requirement



		I&E

		Information and Entertainment



		IMS

		IP Multimedia System



		IP

		Internet Protocol



		MNO

		Mobile Network Operator



		OCS

		Online Charging System



		

		



		OMA

		Open Mobile Alliance



		OSE

		OMA Service Environment



		P2P

		Point to Point



		PE

		Policy Enforcer



		PEEM

		Policy Execution, Enforcement and Management



		PoC

		Push-to-Talk over Cellular



		PRV

		Privacy



		RD

		Requirements Document



		RFC

		Request for Comments



		SEC

		Security



		SMS

		Short Message Service



		SP

		Service Provider



		TPSP

		3rd Party Service Provider



		URL

		Uniform Resource Locator



		WAP

		Wireless Application Protocol



		Wi-Fi(


		Wireless Fidelity



		WLAN

		Wireless Local Area Network





4. Introduction
(Informative)


This Charging Architecture Document (AD) describes the features and architecture of the Charging Enabler. It gives a high level overview of how charging can be supported within other OMA enablers, and by external bodies such as 3GPP and 3GPP2, which develop related standards concerning charging. Furthermore the Charging AD describes the main charging scenarios and deployment alternatives.


To ensure the use of coherent terminology and consistent architectural mapping, other OMA working groups are encouraged to use the Charging AD as a baseline when defining how their enablers or service interface with charging. The high level charging requirements are defined in the Charging RD [CHG-RD]. However, the purpose of the Charging RD and AD is not to mandate if and how other OMA enablers should support charging. It is the responsibility of each OMA working group to define their enabler or service specific charging requirements.


From an OMA application, enabler implementation or policy enforcer point of view, the charging can be supported either by means of online or offline charging (or both). There exists different variations on how online and offline charging can be supported. The different variations of online and offline charging will be explained in more detail in Chapter 5, Architectural Model, and Chapter 1,  REF _Ref101777877 \h 
.. 


Editor’s Note: When the AD gets more mature, it may be also applicable to describe here the different charging reference points/interfaces.


4.1 Target Audience


The target audience for this document includes but is not limited to the following:


· Working Groups within OMA which include the possibility of a charging for an event within the context of that working group’s work (and thus need to generate charging events) 


· Working Groups that need to understand the architecture of this subject matter


· Architecture Working Group (e.g. during Architecture Reviews as defined in [ARCH-REVIEW], to determine compliance of [ARCH-PRINC], etc.)


· Interoperability Working Group (e.g. for early analysis of interoperability requirements)


· Entities outside the OMA domain with intent to participate with an OMA system,


· to generate charging events and need an OMA system to bind the events to charging systems which are attached to an OMA system, or

· to attach to OMA systems for the purpose of receiving charging events from an OMA system.

4.2 Use Cases


The major actors in the AD are:


· The Customer/End user who wishes to obtain goods or services


· The Merchant/Service Provider/Third party service provider who provides goods or services


· The Issuer who provides the consumer with a means to pay for the goods or services


· The Acquirer with whom the merchant interacts to receive funds for the goods or services


The roles identified here are further discussed in [CHG-RD] in Appendix B: The use of the terms Issuer and Acquirer are only referenced in some use cases as roles existing as part of the charging infrastructure. The charging infrastructure is outside of the OMA domain, and may be for instance based on 3GPP/2 specifications for online and offline charging.

The Charging AD also identifies the actors Mobile Network Operator (MNO), Third Party Service Provider (3rd party service provider or TPSP) and Service Provider (SP). The term Service Provider may also be used to identify the MNO in cases where the MNO provides a service beyond merely enabling the communication, as would be the case with PoC for example. The term Merchant may be used interchangeably for TPSP or SP.



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		



		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		





4.3 Requirements


The requirements for the Charging Enabler are discussed in the Charging RD, [CHG-RD].

The high level requirements identified in the RD are listed in Table 2. The column “in section(s)” enables tracking of how the requirements are met in this AD.


The RD also identifies security and privacy considerations. These requirements are more pervasive to the entire charging architecture, and therefore these areas and their requirements are identified in text, rather than table format, in the subsequent subsections. 


Please note that when comparing requirements with Charging RD, the term “ACE” is identical to the term “charging infrastructure” used in the following text.




		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		



		

		

		

		

		

		





4.3.1 Security considerations in charging architecture and charging enabler


In general terms, all information, and information flows related to the transfer of charging information should be secured with all means possible, more specifically this means that; all senders of information that relates to charging must be authenticated, the integrity of the information should be guaranteed and the channels to communicate the information should be secured[SEC1]. It must also be possible to identify and authenticate all parties involved in a service delivery to prevent fraud [SEC5].

The charging enabler is required to use the available mechanisms specified in OMA SEC to ensure the identity and authenticate the merchant to the charging infrastructure being used [SEC2].

It should also be possible for the charging infrastructure to receive enough information to determine/ensure that transactions are not tampered with and that all requests for charging relies on customer consent. The charging enabler should provide the charging infrastructure with sufficient information to allow auditing for non repudiation [SEC3, 4].

4.3.2 Privacy considerations in charging architecture and charging enabler

Privacy in charging for service usage and content consumption is important. To meet the requirements for privacy it must be possible to use pseudonyms or identify anonymously to a service provider and rely on the charging infrastructure to identify the user of an account [PRV5]. The balance of the account being charged must not be revealed without consent from the consumer [PRV5].

4.4 Planned Release Revise to reflect removal of 6 and 7

Release 1.0 is focused on providing charging support for a few selected scenarios.  These scenarios have been selected to cover a broad enough set of the charging enabler requirements that the Release 1.0 enabler provides a solid base for supporting charging in various OMA enablers.


For Release 1.0, the charging architecture enables two main scenarios: A scenario with a charging agent between OMA enablers and a charging infrastructure  and a scenario with a direct connect from OMA enablers to a charging infrastructure.


The deployments supported by the two scenarios above in Release 1.0 are described in sections 1, 1 smf 1. The corresponding flows are listed in sections Appendix A and Appendix A.


5. Architectural Model


5.1 Context
(Informative)

The OMA Charging Enabler enables charging for various types of chargeable events to a subscriber’s account maintained by an underlying charging infrastructure. The Charging Enabler is not a charging infrastructure in it’s own right but a facilitator in the process of providing charging at the application and OMA enabler level.


The Charging Enabler’s architecture is highly dependent on the OMA Service Environment (OSE), [OSE], and builds on the 3GPP/2 architectures which have already defined models for charging. The enabler is also extensible to other network architectures supporting application and service driven requirements but may rely on a different set of environmental assumptions.


To ensure support for non-3GPP/2 charging infrastructures the model allows an unspecified relationship with “other service providers” who have a plethora of proprietary charging infrastructures, models and architectures. The value delivered by the OMA Charging Enabler with respect to other service providers relates to the enabling of new business models and entities that can benefit from open, standardized access to charging events generated in an OSE domain.
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Figure 1: Charging Enabler Context Diagram

5.1.1 Context Diagram


The OMA Charging Enabler exists within a specific environment as shown in Figure 1. A series of domains (OMA domain, other technology domain, and 3GPP/2 charging provider domain), grouping the different responsibilities and requirements as well as technologies, create the context of the Charging Enabler. It is important to note that the enabler is not a specific element in the network but a collection of functions and protocols that enable charging without constraint to the physical implementation. Secondly, the charging enabler sits within the OSE, which is defined as a general service provision environment specified by OMA rather than only a specific network operating environment.


For the purposes of this model, various applications that sit outside the service provider’s environment are considered part of the OSE domain as they have been defined as entities within the OSE. Applications and enablers can of course also reside or be implemented on terminals within the OSE domain.

5.1.2 Context Collaboration Model


This model states that the Charging Enabler facilitates interaction between various domains and entities, each with several attributes:


Domains:


· OSE domain


· 3GPP/2 service provider domain


· Other service provider domain


Entities:


· Applications: Generate charging events

· Enablers: Generate charging events

· Charging infrastructure: Consumes charging events and records in the specified account (see full definition of ‘Charging’ in the OMA Dictionary)

Attributes:

· Trusted/Un-trusted: The trust level of an Application or Enabler.

· OMA Specified / un-specified: Whether the application is standardised by OMA.

· Online/Offline: A Charging Capability may provide online or offline charging (or both).

· Home/Visitor: Generated charging events may need to be routed to a 3GPP/2 charging infrastructure controlling an account which is in another commercial environment e.g. roaming.

The context diagram (Figure 1) and the above listing can be summarized as follows:


In the Charging Enabler, charging events are generated by applications and enabler implementations. The Charging Enabler facilitates the communication of these events to the appropriate charging infrastructure which can be within a 3GPP/2 domain or another technology domain. The applications or enablers to be charged may either belong to the same trust domain (trusted) or to a different trust domain (un-trusted) with the appropriate charging infrastrucutre.  Charging must also consider possible roaming scenarios (home/visited). 


Charging events that are generated by the 3GPP/2 Domain (i.e. at the network layer) and other technology domains are not within the scope of this model.
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Figure 2: Charging Enabler Functional Architecture

5.2 Architectural Diagram


The diagram in Figure 2 shows the functional architecture of the Charging Enabler. Each block in the diagram represents a function; they are explained in more detail in the following section. The lines represent communication relationships.


The flow of charging events is such that they are generated by the O-CTF (OMA charging trigger function) as the result of a user consuming a service. The event will then be processed and potentially modified by any combination of the functions that are connected by the circle in the middle. The circle represents a bus, indicating that this model does not propose, or require, or mandate a particular order in which the functions are applied to a charging event. After the appropriate combination of functions has been applied to the charging events, the information will ultimately reach an account management function.

This functional architecture applies to both online and offline charging.


5.3 Functional Components 


5.3.1 





5.3.2 Translation

There are multiple reasons for introducing a protocol translation. The most obvious one is to simply mediate between systems that happen to understand different protocols. Another purpose of a protocol translation is protocol reduction, meaning that access to a possibly complex and powerful protocol is provided through a simpler or smaller protocol in order to make the client implementation easier, or to hide dangerous or sensitive protocol operations from un-trusted and potentially malicious clients.


5.3.3 Relay

In the context of the Charging Enabler, the relay function determines if a charging event shall be processed in an online or offline way, but will also determine where the charging event shall be further processed, i.e. in the own domain or in another provider's domain. The latter one would occur e.g. for roaming subscribers, where the events may need to be routed to the home network, or when the charge shall be applied to a credit card account.

In the context of the Charging enabler, the relay function not only determines if the charging event shall be processed online or offline but also determines where to send the charging event for further processing.


The information may be embedded in the charging event, or the charging event may indicate a subscriber profile from which the information may be retrieved.


5.3.4 Quota Management


The quota management function is responsible for allocating and granting quotas of service usage that a particular user may engage. The quota management function can set quotas based on the information available e.g. rate, type of service, account status, user and operator rules. The metrics specified within a quota, such as usage volume or session duration, are based on what is appropriate to the particular service.


The O-CTF that is granted a quota from the quota management function is responsible for ensuring that the service usage does not exceed the quota, or in some cases, may request additional quotas. Quotas that are exceeded may lead to revenue loss by the service provider.


5.3.5 Correlation/Aggregation

Aggregation is the association of charging events generated by the same entity over a period of time.


Correlation could occur between the charging events generated by different entities while they are collaboratively providing a single service. The correlation provides an association of events for the user that will be charged.


5.3.6 Rating


This function converts an event indicating a particular action performed by a service into a price (which is expressed in some currency or loyalty points).


5.3.7 Credit Authorization (REQUIRES CHANGE to part of text!!!)





· 

· 

For charging events of a particular subscriber, credit authorization checks and determines whether credit will be granted for service usage. Prerequisite to credit authorization is that the charging enabler user issuing the request is authorized. Credit authorization could check e.g. the following conditions (list not mandatory, nor exhaustive):


· The subscriber is known to the charging enabler instance and has enabled the charging enabler functionality.

· The subscriber has sufficient credit, and has not exceeded any spending limits configured for him.

· The subscriber has not prohibited the charging enabler user that issued the charging event.

· The subscriber has given an explicit, interactive confirmation (user consent) for the particular request, or has given advance consent to be charged.


5.3.8 Account Management


All charging events will be rated at some point in time and eventually be recorded on a particular account maintained by an account management function. The recorded events result in a Charging Account balance. An account management function will typically reside on an 3GPP/2 OCS, or provided by a bank issuing credit cards, or in a network operator's billing domain.

5.3.9 External Dependencies
(Informative)

5.3.10 Charging enabler user: WAS O-CTF

5.3.11 (Check entire doc. For O-CTF and change name MOVE this text into 5.1 Dependencies section (requires renaming of section 5.1 back to dependencies))

5.3.12 A charging enabler user invokes a charging enabler interface to interact with the functions provided by the charging enabler.

The O-CTF handles the interaction with the functional components of the Charging Enabler. This interaction has two main aspects. First, the O-CTF generates charging events as a result of resource usage, and sends them to the functional component of the Charging Enabler that is responsible for the next processing step. Second, and particularly in the case of online charging, the O-CTF supervises the consumption of quota granted by the charging enabler’s Quota Management function. When there is insufficient quota, the O-CTF should request the charging enabler to obtain new quota, and should this fail, the O-CTF should notify the application so that the application may decide how to react, e.g. terminate, interupt or continue service.


It depends on the deployment which components the O-CTF precisely interacts with. Concrete deployments are discussed in chapter 1.
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7. Flows


8. REVISE TEXT – ONLY ONLINE OFFLINE  “just as text” -------  For the next Conference call. 


Editor’s note: Text incorporated from contribution #122, agreed on 28 April 2005


This chapter introduces message flows to illustrate how the entities in the Charging Enabler collaborate.


The following conventions are used in the flows description:


· An asterisk “*” after a message indicates that the message may occur not at all, once, or multiple times in the respective flow.


· Dashed arrows “ 
[image: image12]” indicate messages that are not mandatory. See also the explicit note about the “Profile Request/Profile Response” messages below.


· All messages that belong to reference points specified by the Charging Enabler (i.e., CH-1 … CH-5) are prefixed with the reference point name, e.g. “CH-1:Send Charging Data”. This prefix allows using similar names for similar messages on different reference points, but still having a means to distinguish them as well.


· Horizontal boxes, spreading horizontally across multiple entities, indicate an interaction between these entities which is not further specified. They are given here to show the temporal dependencies between activities specified by the Charging Enabler and other activities that are not specified as part of the Charging Enabler (typically activities belonging to the service that triggers the charging). The horizontal boxes indicate abstract tasks such as “Service Request”, or “Service Interaction”, “Service Termination”. Since the Charging Enabler is designed to support many (virtually all) possible enablers and applications, the flows cannot be more specific than that.


· Profile Request/Profile Response: It is assumed that for some entities belonging to the Charging Enabler there is frequently the need to consult the charged user’s profile, e.g. in order to differentiate between online and offline charging. The Profile Request/Profile Response interaction illustrates that. However, this interaction is not necessarily an interaction with an external system. Profile information could e.g. be stored locally in the entity that needs to consult the profile, or sufficient information could be contained in an incoming request.


· User Agent vs. Service user: The flows show a user agent far to the left, but sometimes talk about service users. The relation between the two is that the service user is the individual that is authenticated and also being charged, while the user agent is the technical equipment employed by that individual to actually access and use the service. It is typically a piece of software such as a WAP browser or a SIP client, installed on a device such as a mobile handset.

8.1 

8.1.1 







1. 

2. 

3. 

4. 

5. 

6. 

8.1.2 







7. 

8. 

9. 

10. 

11. 

12. 

13. 

8.1.3 







14. 

15. 

16. 

17. 

18. 

19. 

20. 

8.1.4 







21. 

22. 

8.2 

8.2.1 







23. 

24. 

25. 

26. 

27. 

28. 





29. 

30. 

31. 

8.2.2 







32. 

33. 

34. 

35. 

36. 

37. 

38. 





39. 

40. 

41. 

8.2.3 







42. 

43. 

44. 

45. 

Appendix A. Change History
(Informative)


A.1 Approved Version History


		Reference

		Date

		Description



		n/a

		n/a

		No prior version –or- No previous version within OMA





A.2 Draft/Candidate Version 1.0 History


		Document Identifier

		Date

		Sections

		Description



		Draft Version

OMA-AD_Charging-V1_0

		12 Oct 2004

		All

		Initial draft



		

		16 Nov 2004

		All

		Review of envisioned content (per chapter)



		Draft Version

OMA-AD_Charging-V1_0

		21 Feb 2005

		All

		Change to new AD template (as of 21 Jan 2005)

Incorporate changes as agreed during TP#13, Frankfurt (cf. meeting minutes in OMA-MCC-2005-0039R02): See editor’s notes for more information how exactly the contents of the agreed documents has been incorporated.



		Draft Version


OMA-AD_Charging-V1_0

		15 Mar 2005

		All

		Accepted all changes from the 21 Feb 2005 issue.


Incorporated changes agreed during the Berlin interim (9-11 March 2005). Decisions of meeting are captured in OMA-MCC-2005-0067R01. Namely, the changes proposed in following agreed documents were incorporated: OMA-MCC-2005-{0059, 0060, 0062R01, 0063, 0064R01, 0066, 0069R01, 0072R03}. Some alignments proposed by the editor and agreed in meeting are also captured in  OMA-MCC-2005-0071.



		Draft Version


OMA-AD_Charging-V1_0

		22 Mar 2005

		All

		Editorial updates: Removed duplicate information, aligned terminology, added references, definitions and abbreviations. Terminology is now as follows:


· Charging agent is not capitalized


· Charging event is not capitalized


· Chargeable event is in most occurrences the wrong term and has been replaced by charging event


· Charging event is not abbreviated


· Charging Enabler is capitalized because it is a name. The OMA prefix has been avoided (but not in all occurrences)


· The OSE entities relevant are: application (lowercase), enabler implementation (lowercase), Policy Enforcer (capitalized)


· Charging infrastructure mostly replaces charging system or charging capability


· Uppercase has only been used for concrete entities. Classes of entities, such as application or enabler implementation, are in lowercase.



		Draft Version OMA-AD_Charging-V1_0

		29 Mar 2005

		All

		Agreed contributions from following conference calls have been incorporated:


· CC from 17/03/05 (Minutes: OMA-MCC-2005-0083),


· CC from 24/03/05 (Minutes: OMA-MCC-2005-0089)

Some documents have been agreed only with comments and updates to them are still anticipated. The following documents have been incorporated:


· CC on 17/03/05


· OMA-MCC-2005-0076


· OMA-MCC-2005-0078


· OMA-MCC-2005-0079


· OMA-MCC-2005-0080


· OMA-MCC-2005-0081


· CC on 24/03/05


· OMA-MCC-2005-0077R01


· OMA-MCC-2005-0085R01

· OMA-MCC-2005-0086


· OMA-MCC-2005-0087



		Draft Version OMA-AD_Charging-V1_0

		04 Apr 2005

		3.2, 5.3, 6.5

		Agreed contributions from conference call on 31 Mar 2005 incorporated:


· OMA-MCC-2005-0073R01


· OMA-MCC-2005-0077R02


Editorial changes: Figures set in position frames, captions checked, internal cross-references introduced, diagram in 6.2.2 corrected.



		Draft Version OMA-AD_Charging-V1_0

		21 Apr 2005

		All

		Contributions agreed during Singapore meeting have been incorporated:


· OMA-MCC-2005-0080R01

· OMA-MCC-2005-0090R02


· OMA-MCC-2005-0094R01


· OMA-MCC-2005-0097R01

· OMA-MCC-2005-0098R01


· OMA-MCC-2005-0099R01


· OMA-MCC-2005-0100R03


· OMA-MCC-2005-0102


· OMA-MCC-2005-0104


· OMA-MCC-2005-0106R01


· OMA-MCC-2005-0107 (First change done, second change obsoleted by doc #98R01, which removes the text to be changed altogether)


· OMA-MCC-2005-0108R01


· OMA-MCC-2005-0112

· OMA-MCC-2005-0111


Chapter 6.6 (Chained Charging Client Scenario) has been removed (decision to do so has been taken in Singapore and is captured in the minutes, OMA-MCC-2005-0116R01).


· 



		Draft Vesion OMA-AD_Charging-V1_0

		03 May 2005

		All

		References to the term “proxy” have been removed (as requested in OMA-MCC-2005-0109R01).


Editorial changes:


· Flows have been redrawn for consistent look.


· Naming of messages has been aligned (Service Request – Service Interaction – Service Termination, Interim Quota Report – Final Quota Report)

· Text for subsection 6.2.3 (CH-3 reference point) has been corrected; in previous issue the wrong text had been cut&pasted from document OMA-MCC-2005-0106R01.


Contributions from conference call on 28 April 2005  (minutes: OMA-MCC-2005-0125) incorporated:


· OMA-MCC-2005-0122


Pending:


· Remove tables from section 4.2 and 4.3 and update section 5.4 accordingly.



		Draft Version OMA-AD_Charging-V1_0

		18 May 2005

		All

		Restructuring of the document, partly following proposals in document OMA-MCC-2005-0123R01, partly according to decisions from May 12th conference call (OMA-MCC-2005-0130).





� © 2004 Wi-Fi Alliance. All rights reserved. Wi-Fi® is a registered trademark of the Wi-Fi Alliance. Wi-Fi CERTIFIED(tm), WMM(tm), WPA(tm), WPA2(tm) and Wi-Fi ZONE(tm) are certification marks of the Wi-Fi Alliance.



� © 2004 Wi-Fi Alliance. All rights reserved. Wi-Fi® is a registered trademark of the Wi-Fi Alliance. Wi-Fi CERTIFIED(tm), WMM(tm), WPA(tm), WPA2(tm) and Wi-Fi ZONE(tm) are certification marks of the Wi-Fi Alliance.



� Does not follow rest of UC, in i.e. the use of roles.







( 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ArchDoc-20050121-I]

( 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ArchDoc-20050121-I]




