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1 Reason for Change

This CR proposes a formulation for ContentTransferEncoding and introduces a Document type.

Note that this is based on an old version of document 32. Following agreement of the principles, a CR revision is needed that considers the actual agreements regarding “Document” type and final TS document  structure.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend agreeing the changes. 
6 Detailed Change Proposal

Change 1:  Add informative reference in section 2.2

	[RFC4648]
	“The Base16, Base32, and Base64 Data Encodings”, S. Josefsson, October 2006, URL:http://www.ietf.org/rfc/rfc4648.txt


Change 2:  Add definition of Document datatype as new 5.1.2 section
5.1.2 Data Type Definition 
5.1.2.1 Document data type
5.1.3 The data type “Document” denotes a sequence of bytes that represents the result of serializing a document in accordance with a particular MIME content type, OPTIONALLY Content-encoded (i.e. compressed) and OPTIONALLY Content-transfer-encoded (e.g. base64, [RFC4648]).

Change 3:  Change type of DocumentBody to “Document”. Add optional ContentTransferEncoding to those tables that specify document transfer. GetDocument is given as an example here, this needs to be applied throughout the spec.
5.1.2.1.2 Operation: getDocument

The invocation of the getDocument operation requests to retrieve a document. If the DocumentBody contains references to other documents owned by the Service Provider, these references SHALL be addressable through the NGSI Enabler.

Note: some implementations may need to retrieve only part of a document, for the sake of optimization. This can be achieved exposing documents, identified by their own DocumentId, which maps on parts of the main document. It’s up to the Service Provider to expose or not such documents. The ways the client can discover such documents is outside the scope of this specification.

5.1.2.1.2.1 Input message: getDocumentRequest
	Part name
	Part type
	Optional
	Description

	DocumentId
	xsd:anyURI
	No
	

	ContentType
	xsd:string
	No
	The MIME content type of the DocumentBody in the response.

	ContentEncoding
	xsd:string
	No
	The type of encoding to be used on the DocumentBody in the response.


5.1.2.1.2.1 Output message: getDocumentResponse
	Part name
	Part type
	Optional
	Description

	DocumentBody
	Document
	Yes
	Document representation, in the requested MIME content type, encoded with the requested content encoding. If this parameter is not specified, an “empty” document has been retrieved.

	DocumentVersion
	xsd:decimal
	No
	

	ContentTransferEncoding
	xsd:string
	Yes
	Signals the OPTIONAL content transfer encoding (e.g. base64) applied to the document. Note that this parameter is only relevant in those bindings that are not capable of transmitting arbitrary byte sequences.











