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1 Reason for Change

In order to fulfil my action item this CR proposes according to group agreement from 6th May 2010 conference call to mark the requirements on contact information with “future release” in the release column.
2 Impact on Backward Compatibility

N/A.
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to agree this CR and to integrate the changes into the NGSI RD.
6 Detailed Change Proposal

Change 1:  Section 6.2
	Label
	Description
	Release
	Functional module

	NGSI-HLF-001
	The NGSI Enabler SHALL provide interfaces to allow applications to offer Media enhancement functions to Call establishment and modifications.

Informational Note: The required functionality of this requirement is as specified in requirements NGSI-CSF-001 to NGSI-CSF-004 and NGSI-CSF-012 to NGSI-CSF-014 listed in section 6.3.
	1.0
	Call control

	NGSI-HLF-002
	The NGSI Enabler SHALL provide interfaces to allow applications to offer personalized Call handling.
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-CSF-005 to NGSI-CSF-011 listed in section 6.3.
	1.0
	 Call control

	NGSI-HLF-003
	The NGSI Enabler SHALL provide interfaces to allow an application to federate Identities among/between applications and other entities in the network.
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-IDC-005 to NGSI-IDC-008 listed in section 6.4.
	1.0
	Identity control

	NGSI-HLF-004
	The NGSI Enabler SHALL provide interfaces to access services utilizing the Identifier established during Federation.
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-IDC-003, NGSI-IDC-004 and NGSI-IDC-013 listed in section 6.4.
	1.0
	Identity control

	NGSI-HLF-005
	The NGSI Enabler SHALL support arbitrary Identifiers (e.g., individual Identifiers, Pseudonyms, Group Identifiers) if appropriate. 
Informational Note: It might not be appropriate in all cases to apply the case of Group Identifiers (e.g. call control to individual versus multi parties).

The required functionality of this requirement is as specified in requirements NGSI-IDC-003 and NGSI-IDC-004 with their dependencies on NGSI-IDC-005 to NGSI-IDC-012 listed in section 6.4.
	1.0
	Identity control

	NGSI-HLF-006
	The NGSI Enabler SHALL provide interfaces to allow applications to manage the Policies of a given Identity.
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-PREF-005 and NGSI-PREF-006 listed in section 6.5.
	1.0
	Identity control

	NGSI-HLF-007
	The NGSI Enabler SHALL provide interfaces to allow applications to manage the Policies of a given Group Identifier.
	1.0
	Identity control

	NGSI-HLF-008
	The NGSI Enabler SHALL provide interfaces to allow applications or services to request feedback about the requested access to functionalities from the underlying network. This feedback may include e.g. service capability access rejection, limitations, and confirmations based on Service Provider policies.
	1.0
	All

	NGSI-HLF-009
	The NGSI Enabler SHALL provide interfaces to allow applications to offer Media enhancement for a conference session (e.g. adding Media at conference call setup when joining a conference call).

Informational Note: The required functionality of this requirement is as specified in requirements NGSI-ECE-001 to NGSI-ECE-004 listed in section 6.6.
	1.0
	Enhanced Conferencing

	NGSI-HLF-010
	The NGSI Enabler SHALL provide interfaces to allow applications to control the participants of the conference.
Informational Note: The required functionality of this requirement is as specified in requirement NGSI-ECE-005 in section 6.6.
	1.0
	Enhanced Conferencing

	NGSI-HLF-011
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure a multimedia list to be utilized (e.g. Media in the list to be streamed) by the applications in the network in order to provide a multimedia service.
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-MLH-001 to NGSI-MLH-009 listed in section 6.7.
	1.0
	Media List Handling

	NGSI-HLF-012
	The NGSI Enabler SHALL provide interfaces to allow an application to create/utilize/delete a pre-defined multimedia list.

Informational Note: The required functionality of this requirement is as specified in requirements NGSI-MLH-001 to NGSI-MLH-009 listed in section 6.7.
	1.0
	Media List Handling

	NGSI-HLF-013
	The NGSI Enabler SHALL provide interfaces to allow applications to manage contact information (e.g. Converged Address Book and Personal Contact Card) and published communication means.

Informational Note: The required functionality of this requirement is as specified in requirement NGSI-ADN-003 and NGSI-ADN-004 in section 6.8.
	 Future release
	Service data handling

	NGSI-HLF-014
	The NGSI Enabler SHALL provide interfaces for application configuration functionalities in order to give a Service Provider the ability to include service recommendations from application providers to end-users.

Informational Note: The required functionality of this requirement relates to requirements NGSI-SR-001 to NGSI-SR-003 listed in section 6.9.
	1.0
	Service Recommendation

	NGSI-HLF-015
	The NGSI Enabler SHALL provide interfaces to allow applications to manage and access context information.
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-CTX-001 to NGSI-CTX-015 listed in section 6.10.
	1.0
	Context Management

	NGSI-HLF-016
	The API to manage Context Information SHALL be generic and not depending on the Context Information Model.

Informational Note: The required functionality of this requirement is as specified in requirements NGSI-CTX-016 to NGSI-CTX-022 listed in section 6.10.
	1.0
	Context Management

	NGSI-HLF-017
	The NGSI Enabler SHALL provide interfaces to allow applications to register/configure services which are available to applications via their Service Description..
Informational Note: The required functionality of this requirement is as specified in requirements NGSI-SRD-001 to NGSI-SRD-003 listed in section 6.11.
	1.0
	Service Registration and Discovery

	NGSI-HLF-018
	The NGSI Enabler SHALL provide interfaces to allow an application to specify and configure notification for a change in membership in a group.

Informational Note: The required functionality of this requirement is as specified in requirements NGSI-GLM-001 to NGSI-GLM-005 listed in section 6.12.
	1.0
	Group List Management

	NGSI-HLF-019
	The NGSI Enabler SHALL be structured in a way that supports profiling of the feature set of the Enabler, e.g. to cater for different market needs.
	1.0
	All


Change 2:  Section 6.8

	Label
	Description
	Release
	Functional module

	NGSI-ADN-001
	The NGSI Enabler SHALL provide interfaces in order to allow the management (e.g. create, read, update, delete) of documents in XML or non-XML format..
	1.0
	Service data handling

	NGSI-ADN-002
	If an XML document, which is accessed via the NGSI Enabler, contains references to other XML documents owned by the Service Provider, these references SHALL be addressable through the NGSI Enabler.

Informational Note: This requirement ensures that XML documents accessed via the NGSI Enabler contain only references to hosts that are visible to the application which is using the NGSI interface, rather than references to hosts that may only be visible from inside the Service Provider network.
	1.0
	Service data handling

	NGSI-ADN-003
	The NGSI Enabler SHALL provide interfaces to allow applications to read contact information (e.g. Converged Address Book and Personal Contact Card) and published communication means.
	Future Release
	Service data handling

	NGSI-ADN-004
	The NGSI Enabler SHALL provide interfaces to allow applications to write and update contact information (e.g. Converged Address Book and Personal Contact Card) and published communication means.
	Future Release
	Service data handling

	NGSI-ADN-005
	The NGSI Enabler SHALL provide interfaces in order to allow an application to subscribe to and receive notifications regarding updates to a document.
	1.0
	Service data handling

	NGSI-AND-006
	The NGSI Enabler SHALL be able to distinguish between XML and non-XML documents and SHALL be able to use OMA XDM Enabler [OMA-XDM] for the XML documents.
	1.0
	Service data handling
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