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1 Reason for Change

Cleanup of OMA-TS-NGSI_Identity_Control-V1_0-20100607-D.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to review the input and to agree to integrate the consolidated version into the TS.
6 Detailed Change Proposal

Change 1:  Clarification of text
5.1.2.1.1        Starting Pseudonym communication
Figure 1 describes how the Identifiers can be created and used for services. 
To connect two users, User A and User B, under pseudonyms, the application can create an additional Identifier as Pseudonym of a user, e.g. User A’, which is known as User A to the application. Additionally, the application specifies User B as a target user/application, to which this new Pseudonym to be exposed. The application also creates a Pseudonym of User B, e.g. User B’, targeting the User A as its exposure. 

After retrieving two Identifiers User A’ and User B’, the application can invoke Call Control Service to connect two users under these names. Application does not need to keep this pair, as created Identifiers can be retrieved via Identity Control Interfaces. 
Change 2:  Clarification of text
5.1.5.2.1     Operation: CreateIdentifier
The invocation of CreateIdentifier requests to create a new Identifier which may be considered as Pseudonym for an Identity with a given target or preference of usage.

The CurrentIdentifier is one of the existing Identifier of an Identity, which is known to both the network and the application on behalf of user, such as an identifier used for single sign on. 

The optional TargetIdentifier parameter indicates the target, to which the new Identifier of the Identity is to be exposed. 

The optional NewIdentifier provides an existing Pseudonym of the Identity which should be used towards the specific target Identifier, potentially with further Policies on the usage. If not present, a newly created Identifier will be returned. If this parameter is present, the Identifier received in the output SHALL be identical to the value given by this parameter.

The optional Policy parameter indicates the policy describing the detail of the usage of Identifiers. If this parameter is not present, a new Identifier will be created without any association to a Policy, unless it is set in advance.

The optional IdentifierType parameter indicates the type of Identifiers as defined in Section 5.1.3.1. If not given, the type is derived from the TargetIdentifier. 

The optional TargetIdentifier can be specified with other optional parameters. In case TargetIdentifier is not present, both Policy and IdentifierType parameters SHALL be present.

An “SVC0420 - No Identifier Format Detected” Service Exception is thrown, when the IdentifierType is not given and cannot be derived.

5.2.1.1.1.1. Input message CreateIdentifier Request
	Part name
	Part type
	Optional
	Description
	New Parameters

	CurrentIdentifier
	xsd:anyURI
	No
	The currently existing identifier known to the application and network for which a new pseudonym should created and registered to the same Identity. The format of this parameter is according to those listed in section 5.1.3.1.
	NGSI-13, 14

	NewIdentifier
	xsd:anyURI
	Yes
	An existing pseudonym which should also be used towards the target, too. The format of this parameter is according to those listed in section 5.1.3.1.
	NGSI-13, 14

	TargetIdentifier
	xsd: anyURI
	Yes
	An Identifier of the target, to which the new Identifier is to be exposed. 

If not present an input to parameter “policy” SHALL be present specifying the scope of the new identifier.

The format of this parameter is according to those listed in section 5.1.3.1. 

	NGSI-13, 14

	Policy
	xsd:any
	Yes
	Policy for the usage of identifiers comprehending XML (for example: based on Common Policy [OMA-SUP-XSD] or [XACML] schema).

In case that TargetIdentifier is not present, Policy parameter SHALL be present.
	NGSI-13, 14

	IdentifierType
	IdentifierType
	Yes
	Indicating the format of the new identifier.
	NGSI-13, 14


Change 3:  Clarification of text
5.1.5.2.2           Operation: SetIdentifierPolicy
The invocation of SetIdentifierPolicy requests to update the Policy on the usage of a given identifier and returns a unique PolicyID to identify the Policy to be set. The policy for the given combination of the specified Identifier and target will be replaced, if it exists.

KnownIdentifier can be any Identifier of an Identity, which is known to the application as well as the network. KnownIdentifier can be CurrentIdentifier or NewIdentifier of the CreateIdentifier operation. In case the Identifier specified by KnownIdentifier parameter was created for the combination with a particular target, this target SHALL be given as a TargetIdentifier parameter. If no particular target was given when the Identifier was created, the TargetIdentifier parameter SHALL be empty. The wrong combination of parameter causes the “SVC0002 Invalid input value” Exception.
Change 4:  Clarification of text
5.1.5.2.4       Operation: GetIdentifierPolicyByTargetID
The invocation of GetIdentifierPolicyByTargetID requests to get the Policy identified as specified by the TargetIdentifer parameter.
5.2.1.1.1.2. Input message: GetIdentifierPolicyByTargetIDRequest

	Part name
	Part type
	Optional
	Description
	New Parameter

	KnownIdentifier
	xsd:anyURI
	No
	The existing identifier which is to be used towards the target or in general.
	NGSI-13, 14

	TargetIdentifier
	xsd:anyURI
	No
	Address of target participant to apply policy for. 
	NGSI-13, 14


5.2.1.1.1.3. Output message: GetIdentifierPolicyByTargetIDResponse

	Part name
	Part type
	Optional
	Description
	New Parameter

	IdentifierPolicy
	xsd:any
	No
	Provides the Policy related to the KnownIdentifier.
	NGSI-13, 14

	PolicyID
	xsd:string 
	No
	The identifier associated with the IdentifierPolicy.
	NGSI-13, 14


Change 5:  Clarification of text
5.1.5.2.5     Operation: ClearIdentifierPolicy

The invocation of ClearIdentifierPolicy requests to clear the Policy associated with the Identifier specified in the KnownIdentifier parameter. The response will include the status message indicating the result of the operation..

While both parameters are optional, at least one of the parameters, TargetIdentifiers or PolicyID SHALL be present, otherwise Service error Exception will be thrown.


In the case that both the TargetIdentifiers and PolicyId parameters are present, the PolicyId SHALL correspond to a Policy associated with the TargetIdentifiers. Other Policies associated with the TargetIdentifiers are not affected. Otherwise, the ClearIdentifierPolicyRequest  is ignored. 
5.2.1.1.1.4. Input message: ClearIdentifierPolicyRequest

	Part name
	Part type
	Optional
	Description
	New Parameters

	KnownIdentifier
	xsd:anyURI
	No
	The existing identifier which is to be used towards the target or in general.
	NGSI-13, 14

	TargetIdentifiers
	xsd:anyURI [0..unbounded]
	Yes
	Identifiers of the target with the Policy which should be cleared. The Identifier may be Pseudonym or Group Identifier [3GPP TS 29.199-13], URI. 
	NGSI-13, 14

	PolicyID
	xsd:string
	Yes
	Identifiers to clear identifier policies. If the parameter TargetIdentifiers is not specified, the policy is removed for all targets.
	NGSI-13, 14


5.2.1.1.1.5. Output message: ClearIdentifierPolicyResponse

	Part name
	Part type
	Optional
	Description
	New Parameters

	StatusMessage
	xsd:string
	No
	Text describing the result of clear operation
	NGSI-13, 14


Change 6:  Clarification of text
5.1.5.2.6      Operation: GetTargetsOfIdentifier
The invocation of GetTargetsOfIdentifier requests to provide a list of targets with which the given Identifier has Policy associated.

5.2.1.1.1.6. Input message: GetTargetsOfIdentifier Request
	Part name
	Part type
	Optional
	Description
	New Parameters

	KnownIdentifier
	xsd:anyURI
	No
	The known identifier whose assigned targets should be given
	NGSI-13, 14


5.2.1.1.1.7. Output message: GetTargetsOfIdentifier Response

	Part name
	Part type
	Optional
	Description
	New Parameters

	TargetIdentifiers
	xsd:anyURI[0..unbounded]
	Yes
	Identifiers of the targets being requested
	NGSI-13, 14


Change 7:  Clarification of text
5.1.5.2.7   Operation: RevokeIdentifier
The invocation of RevokeIdentifier requests to revoke an Identifier for further usage with the association with the target given by TargetIdentifier parameter. If no target is given, all registered targets with this Identifier are revoked. The invocation of this operation should not delete the Identifier itself, as the same Identifier may be used by other targets. To delete the Identifier completely, DeleteIdentifier SHALL be invoked.
5.2.1.1.1.8. Input message: RevokeIdentifier Response

	Part name
	Part type
	Optional
	Description
	New Parameters

	KnownIdentifier
	xsd:anyURI
	No
	The existing identifier which is to be revoked for further usage towards the target or in general.
	NGSI-13, 14

	TargetIdentifier
	xsd:anyURI
	Yes
	An Identifier of the target, to which the known Identifier is to be exposed. 

In case the identifier has been created for a particular target, or registered to one, this parameter SHALL be present.
	NGSI-13, 14


Change 8:  Clarification of text
5.1.5.2.8     Operation: DeleteIdentifier
The invocation of DeleteIdentifier requests to delete an Identifier which is no longer related to any targets. Before deletion, the Identifier SHALL be revoked for all association with targets. If not all the association with targets of the specified Identifier have been revoked yet, the Exception SVC0422: Identifier still in use is thrown
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