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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

This Enabler Test Requirements for the NGSI-S enabler was created and is maintained by the Next Generation Service Interfaces (NGSI) Technical Sub-Working Group, which is responsible for the technical specifications that make up the enabler. The NGSI-S enabler provides SOAP bindings for the following interfaces defined in [NGSI v1.0]:

· Call Control (NGSI-4)

· Call Notification (NGSI-5)

· Call Handling (NGSI-6)

· Multimedia Conferencing (NGSI-7)

· Multimedia Streaming (NGSI-8)

· Identity Control (NGSI-13, 14).

2. References

2.1 Normative References

	[3GPP TS 29.199-1]
	“Open Service Access (OSA) Parlay X web services; Part 1:Common”, 3GPP TS 29.199-1 Rel.8, URL:http://www.3gpp.org/

	[3GPP TS 29.199-2]
	“Open Service Access (OSA) Parlay X web services; Part 2:Third party call”, 3GPP TS 29.199-2 Rel.8, URL:http://www.3gpp.org/

	[3GPP TS 29.199-3]
	“Open Service Access (OSA) Parlay X web services; Part 3:Call Notification”, 3GPP TS 29.199-3 Rel.8, URL:http://www.3gpp.org/

	[3GPP TS 29.199-10]
	“Open Service Access (OSA) Parlay X web services; Part 10: Call Handling”, 3GPP TS 29.199-10 Rel. 8, URL:http://www.3gpp.org/

	[3GPP TS 29.199-12]
	“Open Service Access (OSA) Parlay X web services; Part 12: Multimedia Conference”, 3GPP TS 29.199-12 Rel. 8, URL:http://www.3gpp.org/

	[3GPP TS 29.199-19]
	“Open Service Access (OSA) Parlay X web services; Part 19”, URL:http://www.3gpp.org/

	[ERELD]
	 “Enabler Relese Document for NGSI-S V1.0”, Open Mobile Alliance™,
OMA-ERELD-NGSI_S-V1_0, URL:http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[NGSI v1.0]
	“Enabler Relese Document for NGSI V1.0”, Open Mobile Alliance™,
OMA-ERELD-NGSI-V1_0, URL:http://www.openmobilealliance.org/

	[NGSI_COM]
	Technical Specification “Next Generation Service Interfaces Common Definitions”, Open Mobile Alliance™, OMA-TS-NGSI_Common-V1_0, URL:http://www.openmobilealliance.org/

	[NGSI_CCC]
	Technical Specification “Next Generation Service Interfaces Call Control and Configuration”, Open Mobile Alliance™, OMA-TS-NGSI_Call_Control_and_Configuration-V1_0, URL:http://www.openmobilealliance.org/

	[NGSI_IDM]
	Technical Specification “Next Generation Service Interfaces Identity Control”, Open Mobile Alliance™, OMA-TS-NGSI_Identity_Control-V1_0, URL:http://www.openmobilealliance.org/

	[NGSI_MLH]
	Technical Specification “Next Generation Service Interfaces Multimedia List Handling”, Open Mobile Alliance™, OMA-TS-NGSI_Multimedia_List_Handling_Extension-V1_0, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	TestFest
	Multi-lateral interoperability testing event

	
	


3.3 Abbreviations

	AD
	Architecture Document

	NGSI
	Next Generation Service Interfaces

	NGSI-S
	SOAP Binding for Next Generation Service Interfaces

	OMA
	Open Mobile Alliance

	RD
	Requirements Document


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler “SOAP bindings for NGSI V1.0”, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

	 OMA-TS-NGSI_S_Common-V1_0
	Technical Specification for the SOAP binding of the common data structure as defined in Parlay X Common specification [3GPP TS 29.199-1] and the OMA NGSI extensions as defined in [NGSI-COM].

	OMA-TS-NGSI_S_Call_Control-V1_0
	Technical Specification for the SOAP binding of the Call Control functionalities as defined in [3GPP TS 29.199-2] and the OMA NGSI extensions as defined in [NGSI-CCC].

	OMA-TS-NGSI_S_Call_Notification-V1_0
	Technical Specification for the SOAP binding of the Call Notifications functionalities as defined in [3GPP TS 29.199-3] and the OMA NGSI extensions as defined in [NGSI-CCC].

	 OMA-TS-NGSI_S_Call_Handling-V1_0
	Technical Specification for the SOAP binding of the Call Handling functionalities as defined in [3GPP TS 29.199-10] and the OMA NGSI extensions as defined in [NGSI-CCC].

	 OMA-TS-NGSI_S_Multimedia_Conference-V1_0
	Technical Specification for the SOAP binding of the Multimedia Conferencing functionalities as defined in [3GPP TS 29.199-12] and the OMA NGSI extensions as defined in [NGSI-CCC].

	OMA-TS-NGSI_S_Identity_Control-V1_0
	Technical Specification for the SOAP binding of the OMA NGSI Identity Control interface as defined in [NGSI-IDM].

	OMA-TS-NGSI_S_Multimedia_Streaming-V1_0
	Technical Specification for the SOAP binding of the Multimedia Streaming functionalities as defined in [3GPP TS 29.199-19] and the OMA NGSI extensions for Multimedia List Handling as defined in [NGSI-MLH].
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Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for NGSI-S V1.0.
This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler  NGSI-S V1.0.
5. Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler NGSI-S V1.0
5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented.

5.1.1.1 Mandatory Test Requirements – NGSI-S Identity Control Resolution

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-13-IDC-001
	Resolve Identifier via the Identity Resolution interface (NGSI-13).
	An application gets the Identifier of an Identity to be exposed towards a specified target via Identity Resolution interface as specified in section 5.1.4. in [NGSI Identity Control].

	Error Flow
	NGSI-13-IDC-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 1: Mandatory Test Requirements for NGSI-S Identity Control Resolution

5.1.1.2 Mandatory Test Requirements – NGSI-S Identity Control Management

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-14-IDC-001
	Create Identifier via the Identity Management interface (NGSI-14).
	An application requests to create a new Identifier which may be considered as Pseudonym for an Identity with a given target or preference of usage via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-002
	Get Targets Of Identifier via the Identity Management interface


	An application requests to provide a list of targets with which the given Identifier has Policy associated via the Identity Management interface as specified in section 5.1.5.2.6 in [NGSI Identity Control].

	
	NGSI-14-IDC-003
	Revoke Identifier via the Identity Management interface
	An application requests to revoke an Identifier for further usage with the association with a given target via the Identity Management interface as specified in section 5.1.5.2.7. in [NGSI Identity Control].

	
	NGSI-14-IDC-004
	Delete Identifier via the Identity Management interface
	An application requests to delete an Identifier which is no longer related to any targets via the Identity Management interface as specified in section 5.1.5.2.8. in [NGSI Identity Control].

	
	NGSI-14-IDC-005
	Set Identifier Policy via the Identity Management interface
	An application requests to update the Policy on the usage of a given identifier and gets returned a unique PolicyID for identifying the Policy to be set via the Identity Management interface as specified in section 5.1.5.2.2. in [NGSI Identity Control]. 

	
	NGSI-14-IDC-006
	Get Identifier Policy By PolicyId via the Identity Management interface
	An application requests to get the Policy identified as specified by the PolicyID parameter via the Identity Management interface as specified in section 5.1.5.2.3. in [NGSI Identity Control].. 

	
	NGSI-14-IDC-007
	Get Identifier Policy By TargetID via the Identity Management interface
	An application requests to get the Policy identified as specified by the TargetIdentifer parameter via the Identity Management interface as specified in section 5.1.5.2.3. in [NGSI Identity Control]..

	
	NGSI-14-IDC-008
	Clear Identifier Policy via the Identity Management interface
	An application can request to clear the Policy associated with the Identifier specified in the KnownIdentifier parameter via the Identity Management interface as specified in section 5.1.5.2.4. in [NGSI Identity Control]. The response will include the status message indicating the result of the operation.

	Error Flow
	NGSI-14-IDC-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 2: Mandatory Test Requirements for NGSI-S Identity Control Management
5.1.1.3 Mandatory Test Requirements – NGSI-S Multimedia Streaming
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-8-MLH-001
	Set a Multimedia List (e.g. playlist) via the Streaming interface (NGSI-8).
	An application sets the content for a Multimedia List (playlist) on the Multimedia Stream Control via the Streaming interface (NGSI-8) as specified in section 5.4.1.1 in [NGSI Multimedia List Handling].

	
	NGSI-8-MLH-002
	Clear a playlist via Streaming interface.
	An application clears the Multimedia List on the Multimedia Stream Control via the Streaming interface as specified in section 5.4.1.2 in [NGSI Multimedia List Handling].  

	Error Flow
	NGSI-8-MLH-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 3: Mandatory Test Requirements for NGSI-S Multimedia Streaming

5.1.1.4 Mandatory Test Requirements – NGSI-S Call Notification
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-5-CN-001
	Handle Call Notification Interface for Call Direction to handle the call events “Busy”, “NotReachable”, “NoAnswer” and “CalledNumber”
	Call Notification Web Service invokes an application when an event registered via CallDirectionManager Interface occurs.

	Error Flow
	NGSI-5-CN-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 4: Mandatory Test Requirements for NGSI-S Call Notification
5.1.1.5 Mandatory Test Requirements – NGSI-S Multimedia Conference 

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-7-MMC-001
	Test CreateConference operation
	CreateConference sets up a conference as specified in [3GPP 29.199-12].

	
	NGSI-7-MMC-002
	Test GetConferenceInfo operation
	GetConferenceInfo returns conference information as specified in [3GPP 29.199-12].

	
	NGSI-7-MMC-003
	Test GetParticipantInfo operation
	GetParticipantInfo returns participant information as specified in [3GPP 29.199-12].

	Error Flow
	NGSI-7-MMC-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 5: Mandatory Test Requirements for NGSI-S Multimedia Conference
5.1.1.6 Mandatory Test Requirements – NGSI-S Call Control 

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-4-CC-001
	Test MakeCallSession operation
	MakeCallSession sets up a call with two participants as specified in [3GPP 29.199-02].

	
	NGSI-4-CC-002
	Test AddCallParticipant operation
	AddCallParticipantadds a participant to a call as specified in [3GPP 29.199-02].

	Error Flow
	NGSI-4-CC-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 6: Mandatory Test Requirements for NGSI-S Call Control
5.1.1.7 Mandatory Test Requirements – NGSI-S Call Handling
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-6-CH-001
	Test SetRules operation
	An application invokes SetRules operations and a list of result will be returned as an array of SetRulesResult. And the set rules are enforced when a call is handled.

	
	NGSI-6-CH-002
	Test SetRulesForGroup operation
	An application invokes SetRulesForGroup operations and a list of result will be returned as an array of SetRulesResult. And the set rules are enforced when a call is handled.

	
	NGSI-6-CH-003
	Test SetCommunicationServicePolicy operation
	An application invokes SetCommunicationServicePolicy operations and a Policy ID will be returned. And the set policy is enforced when a call is handled.

	
	NGSI-6-CH-004
	Test GetCommunicationServicePolicyIds operation
	An application invokes GetCommunicationServicePolicyIds operations and a list of Policy IDs assigned to a given address will be returned. 

	
	NGSI-6-CH-005
	Test GetCommunicationServicePoliciesByPolicyId operation
	An application invokes GetCommunicationServicePoliciesByPolicyId operations and a list of Policies will be returned corresponding to a list of policy IDs.

	
	NGSI-6-CH-006
	Test GetCommunicationServicePoliciesByAddress operation
	An application invokes GetCommunicationServicePoliciesByAddress operations and a list of Policies will be returned corresponding to a list of policy IDs.

	
	NGSI-6-CH-007
	Test ClearCommunicationServicePoliciesByPolicyId operation
	An application invokes ClearCommunicationServicePoliciesByPolicyId operations. And the policy defined by the policy ID will not be enforced when a call which was relevant to that policy is handled. 

	
	NGSI-6-CH-008
	Test ClearCommunicationServicePoliciesByAddress operation
	An application invokes ClearCommunicationServicePoliciesByAddress operations. And the policy defined by the policy ID will not be enforced when a call which was relevant to that policy is handled. 

	Error Flow
	NGSI-6-CH-050
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 7: Mandatory Test Requirements for NGSI-S Call Handling

5.1.2 Optional Test Requirements

Optional test requirements cover optional features/functions of an Enabler. 

If an optional requirement of the Enabler is implemented, this requirement SHALL be tested.

5.1.2.1 Optional Test Requirements – NGSI-S Identity Control Management

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-14-IDC-100
	Create Identifier with NewIdentifier via the Identity Management interface
	An application requests to create a new Identifier by providing an existing Pseudonym of the Identity which must be used towards the specific target Identifier via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-101
	Create Identifier with Target Identifier via the Identity Management interface
	An application requests to create a new Identifier by indicating the target, to which the new Identifier of the Identity is to be exposed via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-102
	Create Identifier request with Policy via the Identity Management interface
	An application requests to create a new Identifier by indicating the policy describing the detail of the usage of Identifiers via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-103
	Create Identifier request with Identifier Type via the Identity Management interface
	An application requests to create a new Identifier by indicating the type of Identifiers (e.g. SipURI, TelURI or Email address) via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	Error Flow
	NGSI-14-IDC-150
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 8: Optional Test Requirements for NGSI-S Identity Control Management
5.1.2.2 Optional Test Requirements – NGSI-S Multimedia Streaming
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-8-MLH-100
	Set a Multimedia List (e.g. playlist) via the Streaming interface with a “UserIdentifier”
	An application sets the content for a Multimedia List (playlist) on the Multimedia Stream Control via the Streaming interface (NGSI-8) as specified in section 5.4.1.1 in [NGSI Multimedia List Handling] and additionally specifies a set of Identifiers of users or groups to which the indicated playlist will be applied.

	
	NGSI-8-MLH-101
	Set a Multimedia List (e.g. playlist) via the Streaming interface with “OnPresenceStatusRules”
	An application sets the content for a Multimedia List (playlist) on the Multimedia Stream Control via the Streaming interface (NGSI-8) as specified in section 5.4.1.1 in [NGSI Multimedia List Handling] and additionally specifies “OnPresenceStatusRules” to indicate the condition to decide when the specified Multimedia List will be played.

	Error Flow
	NGSI-8-MLH-150
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 9: Optional Test Requirements for NGSI-S Multimedia Streaming
5.1.2.3 Optional Test Requirements – NGSI-S Call Notification
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-5-CN-100
	Call Direction to handle a call event with a list of participants to be forward in forwarding specified by Action parameter
	An application sets an Action with a list of participants when it is invoked via handleCallEvent operation and  Call Notification Web Service peform the action specified by the Action

	
	NGSI-5-CN-101
	Call Direction to handle a call event with ring back media extension specified by Action parameter
	An application sets an Action with a list of participants when it is invoked via handleBusy operation and  Call Notification Web Service peform the action specified by the Action

	
	NGSI-5-CN-102
	Call Direction to handle a call event with alerting media extension specified by Action parameter
	An application sets an Action with a list of participants when it is invoked via handleCallEvent operation and  Call Notification Web Service peform the action specified by the Action

	
	NGSI-5-CN-103
	Call Direction to handle a call event with address display setting extension for anonymous call specified by Action parameter
	An application sets an Action with a list of participants when it is invoked via handleCallEvent operation and  Call Notification Web Service peform the action specified by the Action

	
	NGSI-5-CN-104
	Call Direction to handle a call eventwith call recording extension specified by Action parameter
	An application sets an Action with a list of participants when it is invoked via handleCallEvent operations and  Call Notification Web Service peform the action specified by the Action

	Error Flow
	NGSI-5-CN-150
	Handle error cases
	Test standard error scenarios

Badly formed requests


Table 10: Optional Test Requirements for NGSI-S Call Notifications
5.1.2.4 Optional Test Requirements – NGSI-S Multimedia Conference 

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-7-MMC-100
	Test the SetupConference operation
	SetupConference operation works as specified in [NGSI_Call_Control_and_Configuration]. A subsequent CreateConference operation honors the parameters passed during SetupConference.

	
	NGSI-7-MMC-101
	Test the RecordConference operation
	RecordConference operation works as specified in [NGSI_Call_Control_and_Configuration].

	
	NGSI-7-MMC-102
	Test the support for the GetConferenceRecordingStatus operation
	GetConferenceRecordingStatus operation works as specified in [NGSI_Call_Control_and_Configuration].

	
	NGSI-7-MMC-103
	Test the support for the RetrieveRecordedConferenceMedia operation
	RetrieveRecordedConferenceMedia operation works as specified in [NGSI_Call_Control_and_Configuration].

	
	NGSI-7-MMC-104
	Test the support for the ConferenceControl operation
	ConferenceControl operation works as specified in [NGSI_Call_Control_and_Configuration].

	
	NGSI-7-MMC-105
	Test the support for the SideConference operation
	SideConference operation works as specified in [NGSI_Call_Control_and_Configuration].

	
	NGSI-7-MMC-106
	Test the support for the NGSI-7 extensions of the ConferenceInfo structure
	NGSI-7 extensions of the ConferenceInfo structure are supported as specified in [NGSI_Call_Control_and_Configuration], in particular in the result returned by the GetConferenceInfo operation.

	
	NGSI-7-MMC-107
	Test the support for the NGSI-7 extensions of the ParticipantInfo structure
	NGSI-7 extensions of the ParticipantInfo structure are supported as specified in [NGSI_Call_Control_and_Configuration], in particular in the result returned by the GetParticipantInfo operation.

	Error Flow
	NGSI-7-MMC-150
	Handle error cases
	Test standard error scenariosBadly formed requests

	
	NGSI-7-MMC-151
	Test new policy errors
	Test the policy errors that are introduced for Multimedia Conference in [NGSI Call_Control_and_Configuration] 


Table 11: Optional Test Requirements for NGSI-S Multimedia Conference 
5.1.2.5 Optional Test Requirements – NGSI-S Call Control 

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-4-CC-100
	Handle Recording at call session set-up time
	MakeCallSession accepts the parameter “RecordCall” as specified in [NGSI Call_Control_and_Configuration], and starts recording the call from the beginning.

	
	NGSI-4-CC-101
	Set AddressPresentation at call session set-up time
	MakeCallSession accepts the parameter “AddressPresentation” as specified in [NGSI Call_Control_and_Configuration], and does or does not signal the address of the caller, depending on the value of that parameter.

	
	NGSI-4-CC-102
	Set RingbackMedia and AlertingMedia at call session set-up time
	MakeCallSession accepts the parameters “RingbackMedia” and “AlertingMedia“ as specified in [NGSI Call_Control_and_Configuration], and accordingly sets the ringtone and/or ring-back tone.

	
	NGSI-4-CC-103
	Set CallParticipantsToBeForwarded at call session set-up time
	MakeCallSession accepts the parameter “CallParticipantsToBeForwarded“ as specified in [NGSI Call_Control_and_Configuration], and accordingly forwards the call.

	
	NGSI-4-CC-104
	Set AlertingMedia when adding a call session participant
	AddCallParticipant accepts the parameters “AlertingMedia“ as specified in [NGSI Call_Control_and_Configuration], and accordingly sets the ringtone.

	
	NGSI-4-CC-105
	Retrieve call session recording status
	GetCallSessionRecordingStatus returns the current recording status as specified in [NGSI Call_Control_and_Configuration], and accordingly sets the ringtone.

	
	NGSI-4-CC-106
	Start/stop call session recording 
	RecordCallSession starts or stops the recording of an ongoing call session depending on the value of the passed parameter, as specified in [NGSI Call_Control_and_Configuration], and accordingly sets the ringtone.

	
	NGSI-4-CC-107
	Retrieve recorded call session media
	RetrieveRecordedCallSessionMedia returns a link to the recorded media assets, as specified in [NGSI Call_Control_and_Configuration], and accordingly sets the ringtone.

	Error Flow
	NGSI-4-CC-150
	Handle error cases
	Test standard error scenarios

Badly formed requests

	
	NGSI-4-CC-151
	Test new policy errors
	Test the policy errors for Call Control that are introduced in [NGSI Call_Control_and_Configuration] 


Table 12: Optional Test Requirements for NGSI-S Call Control 
5.1.2.6 
	
	
	
	

	
	
	
	

	
	
	
	


	
	
	
	



5.2 Backwards Compatibility

This is the first version of NGSI-S.

5.3 Enabler Dependencies

NGSI-S V1.0 has no testing dependencies.

Appendix A. Change History
(Informative)

A.1 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-ETR-NGSI-S-V1_0
	23 Sep 2010
	All
	Baseline

	
	30 Sep 2010
	9.2.2.2, 11.3
	Added Mandatory and optional requirements for Identity Control and Mulitmedia Streaming

	
	01 Oct 2010
	5.1
	Incorporates input to committee:

· OMA-ARC-NGSI-2010-0202R01

· OMA-ARC-NGSI-2010-0201R01

	
	08 Oct 2010
	5.1.1, 5.1.2
	Add Mandatory and Optional ETR for Call Notification

Incorporates input to committee:

  OMA-ARC-NGSI-2010-0200R02-CR_ETR_for_Call_Notification

	
	18 Oct 2010
	2.1, 5.1
	Incorporates input to committee:

· OMA-ARC-NGSI-2010-0207

· OMA-ARC-NGSI-2010-0208R01

Editorial fixes: cover page, Contents, history table, sorted references, fixed tables numbering, removed comments and empty rows

	
	21 Oct  2010
	All
	Incorporates input to committee:

· OMA-ARC-NGSI-2010-0217R01

· OMA-ARC-NGSI-2010-0218

· Groups’ Review at conference call 21 October 2010

Additional editorial clean-up.

	
	XX Oct 2010
	All
	Incorporate input to committee:
· OMA-ARC-NGSI-2010-0223-CR_ETR_cleanup
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