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1 Reason for Contribution

In order to fulfil Action Item OSPE-2007-A003, this contribution proposes a CR on behalf of ARC group against the OSPE RD.
2 Summary of Contribution

At the ARC conference call on June 7, ARC decided to limit the current phase of OSPE to defining OSPE-1, OSPE-2, and OSPE-3 only in order to ensure timely completion of the Work Item. The agent interfaces will be left out of scope of the current release.

This contribution contains in the detailed proposal section to discuss which requirement is met by which component/interface of the OSPE architecture respectively the appropriate enabler release. 

Attached the prepared CR to the RD document can be found which proposes to update the “Enabler Release” column in the requirements tables in section 6 of the OSPE RD, to mark all requirements that were planned to be fulfilled by the agent interfaces as out of scope for this enabler release.

3 Detailed Proposal

In the column “Enabler Release” it is indicated if the respective requirement can be met in current or in future release. Furthermore a column is added showing which component and/or interface of the OSPE architecture would fulfil the respective requirement.
High-Level Functional Requirements for life cycle management

	Label
	Description
	Enabler Release
	Requirement relates to

	[LCM-HL-1]
	The OSPE MUST support the ability to perform automated deployment (including configuration, installation, activation, publishing) and removal/withdrawal of components, applications and services.
	OSPE 1.0

and

For Future Release
	OSPE 1, 3, 4 interfaces, OSPE-Server and SMAC

	[LCM-HL-2]
	The OSPE MUST provide mechanisms to support the replacement of multi-vendor components.
	OSPE 1.0
and

For Future Release
	OSPE 1, 3, 4, OSPE-Server and SMAC

	[LCM-HL-3]
	The OSPE MUST have a mechanism that makes available to the Service Provider all information associated to the existence of Services, applications and components, and the relationship between components and applications.
	OSPE 1.0
	OSPE-3, SMAC

	[LCM-HL-4]
	The OSPE MUST provide a mechanism that enables either a service, application or component to make known their changes in state (e.g., following a life cycle management function such as install, upgrade, or remove).
	OSPE 1.0
	OSPE-3, SMAC

	[LCM-HL-5]
	The OSPE MUST provide a mechanism that can be applied by the Service Provider in such a manner as to ensure that all preconditions (e.g. ensure that that no subscription are still active) and post-conditions (e.g. deletion or refresh all catalogue entries) are satisfied prior to a change of state (e.g. installation or removal) of a component, application or service.
	OSPE 1.0
	OSPE-3, SMAC

	[LCM-HL-6]
	The OSPE MUST provide a mechanism that can be applied by the Service Provider in such a manner to ensure that, at least, the following preconditions are checked before shutting down/withdrawing a service:

1. Make sure that there is not any available subscription to the service to be withdrawn;
2. Make sure no other component is making use of the service/applications.
	OSPE 1.0
	OSPE-3, SMAC

	[LCM-HL-7]
	The OSPE MUST provide a mechanism that can be applied by the Service Provider in such a manner to ensure that, at least, the following post conditions or actions are realized after shutting down/withdrawing a service:

1. Delete related catalogue entries;

2. Notify backend systems about the change (O&M, billing, subscription provisioning systems, etc.);

3. Delete dependencies that the withdrawn service/application had on the service provider components;
4. Update Service Packages containing the related service;
5. Notify authentication and policy enforcement mechanisms about the change (so that requests to the withdrawn service are rejected, and no policies are to be applied any more to it).
	OSPE 1.0

For Future Release

OSPE 1.0

OSPE 1.0

For Future Release
	OSPE-3, SMAC

OSPE-6, Notification Agent

OSPE-3, SMAC

OSPE-3, SMAC

OSPE-6, Notification Agent



	[LCM-HL-8]
	The OSPE MUST provide a mechanism that can be applied by the Service Provider in such a manner to ensure that, at least, the following post conditions or actions are realized after deploying a new service:

1. Catalogue entries are updated;

2. Service Packages are updated;

3. Notify backend systems about the change (O&M, billing, subscription provisioning systems, etc.);

4. Update information about the dependencies that the new service/application will have on the service provider components;
5. Notify authentication and policy enforcement mechanisms about the change (so that requests to the new deployed service may be accepted, and policies for the new service may be applied).
	OSPE 1.0 

OSPE 1.0 

For Future Release

OSPE 1.0 

For Future Release
	OSPE-3, SMAC

OSPE-3, SMAC

OSPE-6, Notification Agent

OSPE-3, SMAC

OSPE-6, Notification Agent

	[LCM-HL-9]
	Each component in the OSPE MUST support the capability to allow the Service Provider to perform life cycle functions, e.g. install, upgrade, downgrade, stop and start, of the component.
	For Future Release
	OSPE-4, Provisioning Agent

	[LCM-HL-10]
	The OSPE MUST have a mechanism that enables the components in the OSPE to make available their O&M information, for use by backend systems.
	For Future Release
	OSPE-6, Notification Agent

	[LCM-HL-11]
	The OSPE MUST have a mechanism to support the discovery and registry of a component and an interface, application and Service.
	OSPE 1.0
	OSPE-3, SMAC

	[LCM-HL-12]
	The OSPE MUST provide the means to perform the 

configuration, 

registration, 

publication and 

activation (start and stop) 

of the components, applications and services within the OSPE.
	For Future Release

OSPE 1.0
OSPE 1.0
For Future Release


	OSPE-4, Provisioning Agent

OSPE-3, SMAC

OSPE-3, SMAC

OSPE-4, Provisioning Agent




Table 1: High-Level Functional Requirements

Security

	Label
	Description
	Enabler Release
	

	[LCM-SEC-1]
	The OSPE MUST support mechanisms that protects against security threats, e.g. the discovery and registration of unauthorized components, applications and services.
	OSPE 1.0
	

	[LCM-SEC-2]
	Only authorized users MUST be allowed to manage the OSPE (e.g. system administrator).
	OSPE 1.0
	


Charging

None identified

Administration and Configuration

	Label
	Description
	Enabler Release
	

	[LCM-AC-1]
	The OSPE MUST support the authentication and authorization of components and applications making use of life cycle management interfaces.
	OSPE 1.0
	OSPE-Server

	[LCM-AC-2]
	The OSPE MUST provide a mechanism to manage data related with subscriptions to services (e.g. user profile information).
	OSPE 1.0
	???

	[LCM-AC-3]
	The Service Provider MUST be able to manage information related to the existence of components, applications and the relationship between components and applications.
	OSPE 1.0
	OSPE-3, SMAC



	[LCM-AC-4]
	Each component MUST expose through a standard interface the characteristics of that a component, which includes:

1. Supported Interfaces;

2. Version of the interfaces;

3. Configuration data.
	OSPE 1.0
	OSPE-3, SMAC



	[LCM-AC-5]
	If an error condition is experienced during a life cycle management process, e.g. the configuration or upgrade of a component, it MUST be possible for the Service Provider to reverse the attempted process ensuring that the state of that component is reversed back to the state before the process was initiated.
	OSPE 1.0
For Future Release
	OSPE-1

OSPE-4

	[LCM-AC-6]
	It MUST be possible to perform life cycle functions on execution instances of components and applications
	OSPE 1.0
	OSPE-4


Table 2: High-Level Functional Requirements – Administration and Configuration Items

Usability

	Label
	Description
	Enabler Release
	

	[LCM-USE-1]
	The OSPE MUST not prohibit different component upgrade models, e.g. live upgrade model, cluster upgrade model. (NOTE: To achieve this requirement a list of upgrade models will be identified and described within OMA).
	OSPE 1.0
	OSPE-Server


Table 3: High-Level Functional Requirements – Usability Items

Interoperability

None identified

Privacy

None identified

Overall System Requirements for life cycle management

	Label
	Description
	Enabler Release
	

	[LCM-OSR-1]
	The Service Provider environment MUST support the ability to modify and replace the components and applications without disrupting ongoing sessions and transactions.
	OSPE 1.0
	OSPE-Server

	[LCM-OSR-2]
	In order to allow for continuous evolution of services, the Service Provider environment MUST provide a mechanism to allow concurrent interface versions, component versions and application versions to exist and be accessible in the Service Provider environment.
	OSPE 1.0
	SMAC

	[LCM-OSR-3]
	If an error condition (e.g. failure of a service or component) is experienced during life cycle management, e.g. the installation, de-installation, upgrade, downgrade, configuration modification, the OSPE MUST provide information that allows the Service Provider to determine the cause of the error condition.
	OSPE 1.0
For Future Release
	OSPE-1

OSPE-4


Table 4: High-Level System Requirements

Component and interface requirements for life cycle management

	Label
	Description
	Enabler Release
	

	[LCM-COM-1]
	Each component and associated interfaces in the Service Provider environment SHOULD support versioning mechanisms that allow both forward and backward compatibility, and to allow the requesting component to determine the version of an interface that belongs to a receiving component.
	For Future Release
	Provisioning Agent

	[LCM-COM-2]
	Each component in the Service Provider environment MUST expose a standardized interface to support the following management functions:

1. Install;

2. Refresh (e.g. to initiate a update current component data to the component catalogue)

3. Remove;

4. Stop;

5. Start;

6. Upgrade;

7. Downgrade.

8. Activation & deactivation.
	For Future Release
	OSPE-4, Provisioning Agent

	[LCM-COM-3]
	Each component in the Service Provider environment MUST expose a standardised interface to support the following management functions:

1. Fault management (e.g. logging and SNMP traps);

2. Performance management (e.g. measuring, usage monitoring).

3. Security (e.g. permission settings);

4. Configuration management 

5. Service Subscription Provisioning (data that may include user preferences for a service, as support of the subscription provisioning process).
	For Future Release
	OSPE-6, Notification Agent

OSPE-4, Provisioning Agent


High-Level Functional Requirements for service level tracing

	Label
	Description
	Enabler Release
	

	[SLT-HL-1]
	Each component with in the OSPE MUST support Service Level Tracing (SLT).
	For Future Release
	Tracing Agent

	[SLT-HL-2]
	A device/component supporting Service Level Tracing (SLT) MUST support marking.
	For Future Release
	OSPE-5, Tracing Agent

	[SLT-HL-3]
	When a service is initiated from marked component/device and when that service matches the service indicated in the marking request, the component/device MUST indicate in the related outgoing messages (E.g. SIP Invite) that SLT is required.
	For Future Release
	Tracing Agent

	[SLT-HL-4]
	The encoding of the SLT logged trace information MUST be defined in a standard manner across all components.
	For Future Release
	Tracing Agent

	[SLT-HL-5]
	There MUST be several levels (e.g. amount or granularity) of logged information captured by a component.
	For Future Release
	Tracing Agent

	[SLT-HL-6]
	All actors (e.g. the components of the Service chain the end-user’s identity), and associated characteristics (e.g. component version, supported execution environment, application version), MUST be identifiable within the logged trace information that is retrieved from all components in a service chain.
	For Future Release
	Tracing Agent

	[SLT-HL-7]
	The Service Provider or other authorised actor MUST be able to correlate the service to be traced, as indicated in the marking request, with trace information retrieved from across components of a service chain.
	OSPE 1.0

	OSPE-2, OSPE-Server

	[SLT-HL-8]
	The Service Provider MUST be able to identify and distinguish between all trace activities initiated by multiple devices at a single component.
	OSPE 1.0

	OSPE-2, OSPE-Server

	[SLT-HL-9]
	Service Level Tracing MUST apply to both control and user plane to aid in identifying issues related to, e.g. timing misalignments between the user plane and control plane.
	For Future Release
	Tracing Agent

	[SLT-HL-10]
	The specification of SLT SHOULD be done in such a way as to maximise the chance for the SLT trace token to be passed through a service chain, which includes SLT non-compliant components.
	For Future Release 
	Tracing Agent


Table 5: High-Level Functional Requirements

Security

	Label
	Description
	Enabler Release
	

	[SLT-SEC-1]
	Security MUST be applied to SLT to protect against security threats such as unnecessary service processing and/or fraudulent use of SLT.
	OSPE 1.0
	OSPE-2

	[SLT-SEC-2]
	Security MUST be applied to ensure that only authorised actors are able to mark an end-user’s device.
	OSPE 1.0
	OSPE-2

	[SLT-SEC-3]
	All logged trace information pertaining to a specific SLT instance MUST be retrievable only by authorised Service Providers or authorised actors.
	OSPE 1.0
	OSPE-2


Charging

	Label
	Description
	Enabler Release
	

	[SLT-CRG-1]
	All services that are subjected to SLT MUST be indicated as such in the charging information (e.g. in the Call Data Record (CDR)).
	For Future Release
	Tracing Agent


Table 6: High-Level Functional Requirements – Charging Items

Administration and Configuration

	Label
	Description
	Enabler Release
	

	[SLT-AC-1]
	OSPE MUST provide a mechanism for an authorised actor (e.g. a Service Provider) to activate or de-activate tracing on a component whilst ensuring that the propagation of the trace indication is not prohibited.
	OSPE 1.0
	OSPE-2

	[SLT-AC-2]
	OSPE MUST provide a mechanism to allow a Service Provider or other authorized actor to initiate a marking request.
	OSPE 1.0
	OSPE-2

	[SLT-AC-3]
	OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to unmark a marked device/component.
	OSPE 1.0
	OSPE-2

	[SLT-AC-4]
	OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to request a permission from an end-user to “mark” a device.
	OSPE 1.0
	OSPE-2

	[SLT-AC-5]
	OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to mark a device with or without the end-user’s permission.
	OSPE 1.0
	OSPE-2

	[SLT-AC-6]
	In the case where it is not possible to mark the end-user’s device, OSPE MUST provide a mechanism that allows any authorised actor to initiate SLT at any specific component within a service chain.
	OSPE 1.0
	OSPE-2

	[SLT-AC-7]
	OSPE MUST provide a mechanism that allows the Service Provider or any other authorised actor to specify the criteria that causes the marking request to take affect, i.e. the service to be traced and the time at which an indication for requiring SLT is included in a signalling message.
	OSPE 1.0
	OSPE-2


Table 7: High-Level Functional Requirements – Administration and Configuration Items

Usability

None identified

Interoperability

	Label
	Description
	Enabler Release
	

	[SLT-IOP-1]
	An SLT trace indication MAY (e.g. depending on Service Level Agreements between Service Providers) be propagated outside the boundaries of an OSPE, e.g. an SLT trace indication may be passed from a Mobile Operator’s network to a 3rd Party Service Provider network.
	For Future Release
	OSPE-5, Tracing Agent


Table 8: High-Level Functional Requirements – Interoperability Items

Privacy

	Label
	Description
	Enabler Release
	

	[SLT-PRV-1]
	For Privacy requirements see Privacy for Mobile Services requirements [Privacy].
	OSPE 1.0
	


Table 9: High-Level Functional Requirements – Privacy Items

Overall System Requirements for service level tracing

	Label
	Description
	Enabler Release
	

	[SLT-OSR-1]
	The maximum number of simultaneous SLT test routines SHOULD be configurable by the Service Provider. However, the maximum number MAY also be influenced by legislation.
	OSPE 1.0
	OSPE-2


Table 10: High-Level System Requirements

Component and interface requirements for service level tracing

	Label
	Description
	Enabler Release
	

	[SLT-COM-1]
	A component’s captured trace information MUST contain information including but not limited to:

1. A mechanism to determine the sequence of components and the sequence of captured trace information from each component within a Service Chain.

2. A mechanism to identify a specific instance of SLT;

3. Component characteristics (e.g. enabler Id, supported protocol and protocol version, key enabler performance indicators such statistics etc);

4. Incoming and outgoing service attributes (e.g. IP Port address, hostname, destination address etc);

5. Activity derived from a message containing the trace indication, e.g. an activity such as end user-visible events.
	For Future Release
	OSPE-5, Tracing Agent

	[SLT-COM-2]
	A component MUST support the activation and deactivation of Service Level Tracing (SLT) as requested by a Service Provider or any other authorised actor.
	For Future Release
	OSPE-5, Tracing Agent

	[SLT-COM-3]
	A component MUST propagate the indication for SLT onwards to other components within the Service chain (even if the outbound protocols are different from the incoming protocols).
	For Future Release
	OSPE-5, Tracing Agent

	[SLT-COM-4]
	Upon the reception of an SLT trace trigger request, the component MAY provide, other than that requested by the SLT trace trigger request, a different level (i.e. finer detail) and type of logged information (e.g. information that may not be directly associated with the service being invoked).
	For Future Release
	OSPE-5, Tracing Agent

	[SLT-NI-1]
	Each component MUST expose a standardised interface that allows for the retrieval of all captured SLT trace information or the retrieval of captured trace information pertaining to a specific instance of SLT (e.g. captured trace information on a component may have resulted from several test cases but only captured information associated with one specific instance of SLT is required to be retrieved).
	For Future Release
	OSPE-5, Tracing Agent

	[SLT-NI-2]
	All trace information MUST be logged by a common logging function. A common logging function MAY reside either on a component or as a standalone logging function within OSPE.
	For Future Release
	OSPE-5, Tracing Agent


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to review and to discuss section 3, to agree on the content of the prepared CR and submit it to the REQ group. 
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