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1 Reason for Contribution

Progressing PEM-1TS.
2 Summary of Contribution

The issues 12, 16, 19 and 22 are currently captured in 4 similar editor’s notes. They all refer to the need to document how Template Names and Versions will be specified (suggesting the process is documented into an Appendix F). See Detailed proposal for proposed changes.
3 Detailed Proposal
Change 1:
Appendix G.  A guideline for defining templateID and templateVersion (Informative)
Templates (Standard or Custom) need to be uniquely identified, using a combination of templateID and templateVersions (see normative section 5.2). However, other than ensuring that the combination of the two strings used is unique, there is no need to specify and therefore limit how templateID and templateVersion are defined. Instead, this Appendix provides a guideline for the definition of PEM-1 templateID and templateVersion.

Since new Standard PEM-1 Templates may be defined by different enablers, and Custom PEM-1 Templates may be defined by Service Providers, the proposal is to use a combination of OMA unique identifiers when defining the strings for templateID and templateVersion.
The recommendation is that the standard templateID string be composed by concatenating (separated by ‘_’):
· OMA 
· A unique Enabler identifier

· A unique sequentially increasing number for the template (assuming multiple templates are defined for the same WI and same enabler)

· An optional name

An example using this recommendation would be: ‘OMA_PEEM_1’.
For custom PEM-1 templates, they should not be prefixed with ‘OMA’.
The recommendation is that the templateVersion string is represented by a using the current OMA convention for versioning (i.e. 3 digits, pre-pended by the letter V). An example using this recommendation would be ‘V1.0.0’.
End Change 1
Change 2:
5.2 Input / Output Standard PEM-1 Templates


Each PEM-1 Template (Standard or Custom) is composed of two or more PEM-1 parameters.

Template names SHALL be unique strings. In the case of Standard PEM-1 Templates, template names are defined and administered in OMA. In the case of Custom PEM-1 Templates, template names are defined and administered by the Service Provider.

The parameter names in a Standard PEM-1 Template are defined and administered by OMA. The parameter names in a Custom PEM-1 Template are defined and administered by the Service Provider. The parameter names are associated with a value of pre-determined data type. 

The PEM-1 Template SHALL have the following structure:
	PEM-1 Template Header: 
	

	Input/Output PEM-1 Parameter Name
	 Input/Output Parameter Type

	templateID
	STRING

	templateVersion
	STRING




Table 5.1.1-1: PEM-1 Template Structure
Where:

· templateID is the name of a PEM-1 parameter, representing a unique identifier of the template. It is mandatory for any PEM-1 template to include a templateID parameter.

· For Standard PEM-1 Templates:

· templateID values will be assigned by OMA using the process described in Appendix G.

· For Custom PEM-1 Templates:

· templateID values will be assigned by the Service Provider using their own process.

· templateVersion is the name of a PEM-1 parameter, representing  the version of the template, and used to distinguish between multiple versions of the same template. It is mandatory for any PEM-1 template to include a templateVersion parameter.

· For Standard PEM-1 Templates:

· templateVersion values will be assigned by OMA using the process described in Appendix G
· For Custom PEM-1 Templates:

· templateVersion values will be assigned by the Service Provider using their own process.

A PEM-1 Template (Standard or Custom) can have any number of additional I/O parameters.  The mandatory parameters described in Table 5.2.1.1 are used to uniquely identify the remainder of the structure of a PEM-1 Template (i.e. identify the additional parameters).

Note: The ASN.1 Abstract syntax and the ASN.1 Transfer syntax of Standard PEM-1 templates are documented in Appendix F.

Editor’s note: FFS. As we understand better how identification & versioning of templates can be expressed in ASN.1, changes to templateID & templateVersion may be necessary (it may even result in removing those parameters if this conflicts with id/versioning mechanisms provided by ASN.1). Future Appendix F will address ASN.1 syntax.
5.2.1 


Output Status code Standard PEM-1 Template

This section specifies how error or status codes can be returned as part of the PEM-1 output. 

A PEEM implementation MUST support such a Standard PEM-1 Template.

These error codes MAY be used as a preamble (i.e. separate PEM-1 parameter from rest of returned data value(s)) to an output BLOB or as part of an input/output Standard PEM-1 Template as specified in section 5.2.

An explicit indication identifying the internal policy to be applied is realized using the following template:

	Output Standard PEM-1 Template: 
OutputStatus Template
	

	Output PEM-1 Parameter Name
	 Output Parameter Type

	Template Header
	

	
	

	
	

	statusCode
	INTEGER


Table 5.2.4-1: OutputStatus Standard PEM-1 Template
Where:

· Template Header, (see section 5.2.1.

· statusCode is the name of a PEM-1 parameter,  representing a final status result of the of the policy processing. This parameter is mandatory.

· statusCode values are assigned as follows:

· The range of values 0x0000-0x7fff SHALL be reserved for OMA use

· The range of values 0x0000-0x0FFF SHALL be reserved to represent different degrees of failure, with 0x0000 indicating UNCONDITIONAL FAILURE (i.e. unconditional DENY).

· Other degrees of failure status may be assigned as needed, using the process described in Appendix G
· The range of values 0x1000-0x1FFF SHALL be reserved to represent different degrees of success, with 0x1000 indicating UNCONDITIONAL SUCCESS (i.e. unconditional GRANT)

· Other degrees of failure status may be assigned as needed, using the process described in Appendix G
· The range of values 0x2000-0x7FFF are reserved for future use

· The range of values 0x8000-0xFFFF SHALL be reserved for Service Provider use 

Editor’s note: Specific values/ranges are provided, but we could decide to change them later. A process for assigning any additional values needs to be put in place (will it be administered by OMNA, differently?). Needs to be addressed in a future Appendix G.

FFS: do we need other codes? 

· Any number of optional additional output parameters may be provided, as dictated by specific policy needs. The values associated to those parameter names can be of any supported type, as determined by the defined name. As a result of creating an OutputStatus Standard PEM-1Template for a specific enabler, additional parameters may be defined. Also, additional parameters may be created, resulting in additional Custom OutputStatus templates, published/advertised by the Service Provider for each specific policy. 

Note: The ASN.1 Abstract syntax and the ASN.1 Transfer syntax of the OutputStatus Standard PEM-1 template are documented in Appendix F. 

Note: The OutputStatus Standard PEM-1 template will be passed encapsulated in an output BLOB.

Editor’s note: FFS. As we understand better how PEM-1 templates/parameters can be expressed in ASN.1, changes  may be necessary. Future Appendix F will address ASN.1 syntax.

Editor’s note: FFS – to decide whether PEEM/PEM-1 should distinguish between lower and upper case. That is resolved via ASN.1, which does distinguish between upper & lower case, so PEEM will have to distinguish as well. Parameter names identifiers should start with lower case letters, template names should start with upper-case letters.
5.2.2 

Internal Policy reference Standard PEM-1 Template

This section specifies how a reference to an internal policy can be passed with a request through PEM-1. This template can be combined with any other Standard PEM-1 Template. A PEEM implementation uses the reference to identify a specific policy  managed by PEM-2. 

A PEEM implementation MUST support such a Standard PEM-1 Template.

These PEM-1 parameters MAY be used as a preamble to an input BLOB or as part of an input/output Standard PEM-1 Template as specified in section 5.2.

In general, a PEEM implementation may use a combination of template parameters, in addition to other sources of information, to determine the policies to be evaluated. An explicit indication identifying the internal policy to be applied is realized using the following template:

	Input Standard PEM-1 Template: InternalPolicyReference
	

	Input PEM-1 Parameter Name
	 Input Parameter Type

	Template Header
	

	intPolicyID
	URI


Table 5.2.2-1: Internal Policy Reference Standard PEM-1 Template

Where: 

· For Template Header, see section 5.2.1

· intPolicyID is the name of a PEM-1 parameter, representing a unique identifier of a policy internal to PEEM (i.e. a policy that can be managed using the PEM-2 interface). This parameter is mandatory.

· intPolicyID values are assigned by the Service Provider

Note: The ASN.1 Abstract syntax and the ASN.1 Transfer syntax of the InternalPolicyReference Standard PEM-1 template are documented in Appendix F. 

Editor’s note: FFS. As we understand better how PEM-1 templates/parameters can be expressed in ASN.1, changes  may be necessary. Future Appendix F will address ASN.1 syntax.
Editor’s note: FFS – to decide whether PEEM/PEM-1 should distinguish between lower and upper case. That is resolved via ASN.1, which does distinguish between upper & lower case, so PEEM will have to distinguish as well. Parameter names identifiers should start with lower case letters, template names should start with upper-case letters.

5.2.3 

External Policy reference Standard PEM-1 Template

This section specifies how a reference to an external policy can be passed with a request through PEM-1. This template can be combined with any other Standard PEM-1 Template. A PEEM implementation then uses the external policy for the policy evaluation or evaluation and enforcement. 

A PEEM implementation MAY optionally support such a Standard PEM-1 Template.

These PEM-1 parameters MAY be used as a preamble to an input BLOB or as part of an input/output Standard PEM-1 Template as specified in section 5.2.

A PEEM implementation may be configured to refuse input that include such a Standard PEM-1 Template, if the service provider or vendor wants to prevent passing policies as part of PEM-1 requests.

The use of an external policy is indicated by passing either a reference to the external policy, or passing the external policy itself by value, via a PEM-1 Parameter.

When passing an external policy by reference, an explicit indication identifying the external policy to be applied is realized using the following template:

	Input Standard PEM-1 Template: ExternalPolicyByReference
	

	Input PEM-1 Parameter Name
	Input Parameter Type

	Template Header
	

	
	

	
	

	extPolicyID
	URI


Table 5.2.3-1: External Policy By Reference Standard PEM-1 Template
Where:

· For Template Header, see section 5.2.1. 

· extPolicyID is the name of a PEM-1 parameter, representing a policy that is being passed by a URI reference to PEEM. This parameter is mandatory 

· extPolicyID values are URIs provided by the PEEM requestor

When passing an external policy by value, an explicit indication identifying the external policy to be applied is realized using the following template:

	Input Standard PEM-1 Template: ExternalPolicyByValue
	

	Input PEM-1 Parameter Name
	Input Parameter Type

	Template Header
	

	
	

	
	

	extPolicyVAL
	STRING 


Table 5.2.3-1: External Policy By Value Standard PEM-1 Template
Where:

· For Template Header,(see section 5.2.1. 

· extPolicyVAL is the name of a PEM-1 parameter, representing  a policy external to PEEM that is being passed by value to PEEM. This parameter is mandatory. 

· extPolicyVAL values are binary strings provided by the PEEM requestor
Note: The ASN.1 Abstract syntax and the ASN.1 Transfer syntax of the ExternalPolicyByReference and the ExternalPolicyByValue Standard PEM-1 templates are documented in Appendix F. 

Editor’s note: FFS. As we understand better how PEM-1 templates/parameters can be expressed in ASN.1, changes  may be necessary. Future Appendix F will address ASN.1 syntax.
Editor’s note: FFS – to decide whether PEEM/PEM-1 should distinguish between lower and upper case. That is resolved via ASN.1, which does distinguish between upper & lower case, so PEEM will have to distinguish as well. Parameter names identifiers should start with lower case letters, template names should start with upper-case letters.


End Change 2 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC to agree to the proposed changes in the Detailed Proposal, and apply them to the PEM-1 TS.
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