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1 Reason for Contribution

Progressing PEM-2 TS.
2 Summary of Contribution

The contribution addresses issue PEM2-4, potential new issue PEM2-6, and proposes some other corrections.
Addressing issue PEM2-4 involves only removing an editor’s note dealing with potential optional operations. No optional operations have been so far identified. Potential new issue PEM2-6 can also be closed, since XDM 2.0 references XCAP (RFC 4825) and being conformant to XDM 2.0, implies being conformant to XCAP (it would not make any difference to PEM-2 if we would only state conformance to XCAP).
Other corrections involve removing another editor’s note (dealing with a reference to XDM specs, and updating that reference), added wording to the introduction section, and moving misplaced abbreviations into the right place.
Revision R01 aligns text in Change 3, with similar text that was agreed for PEM-1 TS introduction section.
3 Detailed Proposal
Change 1 – dealing with PEM2 issue 4:
5.1.2.4 View Policy

The View Policy operation SHALL follow the procedures described in [XDMSPEC] Section 6.1.1.2.3. That section itself refers to mandatory procedures defined in [RFC 4825]. For this request, the XCAP URI parameter is the PEEM policy identifier parameter constructed as described in section 5.1.1 of the PEM-2 technical specification (this document).

Upon receiving such a request PEEM SHALL retrieve the policy identified in the request, and acknowledge the success of the operation, or return a failure status.




End of Change 1
Change 2
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End of Change 2
Change 3
3. Terminology and Conventions

3.1 Conventions





3.2 
3.3 Definitions

	Policy
	An ordered combination of policy rules that defines how to administer, manage, and control access to resources [Derived from [RFC 3060], [RFC 3198] and [RFC 3460]].

	Policy Action
	Action (e.g. invocation of a function, script, code, workflow) that is associated to a policy condition in a policy rule and that is executed when its associated policy condition results in "true" from the policy evaluation step.

	Policy Condition
	A condition is any expression that yields a Boolean value. 

	Policy Enforcement
	The process of executing actions, which may be performed as a consequence of the output of the policy evaluation process or during the policy evaluation process.

	Policy Evaluation
	The process of evaluating the policy conditions and executing the associated policy actions up to the point that the end of the policy is reached.

	Policy Management
	The act of describing, creating, updating, deleting, provisioning and viewing policies. 

	Policy Processing
	Policy evaluation or policy evaluation and enforcement

	Policy Rule
	A combination of a condition and actions to be performed if the condition is true

	Request 
	An articulation of the need to access a resource (e.g. asynchronous events).

	Requestor
	Any entity that issues a request to a resource.

	Resource
	Any component, enabler, function or application that can receive and process requests.


3.3
Abbreviations

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XCAP URI
	An HTTP URI that represents an XCAP Resource.

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language


End of Change 3
Change 4
4. Introduction

The specification of the Policy Evaluation, Enforcement and Management (PEEM) enabler is driven by the need to reduce management complexity whilst introducing consistent new subscriber services with the same or reduced time to market. The PEEM enabler processes policies, and provides means to manage policies. Policies are applied to requests to, or responses from resources or, when explicitly called by a resource. Policy Management is the act of creating, updating, deleting, and viewing policies. Various management actors such as service provider, network operator, enterprise, and end-user that may manage policies, via applications, must be supported. Such actors are called Management Requestors. The PEEM architecture [PEEM AD] introduced the PEM-2 interface, used by authorized principals to manage policies related to a resource. This interface is therefore also referred to as PEEM management interface. The PEEM requirements with respect to policy management are captured in the [PEEM RD]. The PEM-2 specification defines the input/output messages and parameters exchanged over the PEM-2 interface and the protocols used to exchange those messages. The PEM-2 interface specification is independent of the PEL used by the policies exchanged across the interface.  For a request to operate properly, the policies are expected to be defined using a PEL supported by the PEEM implementation. The PEM-2 interface specification is independent of the PEL used by the policies exchanged across the interface.
In a typical PEEM management flow, an authorized principal issues a request for Policy Management to the PEEM enabler, through the PEM-2 interface. Upon reception of the request, the PEEM enabler identifies the type of policy management request (e.g. create, delete, view, modify), executes the appropriate function and returns the results to the authorized principal.

End of Change 4
5.1 Procedures at the PEEM management requestor (client side)

A PEEM management requestor is a resource that uses the PEM-2 interface to issue policy management requests. A PEEM management requestor acts like an XDM Client (XDMC), and SHALL follow the procedures described in as described in [XDMSPEC] section 6.1.


Change 5
End of Change 5
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC to agree to add the proposed changes to the PEM-2 TS, and close issues PEM2-4 and PEM2-6 (proposed in document 77).









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

