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1 Reason for Contribution

Starting work on the new WI PSA.
R01: added a cosigner.
2 Summary of Contribution

This contribution makes a proposal for the Requirements section of the PSA RD deliverable.

Please note that nothing has been changed from the “3GPP TS 22.127” specification, with the exception of the following editorials to comply to OMA RD templates:

· "shall" into "SHALL";
· broke up some paragrapahs into individual HLF's.
The following table represents a comparison between the proposed requirements (see “3
Detailed Proposal” in this document) and the relative text from “3GPP TS 22.127” in order to outline that the requirements are unchanged. 
	PSA RD Label
	PSA reqs text
	Text from 3GPP TS 22.127
(clause indicated in the Informational Note in the PSA req text)

	PSA-HLF-001
	The Parlay OSA framework SHALL provide support for Identity Management. This SHALL take into account frameworks such as Liberty Alliance identity management framework.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.7 (§13 “Functions offered by OSA” -> §13.1 “The Framework functions” -> §13.1.7 “Support for Identity Management Framework”), to ensure interworking with identity management frameworks within the wider web services industry
	The Parlay OSA framework shall provide support for Identity Management. This shall take into account frameworks such as Liberty Alliance identity management framework.

	PSA-HLF-002
	When using the OSA framework to access user profile information, the Generic User Profile APIs [3GPP TS 29.240: “3GPP Generic User Profile (GUP); Stage 3; Network”] SHALL be re-used. Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.1 (§10 “Security and Privacy requirements”, §10.1 “Security requirements on User Profile Management”), to ensure reuse of GUP API
	When using the OSA framework to access user profile information, the Generic User Profile APIs [10] shall be re-used.

	PSA-HLF-003
	It SHALL be possible to hide subscriber’s identity towards the OSA Applications and replace it with an alias. Liberty Alliance and OASIS specifications on Identity Management and Identity Federation (e.g. SAML 2.0) needs to be taken into account to address issues related to subscriber identity

Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.2 (§10 “Security and Privacy requirements”, §10.2 “Privacy requirements on Subscriber Identity”), to ensure API alignment with OASIS and Liberty Alliance on user identity privacy and federation)
	It shall be possible to hide subscriber’s identity towards the OSA Applications and replace it with an alias. 

<omitted>

Note: 
Liberty Alliance and OASIS specifications on Identity Management and Identity Federation (e.g. SAML 2.0) needs to be taken into account to address issues related to subscriber identity.

	PSA-HLF-004
	OSA shall enable an operator to set policies (e.g. based on the need of load distribution) on how OSA shall utilize the underlying network system

Informational Note: Endorsed from [3GPP TS 22.127] Clause 6 (§6 “High level requirements to OSA”), to ensure use of the APIs is abstracted from network topology, providing support for load distribution policies.
	OSA shall enable an operator to set policies (e.g. based on the need of load distribution) on how OSA shall utilize the underlying network system.

	PSA-HLF-005
	It SHALL be possible to hide the topology of the underlying network systems.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.3 (§10 “Security and Privacy requirements”, §10.3 “Topology hiding”), to ensure use of the APIs is abstracted from network topology, providing support for load distribution policies.
	It shall be possible to hide the topology of the underlying network systems.

	PSA-HLF-006
	It SHALL be possible to provide a single point of access to the Applications

Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.3 (§10 “Security and Privacy requirements”, §10.3 “Topology hiding”), to ensure use of the APIs is abstracted from network topology, providing support for load distribution policies.
	It shall be possible to provide a single point of access to the Applications. 

	PSA-HLF-007
	The Event Notification Function SHALL allow an application to specify the initial point of contact which it is interested in. The Event Notification Function provides the necessary mechanisms which enables an application to request the notification of subscriber or network related event(s):

Informational Note: Endorsed from [3GPP TS 22.127] Clause 12 (§12 “Event Notification Function”); 
	The Event Notification Function shall allow an application to specify the initial point of contact which it is interested in. The Event Notification Function provides the necessary mechanisms which enables an application to request the notification of subscriber or network related event(s).

	PSA-HLF-008
	1) A call processing event occurs: when a call to or from a given user changes state and this event is armed by an application, that application SHALL be notified.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 12.1 (§12 “Event Notification Function”, §12.1 “Subscriber Related events”), to generalise call event handling capabilities.
	● A call processing event occurs.


when a call to or from a given user changes state and this event is armed by an application, that application shall be notified.

	PSA-HLF-009
	2) A chargeable event happens: when a chargeable event occurs, which will be charged to the application provider and this event is armed by an application, that application SHALL be notified.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 12.3 (§12 “Event Notification Function”, §12.3 “Other Related Events”), to add support for handling chargeable events.
	●  A chargeable event happens.


when a chargeable event occurs for a given user and this event is armed by an application, that application shall be notified.

	PSA-HLF-010
	The framework SHALL provide functions to manage and enforce policies on the access and usage of service capability features requested by the OSA Applications, in addition to the policies implemented by the Service Capability Features themselves (e.g. through policy-enabled Service Capability Features). 

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.1.3 (§13 “Functions offered by OSA”, §13.1 “The Framework functions”, §13.1.1 “Trust and Security Management”, §13.1.1.3 “Policy for service capability features access and usage”), to add support for managing access and usage of service capabilities. Examples of such policies are: number of application requests for a specified period, frequency of application requests, check on syntax correctness and validity in term of lifetime for parameters, check if the requestor (OSA Application and/or subscriber) is in arrears.
	The framework shall provide functions to manage and enforce policies on the access and usage of service capability features requested by the OSA Applications, in addition to the policies implemented by the Service Capability Features themselves (e.g. through policy-enabled Service Capability Features). Examples of such policies are: number of application requests for a specified period, frequency of application requests, check on syntax correctness and validity in term of lifetime for parameters, check if the requestor (OSA Application and/or subscriber) is in arrears. 

	PSA-HLF-011
	The framework SHALL provide functions to supply information for accounting of the usage of APIs.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.6 (§13 “Functions offered by OSA”, §13.1 “The Framework functions”, §13.1.6 “APIs Usage Accounting”), to add support for supply and correlation on usage of the APIs.
	The framework shall provide functions to supply information for accounting of the usage of APIs.

	PSA-HLF-012
	The application SHALL have the ability to request a particular type of service, for example CS-video, or IP-voice, or Communication Service.  If an application requests a particular type of service, the underlying network has the right to reject such a request and instead offer a default service. 

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.2.7 (§13 “Functions offered by OSA”, §13.2 “Network functions”, §13.2.7 “Service Request Capabilities”), to add support for indication of network and service type for use by applications.
	The application shall have the ability to request a particular type of service, for example CS-video, or IP-voice, or Communication Service.  If an application requests a particular type of service, the underlying network has the right to reject such a request and instead offer a default service.

	PSA-HLF-013
	The application SHALL have to ability to receive notifications and events related to the service running in the underlying network.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.2.7 (§13 “Functions offered by OSA”, §13.2 “Network functions”, §13.2.7 “Service Request Capabilities”), to add support for indication of network and service type for use by applications.
	The application shall have to ability to receive notifications and events related to the service running in the underlying network.


3 Detailed Proposal

6. Requirements
(Normative)

6.1 Modularisation

This section depicts the PSA release as a collection of different functional modules where each one is a (group of) requirement(s) identified as related with the offering/delivering of a functionality. This is NOT an architectural model.

The modules identified are:

· Support for Identity Management Framework and Privacy: Liberty Alliance and OASIS specifications on Identity Management and Identity Federation are well accomplished on the market, so they shall be taken into account to address issues related to subscriber identity;
· Security requirements on User Profile Management: 3GPP specified the Generic User Profile (GUP) to enable harmonized usage of the user-related information located in different entities, so it is worthwhile reusing API defined in the GUP work to manage user profile from the application;
· Topology hiding: When exposing network functionalities to third party applications there is the need to:

· hide the network topology of the underlying network system;
· set policies to enable the operator to choose the more appropriate underlying network node.
For this reason, it requirements for topology hiding and service request distribution based on policies are t be taken into account.

· Event Notification: The Event Notification Function provides the mechanisms which enable an application to request the notification of subscriber or network related event(s); additional events (e.g. chargeable and generalized call state) shall be taken into account;
· Policy for service capability features access and usage: there might be the need to provide functions to manage and enforce policies on the access and usage of service capability features requested by the OSA Applications, so specific requirements are needed;

· APIs Usage Accounting: There might be the need for functions to supply and correlate information for accounting of the usage of APIs, so specific requirements are needed;

· Service Request Capabilities: Parlay APIs are intended to be used on many different underlaying network technologies, e.g. CS, PS and IMS networks, so the integration of services running on CS, Internet and IMS technologies necessitates the high-level identification of different services being utilized by 3rd party developers via these APIs; for this reason, specific requirements for support of service identification in Parlay is needed.

Editor’s note: need to define the general character (mandatory / optional) considered for each domain.

6.2 High-Level Functional Requirements

Editor note:intro text for High Level requirements here
	Label
	Description
	Release
	Functional module

	PSA-HLF-001
	The Parlay OSA framework SHALL provide support for Identity Management. This SHALL take into account frameworks such as Liberty Alliance identity management framework.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.7 (§13 “Functions offered by OSA” -> §13.1 “The Framework functions” -> §13.1.7 “Support for Identity Management Framework”), to ensure interworking with identity management frameworks within the wider web services industry
	PSA 1.0
	Support for Identity Management Framework and Privacy

	PSA-HLF-002
	When using the OSA framework to access user profile information, the Generic User Profile APIs [3GPP TS 29.240: “3GPP Generic User Profile (GUP); Stage 3; Network”] SHALL be re-used. Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.1 (§10 “Security and Privacy requirements”, §10.1 “Security requirements on User Profile Management”), to ensure reuse of GUP API
	PSA 1.0
	Security requirements on User Profile Management

	PSA-HLF-003
	It SHALL be possible to hide subscriber’s identity towards the OSA Applications and replace it with an alias. Liberty Alliance and OASIS specifications on Identity Management and Identity Federation (e.g. SAML 2.0) needs to be taken into account to address issues related to subscriber identity

Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.2 (§10 “Security and Privacy requirements”, §10.2 “Privacy requirements on Subscriber Identity”), to ensure API alignment with OASIS and Liberty Alliance on user identity privacy and federation)
	PSA 1.0
	Support for Identity Management Framework and Privacy

	PSA-HLF-004
	OSA shall enable an operator to set policies (e.g. based on the need of load distribution) on how OSA shall utilize the underlying network system

Informational Note: Endorsed from [3GPP TS 22.127] Clause 6 (§6 “High level requirements to OSA”), to ensure use of the APIs is abstracted from network topology, providing support for load distribution policies.
	PSA 1.0
	Topology hiding

	PSA-HLF-005
	It SHALL be possible to hide the topology of the underlying network systems.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.3 (§10 “Security and Privacy requirements”, §10.3 “Topology hiding”), to ensure use of the APIs is abstracted from network topology, providing support for load distribution policies.
	PSA 1.0
	Topology hiding

	PSA-HLF-006
	It SHALL be possible to provide a single point of access to the Applications

Informational Note: Endorsed from [3GPP TS 22.127] Clause 10.3 (§10 “Security and Privacy requirements”, §10.3 “Topology hiding”), to ensure use of the APIs is abstracted from network topology, providing support for load distribution policies.
	PSA 1.0
	Topology hiding

	PSA-HLF-007
	The Event Notification Function SHALL allow an application to specify the initial point of contact which it is interested in. The Event Notification Function provides the necessary mechanisms which enables an application to request the notification of subscriber or network related event(s):

Informational Note: Endorsed from [3GPP TS 22.127] Clause 12 (§12 “Event Notification Function”); 
	PSA 1.0
	Event Notification

	PSA-HLF-008
	3) A call processing event occurs: when a call to or from a given user changes state and this event is armed by an application, that application SHALL be notified.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 12.1 (§12 “Event Notification Function”, §12.1 “Subscriber Related events”), to generalise call event handling capabilities.
	PSA 1.0
	Event Notification

	PSA-HLF-009
	4) A chargeable event happens: when a chargeable event occurs, which will be charged to the application provider and this event is armed by an application, that application SHALL be notified.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 12.3 (§12 “Event Notification Function”, §12.3 “Other Related Events”), to add support for handling chargeable events.
	PSA 1.0
	Event Notification

	PSA-HLF-010
	The framework SHALL provide functions to manage and enforce policies on the access and usage of service capability features requested by the OSA Applications, in addition to the policies implemented by the Service Capability Features themselves (e.g. through policy-enabled Service Capability Features). 
Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.1.3 (§13 “Functions offered by OSA”, §13.1 “The Framework functions”, §13.1.1 “Trust and Security Management”, §13.1.1.3 “Policy for service capability features access and usage”), to add support for managing access and usage of service capabilities. Examples of such policies are: number of application requests for a specified period, frequency of application requests, check on syntax correctness and validity in term of lifetime for parameters, check if the requestor (OSA Application and/or subscriber) is in arrears.
	PSA 1.0
	Policy for service capability features access and usage

	PSA-HLF-011
	The framework SHALL provide functions to supply information for accounting of the usage of APIs.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.1.6 (§13 “Functions offered by OSA”, §13.1 “The Framework functions”, §13.1.6 “APIs Usage Accounting”), to add support for supply and correlation on usage of the APIs.
	PSA 1.0
	APIs Usage Accounting

	PSA-HLF-012
	The application SHALL have the ability to request a particular type of service, for example CS-video, or IP-voice, or Communication Service.  If an application requests a particular type of service, the underlying network has the right to reject such a request and instead offer a default service. 
Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.2.7 (§13 “Functions offered by OSA”, §13.2 “Network functions”, §13.2.7 “Service Request Capabilities”), to add support for indication of network and service type for use by applications.
	PSA 1.0
	Service Request Capabilities

	PSA-HLF-013
	The application SHALL have to ability to receive notifications and events related to the service running in the underlying network.

Informational Note: Endorsed from [3GPP TS 22.127] Clause 13.2.7 (§13 “Functions offered by OSA”, §13.2 “Network functions”, §13.2.7 “Service Request Capabilities”), to add support for indication of network and service type for use by applications.
	PSA 1.0
	Service Request Capabilities

	
	
	
	

	
	
	
	


Table 1: High-Level Functional Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to discuss the proposed text and include it in the PSA RD.
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