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	Title:
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 OMA Confidential
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	ARC-REST

	Doc to Change:
	OMA-ARC-REST-2009-0026R02-INP_Initial_Cook_Book_draft_for_collection_of_feedback

	Submission Date:
	11 Oct 2009

	Classification:
	 FORMCHECKBOX 
  0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	KiSook Chung, ETRI, kschung@etri.re.kr 
SunHwan Lim, ETRI, shlim@etri.re.kr
YoungMee Shin, ETRI, ymshin@etri.re.kr

	Replaces:
	n/a


1 Reason for Change

This contribution is about adding security concerns to OMA ParlayREST Cook Book. This CR is based on the Initial cookbook(INP026R02).
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR contribution seeks ARC-REST approval.
6 Detailed Change Proposal
Change 1:  (optional) Add Principles for defining the REST bindings for Parlay X web services







37. If a message contains sensitive data, such as passwords, account numbers, and card numbers (as in account management and payment APIs), security consideration to protect these information is required. The protection should be accomplished in one of the following manners:

· Use of an underlying secure protocol such as the Secure Socket Layer(SSL).

· Keep sensitive data out of a URI in situations where the use of SSL is inappropriate.

To establish an SSL connection, more time and memory are required, therefore POST may be used to carry sensitive information in case of query requests instead of GET.
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