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1 Reason for Change

To add architectural diagram and interface definitions to the SCIDM AD.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Add architectural diagram to Section 5.2 of the AD
5.2 Architectural Diagram
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5.3 Functional Components and Interfaces/reference points definition

5.3.1 SCIDM Enabler Functional Components
5.3.1.1 CIM
CIM acts as the SCIDM Server residing in the network, in charge of managing content registration, responding to content identity query verification requests, and issuing Content ID Certificates.
The CIM performs function grouped in the following high-level components.

· Content Registration Component
· Identification and Query Component
· Fingerprint Handle Component
· Content Metadata Database

5.3.1.1.1 Content Registration Component
The Content Registration Component performs the following actions (non-exhausting list):
· Deal with content registration request from the Registration Client.
· Judge the trustworthiness of the content metadata submitted.
· Extraction the content fingerprint with the help of Fingerprint Handle Component
· Allocate ID for the Content
· Optionally create Content ID Certificate for the Content

· Store the content ID, Certificate and metadata to the Content Metadata Database
5.3.1.1.2 Identification and Query Component
The Identification and Query Component performs the following actions (non-exhausting list):

· Deal with the content identification and/or query request from the Identification Client
· Select the appropriate content identification mechanisms based on the application type, content type and client’s preference.
· Perform the identification by content ID if so selected.
· Perform the identification by content metadata if so selected.

· Perform the identification by content fingerprint with the help of Fingerprint Handle Component if so selected. Digital watermark is treated as one type of fingerprint.
· If matched content is found, retrieve the necessary metadata from the Content Metadata Database.
· Send content registration information, usually in the form of Content ID Certificate, to Identification Client upon its request for offline content identification.
5.3.1.1.3 Fingerprint Handle Component
The Fingerprint Handle Component is a special part in CIM. A CIM can have more than one Fingerprint Handle Component, each for one type of content in one application scenario. 
This component performs the following actions (non-exhausting list):

· Extract the fingerprints of content upon the request from Registration Component and Identification and Query Component.
· Store and retrieve the fingerprints from the fingerprint database, which is part of this component, upon the request from Identification and Query Component.
5.3.1.1.4 Content Metadata Database

The Content Metadata Database is responsible for the storage of the content registration information except the content fingerprint. The content registration information stored here includes content ID, all kinds of content metadata, and content ID certificate. 
5.3.1.2 Remote CIM
Remote CIM is another CIM and performs the same functions as CIM. Content Registration information needs to be synchronized between CIM and Remote CIM.
5.3.1.3 Registration Client
The Registration Client resides on the application side, or the Content Provider side, and is used for content registration by the Content Registrant. 

The Registration Client performs functions grouped in the following high-level components.

· Reg Client Component

· Fingerprint Extraction Component
5.3.1.3.1 Reg Client Component

The Reg Client Component performs the following actions (non-exhausting list):
· Send content registration request to the CIM, and provide content metadata to the CIM. It can send the content itself to CIM, and also can extract the fingerprint with the help of Fingerprint Extraction Component and send the fingerprint to CIM.
5.3.1.3.2 Fingerprint Extraction Component
The Fingerprint Extraction Component is used to extract the fingerprint of content upon the request from the Reg Client Component. There may be more than one Fingerprint Extraction Components residing in Registration Client, each for one type of content in one application scenario.
5.3.1.4 Identification Client
The Identification Client can reside in the network, or at the user side, which depends on the application. It usually is one logical part of the Content Management Entity, which is responsible for some type of content management, such as monitoring of infringement content, spam filtering, etc.  The Identification Client is used by the Content Management Entity to interact with CIM for content identification.
The Identification Client performs function grouped in the following high-level components.
· Identification Client Component

· CntIDCert Handle Component

· Fingerprint Extraction Component
5.3.1.4.1 Identification Client Component

The Identification Client Component performs the following actions (non-exhausting list):
· Interact with CIM for content identification. 
· Select preferred identification mechanisms.

· Collect necessary information of the content for content identification,  including the fingerprint of the content if needed. It obtains the content fingerprint with the help of the Fingerprint Extraction Component.
· Offline identify the content if so selected, with the help of the CntIDCert Handle Component.
· Synchronize the content registration information, usually in the form of Content ID Certificate, from the CIM for offline identification, and then transfer the content registration information to CntIDCert Handle Component for storage and maintenance.
· Report errors to CIM.

5.3.1.4.2 CntIDCert Handle Component
The CndIDCert Handle Component is responsible for the verification, storage, maintenance, retrieval of the Content ID Certificate.
5.3.1.4.3 Fingerprint Extraction Component
The Fingerprint Extraction Component is used to extract the fingerprint of content upon the request from the Identification Client Component. There may be more than one Fingerprint Extraction Components residing in the Identification Client, each for one type of content in one application scenario.
5.3.2 Other relevant functional components
5.3.2.1 Content Registrant
The Content Registrant is the entity that provides content to CIM for registration for some purpose, such as that the content needs to be copyright protected, or to be filtered, etc. It can be the Content Provider, the SCIDM Service Provider, Network Operator, or normal user, depending on the application. 
5.3.2.2 Content Management Entity
The Content Management Entity performs some type of content management, such as monitoring of infringement content, spam filtering, etc. If it needs to identify if it should take action on a content item, it uses the Identification Client to interact with CIM for content identification. If it successfully gets result from the Identification Client, and in the result some metadata is included, it should take the management action based on the metadata.
5.3.3 Interfaces
5.3.3.1 SCIDM Enabler Interfaces

5.3.3.1.1 IDE-1

IDE-1 is an interface between the CIM and the Identification Client. It is exposed by the CIM and used by the Identification Client to submit requests with some parameters for content identification and query, and get response from the CIM.
The parameters in the content identification and query request may include:
· The content itself or the fingerprint extracted from the content, and in the latter case, the ID of the fingerprint extraction algorithm.
· Type of the application scenario in which the content is to be identified.

· Client’s preference of content identification mechanisms, with some necessary information about the content.
The parameters in the content identification and query response may include:
· The identification result code
· Requested content metedata for the specified application
· In some cases , Content ID Certificate.
5.3.3.1.2 IDE-2

IDE-2 is an interface between CIM and the Identification Client for content registration synchronization from CIM to the Identification Client, usually in the form of Content ID Certificate. It has two kinds of flow. The first is that the Identification Client initiates to submit request to the CIM for synchronization. The second is that CIM sends notification to the client, and then the client submits request to CIM.
5.3.3.1.3 REG-1

REG-1 is an interface between CIM and Registration Client for content registration. It is exposed by CIM and used by Registration Client to submit registration request and get response.
The parameters in the content registration request may include:

· Content itself or the content fingerprint, and in the latter case, the ID of the fingerprint extraction algorithm

· Content metadata, which depends on the application scenario.
The parameters in the content registration response may include:

· The registration result code
· In some cases, the Content ID Certificate of the registered content.
5.3.3.1.4 CIM-1

CIM-1 is an interface between two CIMs for synchronization of content registration information. 
5.3.3.2 Non-Intrinsic Interfaces 
5.3.3.2.1 REG-2
REG-2 indicates registration mechanisms other than those supported by REG-1, e.g., registration via CIM Portal, via ftp, via email, etc. These registration mechanisms are out of the scope of the SCIDM enabler.
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