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1 Reason for Change

This CR proposes to add description to clarify how the CIM interoperates with a Remote CIM.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

For discussion and agreement.
6 Detailed Change Proposal
Change 1:  Add more description about CIM-1
5.3.3.1.4 CIM-1

CIM-1 is an interface  for the interoperation between CIMs to achieve content identification when there is no registration information of the content item in the local CIM.

When there is no registration information of a content item in one CIM, it is not mandatory for the CIM to contact other CIMs to accomplish the content identification task. Yet in situations where the CIM has some trust relationship with other CIMs, that is, they belong to a CIM trust group, it should contact the relevant CIMs for content identification. The trust relationship can be established by some means, such as: 

a. The CIMs are administrated by the same operator.

b. The CIMs have a federation relation   set up by   operators in the form of an agreement.

Two types of interoperation mode between the CIMs are recommended here: the Central CIM mode and the CIM List mode. Which mode is used depends on the operator of the CIM.

1. Interoperation in the Central CIM mode

In this mode, there is a Central CIM which stores the  index data, i.e., the mapping between the ID of content registration information and its hosting CIM. The ID of content registration information contains the fingerprint value and the Content ID assigned by the hosting CIM of the content. 

After a content item is registered successfully to a CIM, which is the hosting CIM of the registered information, the CIM should send the fingerprint and/or the ID of the content to the Central CIM for creating the index data. The CIM needs not send all the registration information to the Central CIM.

In this mode, the Remote CIM in the architecture diagram is the Central CIM.

When a CIM (the CIM in the architecture diagram) needs to identify a content item that is not registered locally, it should send the fingerprint and/or the ID of the content to the Central CIM (the Remote CIM) for querying the index data. If the corresponding index data is found, the CIM will receive the index data from the Central CIM. Via the index data, the CIM can retrieve the content registration information from the hosting CIM. If no index data is found, the CIM can conclude that the content item is not registered.

2. Interoperation in the CIM List mode

CIM list is a list of ID of Remote CIMs that has a trust relation with the CIM. When the CIM needs to identify a content that is not locally registered, it sends a request to every remote CIM in the list for identification. If some Remote CIM has the registration information, it shall return them to the CIM. If no Remote CIM returns the needed information, the CIM can conclude that the content item is not registered.

The CIM List is created when the CIM trust group is established. When a new CIM joins the trust group, its ID should be added to the List. Each CIM in the group should have the List. The creation and the update of the List can be done manually or by some technical mechanisms which is out of the scope of this enabler.
In both modes, if the registration information for a content item is found in a Remote CIM, the CIM shall record which CIM contains the registration information for later fast look-up. Otherwise, it should record that the content is not registered in the trust group.
 This is to avoid subsequent unnecessary interoperation with Remote CIMs.
Members may choose to mark their proposed changes as OMA Confidential.  They are encouraged to describe their reasons for doing so in section 1.  Members should realize that if the material in the CR is accepted for use in a publicly available document that it would likely be made public in that form.
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