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1 Reason for Change

To add the flow for IDE-1 interface to the informative section Appendix B.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  add flow for IDE-1 interface
B.1 IDE-1 Flow

This section describes the content identification and query flow between the Identification Client and the CIM. In identification and query, the Identification Client requests the CIM to check if a content item falls into a scope that some kind of management action should be applied to it. This is done by matching the content item to the one registered in the CIM and determine what to do based on the metadata of the registered content item. 

The match in the identification process can be done through multiple mechanisms, including content ID, metadata (e.g., MD5 hash value), identification history, digital watermark, and content fingerprint, among which, the content fingerprint mechanism is the most secure one. 

For efficiency, it is not necessary that every identification process is done by the content fingerprint mechanism. What mechanism to choose depends on the load of the system, demand on efficiency and required security level.
B.1.1 Flow for Content Identification and Query
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Figure x: Content Identification Flow

This flow is initiated by the Identification Client. The Identification Client usually starts the identification and query process upon receiving a content identification request from the Content Management Entity (CME), and a content item is passed to the client from the CME. For more details about the CME and its relation with the client, please see Section 5.3.1.4.

1. The Identification Client first searches for the matched content locally. 

In Identification Client, there may be some content registration information, which may be aquired from former synchronization from the CIM. If no match is found, the Identification Client does the following steps.

2. The Identification Client sends identificaton request to the CIM.

The request contains at lease the following information:

a. The type of application scenario in which the content is to be managed.

The following information may also be included in the request:

a. Client’s preference of content identification mechanism, with necessary information about the content.

b. Basic content information, such as ID, name, type, format, etc.

c. Content delivery information, such as the source address and destination address.

d. If the client’s preferred identification mechanism is by fingerprint, then the content or the content fingerprint shall be included. The watermark mechanism is considered one specific kind of fingerprint. As to watermark mechanism, the fingerprint refers to the watermark embedded in the content.

e. The fingerprinting algorithm ID if the request contains the content fingerprint instead of the content.

f. Information specific to the application scenario.

3. The CIM searches for the matched content. 

The CIM shall select the appropriate content identification mechanism based on the application type, content type and client’s preference. If matched content is found, it retrieves the necessary metadata from the Content Metadata Database.

4. The CIM returns the response to the Identification Client.

If the identification and query process succeeds in Step 3, the response contains the following information:

a. The identification result code

b. Requested content metedata for the specified application
c. In some cases, Content ID Certificate.
If the identification and query process fails in Step 3, the response contains the following information:

a. The identification result code
b. Optionally the suggested mechanisms for identification by CIM. If the client’s preferred mechanism in the request is not fingerprint mechanism and no content or content fingerprint is included in the request, the CIM should give suggestion in the response that the identification may succeed via the fingerprint mechanism.

The Identification Client can initiate a new identification process with a different identification mechanism. The choice of new mechanism is based on the CIM’s suggestion, client’s load, or demand on the efficiency.
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