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1 Reason for Change

This CR addresses the following ADRR comments:
	A019
	2009.04.05
	T
	5.3.1.1.1
	Source: ZTE Corporation (Zhaoji Lin)
Form: INP doc

Comment: In bulletin 4 of section 5.3.1.1.1, Whether the Repurposed content is treated as new one or original one should be decided by the CIM policy rather than depending on the application. 

Proposed Change: 
	Status: OPEN

	A020
	2009.04.05
	T
	5.3.1.1.1
	Source: ZTE Corporation (Zhaoji Lin)

Form: INP doc

Comment: In bulletin 5 of section 5.3.1.1.1, If some objects in a compound content are found already registered, should an ID be assigned to the compound content? Need further clarification.

Proposed Change:
	Status: OPEN




R01: 
For change 1,whether a repurpose content is treated as same as original one or new one depends on not only policy deployed in CIM but also application. The policy deployed in CIM is more of an implementation issue and out of scope of this Enabler. 
For change 2, reword a little to make it more readable and accurate.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed change.
6 Detailed Change Proposal

Change 1:  Change for comment A019
5.3.1.1.1 Content Registration Function

The Content Registration Function performs the following actions (non-exhausting list):

· Deal with content registration request from the Registration Client.
· Judge the trustworthiness of the content metadata submitted. Trustworthiness of the content metadata is key  for content identification and corresponding management actions. The CIM should leverage reasonable  mechanisms to judge the trustworthiness. Some mechanisms may be done manually or dependent on the specific application, which is out of scope of this Enabler. The following common actions SHALL be supported by this enabler: 
· Authentication of the Registration Client.

· Differentiation of different principals, such as traditional content provider, individual user, proxy agent, the operator of the Enabler, etc.

· Handling the credentials of the registered metadata provided by a proxy entity (e.g. acting on behalf of a trustable website) shall be supported. If the Registrant is an individual user, e.g., for User Generated Content, in most cases this scheme can be used. This does not mean all registration from an individual user must use this scheme, however the metadata registered using this scheme MAY receive higher level trust than those not using this scheme.
· Record the level of trustworthiness if different levels of trust are used.
· Record the mechanism(s) used to verify the trustworthiness and upon request, make it available to the Identification Client.
· Extract the content fingerprint with the help of the Fingerprint Handle Function as defined in Section 5.3.1.1.3. If the content is compound, split it into single objects, and extract the fingerprint of each object.

· Examine if the content has been registered before based on the extracted fingerprint, with the help of Fingerprint Handle Function. Repurposed content should be specially treated. Some repurposed content item may be treated as the same as the original content, some may not, which depends on the application and/or policy deployed in the CIM which is out of scope of this Enabler. If the same content item has been registered, decline the registration.

· Allocate globally unique ID for the Content. If the registered content item is a compound one, in addition to the ID for the compound one, allocate an ID for each object in it.

· Optionally create Content ID Certificate for the Content

· Store the content ID, Certificate and metadata. If the content item is compound, the IDs for individual objects are linked to the ID for the compound one. 

· Store the Content Fingerprint and its ID with the help of the Fingerprint Handle Function. If the content item is compound, store this information for each object.
Change 2:  Clarification for comment A020

5.3.1.1.1 Content Registration Function

The Content Registration Function performs the following actions (non-exhausting list):

· Deal with content registration request from the Registration Client.
· Judge the trustworthiness of the content metadata submitted. Trustworthiness of the content metadata is key  for content identification and corresponding management actions. The CIM should leverage reasonable  mechanisms to judge the trustworthiness. Some mechanisms may be done manually or dependent on the specific application, which is out of scope of this Enabler. The following common actions SHALL be supported by this enabler: 
· Authentication of the Registration Client.

· Differentiation of different principals, such as traditional content provider, individual user, proxy agent, the operator of the Enabler, etc.

· Handling the credentials of the registered metadata provided by a proxy entity (e.g. acting on behalf of a trustable website) shall be supported. If the Registrant is an individual user, e.g., for User Generated Content, in most cases this scheme can be used. This does not mean all registration from an individual user must use this scheme, however the metadata registered using this scheme MAY receive higher level trust than those not using this scheme.
· Record the level of trustworthiness if different levels of trust are used.
· Record the mechanism(s) used to verify the trustworthiness and upon request, make it available to the Identification Client.
· Extract the content fingerprint with the help of the Fingerprint Handle Function as defined in Section 5.3.1.1.3. If the content is compound, split it into single objects, and extract the fingerprint of each object.

· Examine if the content has been registered before based on the extracted fingerprint, with the help of Fingerprint Handle Function. Repurposed content should be specially treated. Some repurposed content item may be treated as the same as the original content, some may not, which depends on the application. If the same content item has been registered, decline the registration.

· Allocate globally unique ID for the Content. If the registered content item is a compound one and there are no objects in this compound content item is found already registered, in addition to the ID for the compound one, allocate an ID for each object in it. If there are objects in the compound content item is found already registered, in addition to allocate an ID for each unregistered object, whether or not allocate an ID for the compound content item is determined by the policy deployed in the CIM.
· Optionally create Content ID Certificate for the Content

· Store the content ID, Certificate and metadata. If the content item is compound, the IDs for individual objects are linked to the ID for the compound one. 

Store the Content Fingerprint and its ID with the help of the Fingerprint Handle Function. If the content item is compound, store this information for each object.
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