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1 Reason for Change

This CR  adds text to populate Section 9  .
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed change.
6 Detailed Change Proposal

Change 1:  populate Section 9
1.  SCIDM Fingerprinting Algorithms
The SCIDM Enabler supports the use of various fingerprinting algorithms.   
There are two classes of Content Fingerprints: fragile and robust. Fragile Content Fingerprints are extremely sensitive to bit errors in the content. Examples include cryptographic hash values of a content item. Robust Content Fingerprints can tolerate some distortion to the original content, typically introduced as a result of common content signal processing such as compression, filtering etc.  
9.1 Fingerprinting algorithm identifier
A fingerprinting algorithm identifier is introduced in the SCIDM Enabler to enable the use of various fingerprinting algorithms. The fingerprinting algorithm ID identifies the particular fingerprinting algorithm used to generate the Content Fingerprint.  It consists of a string of 5 octets:

· the 1st octet concerns the organization which standardizes the fingerprinting algorithm. 

· the 4 following octets are specific to the fingerprinting algorithm, under the responsibility of the organization.

All such uses of the fingerprinting algorithm identifiers are recorded in the OMNA registry [OMNA] established for these identifiers.   
A recent standardized robust fingerprinting algorithm for image is the MPEG-7 Image Signature Tools [MPEG-7 ImgSigTool]. 
[Editor’s note: need to assign an ID to the MPEG-7 Image Signature Tools]
[Editor’s note: may need to define a generic fingerprint format to allow each portion of the fingerprints to be associated with a time instance/period]
Change 2:  add a new reference to Section 2.2
2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[MPEG-7 ImgSigTool]
	“ISO/IEC 15938-3:2002/Amd.3 Image Signature Tools,” Mar. 2009.
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