Doc# OMA-ARC-SCIDM-2009-0090-CR_CONR_Comments_Resolution_Clarifications.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request


Doc# OMA-ARC-SCIDM-2009-0083-CR_CONR_Comments_Resolution_Clarifications.doc
Change Request



Change Request

	Title:
	CONR Comments Resolution Clarifications
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	ARC/SCIDM

	Doc to Change:
	OMA-TS-SCIDM-V1_0-20091104-D

	Submission Date:
	12 Nov. 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Kepeng Li, Huawei, likepeng@huawei.com

Wenjun (Kevin) Zeng, Huawei, zengw@huawei.com

	Replaces:
	n/a


1 Reason for Change

This CR proposes to close the following comments:
	D007
	2009.11.10
	T
	5.1
	Source: Huawei

Form: INP doc

Comment: 
Clarify that only the registered content can be identified.

Proposed Change: 
Add the following sentence:

and only the registered content can be identified.
	Status: CLOSED by CR 90


	D008
	2009.11.10
	T
	5.1
	Source: Huawei

Form: INP doc

Comment: 
Clarify that the certificate can be used to indicate that the content is successfully registered.

Proposed Change: 
Add the following sentence:

The certificate can be used to indicate that the content is successfully registered.
	Status: CLOSED by CR 90


	D009
	2009.11.10
	T
	5.3
	Source: Huawei

Form: INP doc

Comment: 
Clarify that identification mechanism selection can be based on application scenarios.

Proposed Change: 
… mainly according to the load of the Identification Client, application scenarios or the preset security level demanded by the application.  
	Status: CLOSED by CR 90


	D010
	2009.11.10
	T
	6.1.1
	Source: Huawei

Form: INP doc

Comment: 
Clarify that in different application scenarios, the service entities have different management purpose to the content.
Proposed Change: 
Add the following sentence:

In different application scenarios, the service entities have different management purpose to the content.
	Status: CLOSED by CR 90


	D011
	2009.11.10
	T
	6.2.1
	Source: Huawei

Form: INP doc

Comment: 
Clarify that CIM should verify if the content is applicable to be registered.

Proposed Change: 
Add the following sentence:

After that, CIM SHOULD verify if the content is applicable to be registered within this CIM domain. If it is applicable, the CIM performs the registration process and allocates the content ID. And the verification is out of scope.
	Status: CLOSED by CR 90



2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree the proposed change
6 Detailed Change Proposal

Change 1:  Add one sentence to clarify that Content Identification should be based on the registered content

5.1    Content Registration，Update and De-registration
Content Registration is the process in which the Registration Client registers content on which some identification and management actions will be performed to the CIM. Content Registration is the premise of Content Identification and only registered content can be identified. The Content Registration is done via the interface SCIDM-1. 

After the CIM completes the registration, it can create a Content ID Certificate for the registered content item. The certificate SHALL contain the content’s global unique ID allocated by the CIM, the content fingerprint, and metadata that is necessary in some application. The certificate can also be used to indicate that the content is successfully registered. The certificate is used for offline identification (See Section 5.4). 

Change 2:  Clarifications

5.3    Online identification and query

Upon receiving an identification request for a content item from the application, the Identification Client first selects an appropriate identification mechanism (see Section 5.2), mainly according to the load of the Identification Client, application scenarios or the preset security level demanded by the application.  
Change 3:  Add one sentence to explain the application scenario

6.1.1    Content Identification and Query

If the selected identification mechanism is ByFingerprint, the Identification Client MAY extract the Content Fingerprint from the content item. The Identification Client SHALL select the corresponding fingerprint algorithm appropriate for different content types and different application scenarios. In different application scenarios, the service entities have different management purpose to the content. The appropriate algorithm for different content type and different application scenario SHOULD be preconfigured in the Identification Client.
Change 4:  Clarifications

6.2.1    Content Registration
Upon receiving the content registration request, the CIM SHALL first authenticate the Registration Client. Then the CIM SHALL extract the Content Fingerprint either directly from the request message or from the content embedded in the request message, and search locally to ensure that no duplicated registered content exists in the CIM. The fingerprint algorithm SHALL be selected based on the registration purpose and the content type. The search SHOULD be based on the extracted Content Fingerprint. If authentication of the Registration Client is successfully and no duplicated content is found, the CIM SHALL verify the trustworthiness of the submitted content metadata as described in [SCIDM-AD]. After that, CIM SHOULD verify if the content is applicable for registration within this CIM domain. If it is applicable, the CIM performs the registration process and allocates the content ID. How to verify the applicability is out of scope of this specification.
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