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1 Reason for Change

This CR is to separate the description of online and offline identification at the client side, so that it is consistent with what is in place at the CIM side..
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed changes.

6 Detailed Change Proposal

Change 1:  Make changes to  Section 5.3.1.4.1
5.3.1.4.1 Identification Client Function
The Identification Client Function performs both online content identification and offline content identification. For online content identification, the following actions (non-exhausting list) are performed:

· Interact with CIM for content identification. 

· Select preferred identification mechanisms.

· Collect necessary information of the content for content identification. If the selected identification mechanism is fingerprint, the Client Identification Function can send the content itself or the extracted fingerprint to the CIM.  For efficiency or other considerations depending on the application, the Client Identification Function can send partial content or the fingerprint extracted from partial content as the identification information to the CIM. If the content is compound, the Client Identification Function shall collect relevant information for each member object.
· Report errors to CIM.
For offline content identification, the following actions (non-exhausting list) are performed:
· Offline identify the content if so selected, with the help of the CntIDCert Handle Function. The offline identification is usually done with the Content ID Certificate which is managed by the CntIDCert Handle Function. So the Content ID Certificate needs to be obtained before the content can be identified offline. This can be achieved by the synchronization between the CIM and the client described as following, or delivering the Content ID Certificate along with the content, or other means that is not specified in the enabler.  

To perform offline identification, the Content ID Certificate SHALL be verified.  The Content Fingerprint contained in the certificate is then used to check against the Content Fingerprint extracted from the content item.   If matched, the metadata in the Content ID Certificate can be used to perform some management actions.

· Receive the notification sent by the CIM for content registration information synchronization.
· Synchronize the content registration information, usually in the form of Content ID Certificate, from the CIM for offline identification. This action may be triggered upon receiving the notification for content registration information synchronization from the CIM or by some policy deployed in the client. See Section 5.3.3.1.2 for more information about the policy for content registration information synchronization.
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