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1. Review Information

1.1 OMA Groups Involved

	Name Of Group
	Role
	Invited
	Comments Provided

	<List the groups involved in the review.  The first four should be Req, Arch, Sec and IOP (these should not be deleted).  List the source and any other OMA group involved.>

<Delete this row>
	<note if served as Host, Source or Reviewer of material (where they are providing comments)>
	<note which groups were explicitly invited>
	<provides place to note if group had been involved with material before the review or if there were key non-technical issues or concerns that the group would like to note explicitly.  This would provide opportunity to note the comprehensiveness of prior involvement or willingness to engage.  Specific technical comments should be presented in the space available below.>

	Requirements
	
	 FORMCHECKBOX 

	

	Architecture
	
	 FORMCHECKBOX 

	

	Security
	
	 FORMCHECKBOX 

	

	IOP
	
	 FORMCHECKBOX 

	

	XXX
	
	 FORMCHECKBOX 

	

	<add others as appropriate>
	
	 FORMCHECKBOX 

	


1.2 Review History

	Review Type
	Date
	Review Method
	Participating Groups
	Full Document Id

	Select: Full / Followup / Preliminary
	200y.mm.dd
	Select: F2F / Email / Teleconference
	
	OMA-<type>-<desc>-<version>-200ymmdd-<state>

	
	
	
	
	


2. Review Comments

2.1 OMA-RD-SRMProfile-V1_4_1-20060228-D
	ID
	Open Date
	Edit
	Section
	Description
	Status

	A001
	2006.03.15
	
	3.2
	Source: <Name or email>

Form: <INP doc, mtg, confcall

Scenario 5 introduces the possibility for OMA DRM compliant devices to "use" OMA DRM protected contents stored initially on a third party's Secure Removable Media with the related Rights Objects. This is possible under the condition of a mutual authentication between DRM agent and SRM agent. 
However the document defines no constraint related to the pairing between a DRM agent and a SRM agent. This should be clearly specified to avoid any misunderstanding with the following wording:
"A DRM agent qualified as "SRM compliant" can be paired with any SRM agent. And so a SRM agent can be paired with any DRM agent. "
	Status: OPEN / CLOSED

<provide response>

	A002
	2006.03.15
	
	"post-conditions " section of scenario description (1 to 6) 
	Source: <Name or email>

Form: <INP doc, mtg, confcall

Some scenarii deal with the transfer of protected content and/or rights object from a device to another device. It should be clearly specified in the post-conditions section of the scenario description that this information shall not be duplicated from the SRM to the device. 

	Status: OPEN / CLOSED

<provide response>

	A003
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall

REQ-SEC-1 should be reworded from

"The device SHALL be able to authenticate the secure removable media."

To

"The DRM agent SHALL be able to authenticate the SRM agent."


	Status: OPEN / CLOSED

<provide response>

	A004
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall

REQ-SEC-2 should be reworded from

"The secure removable media SHALL be able to authenticate the device."

To

"The SRM agent SHALL be able to authenticate the DRM agent."


	Status: OPEN / CLOSED

<provide response>

	A005
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall

REQ-SEC-3 should be deleted.
"The SRM enabler SHALL provide a secure mechanism to protect the communication between the device and the secure removable media."
Indeed "secure mechanism" does not imply any clear requirement regarding the communication between the SRM agent and the DRM agent.
	Status: OPEN / CLOSED

<provide response>

	A006
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall

Following requirement should be added:

"It SHALL not be possible to replay any messages exchanged between the DRM agent and the SRM agent."

	Status: OPEN / CLOSED

<provide response>

	A007
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall

Following requirement should be added:

"Information transmitted on the communication channel between the SRM agent and the DRM agent SHALL be protected with respect to integrity aspect."


	Status: OPEN / CLOSED

<provide response>

	
	
	
	
	




	


	A008
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall

Following requirement should be added:

"Rights Object SHALL not be exposed within the SRM, unless upon request from the SRM agent."

	Status: OPEN / CLOSED

<provide response>

	A009
	2006.03.15
	
	6.1.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall 
Following requirement should be added:

"The Backup/restore solution SHALL implement anti-replay mechanism. 

Furthermore a mechanism SHALL be implemented to ensure a reliable integrity control of backuped/restored information.
The key used to decipher the OMA DRM protected content SHALL be confidentially protected."
Indeed the conditions related to the backup/restore scenario deal woth a PC, which is an opened environment and does not offer reliable security features such like a smartcard based implementation.

	Status: OPEN / CLOSED

<provide response>

	A010
	2006.03.15
	
	6.1.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
Following requirement should be added:

"The exchange of the key used to decipher the OMA DRM protected content SHALL be protected with respect to confidentiality aspect "
Indeed considering the potential exchanges between the SRM agent and the DRM agent, only the key used to decipher the OMA DRM protected content is qualified as sensitive and to be confidentially protected. 

	Status: OPEN / CLOSED

<provide response>

	A011
	2006.03.15
	
	6.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
Following requirement should be added:

"The communication channel between the SRM agent and the DRM agent SHALL remain established during the consumption of the OMA DRM protected content by the DRM agent using rights stored within the SRM".
	Status: OPEN / CLOSED

<provide response>

	A012
	2006.03.15
	
	6.1
	Source: <Name or email>

Form: <INP doc, mtg, confcall 

The use of terms "device" instead of "DRM agent" in the high-level functional requirements should be clarified.
	Status: OPEN / CLOSED

<provide response>

	A013
	2006.03.15
	
	6.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
The requirement REQ-FCT-7 should be reworded from:
"Rights Issuer SHALL be able to indicate that the Rights MUST be stored in the secure removable media upon delivery."

To

"Rights Issuer SHALL be able to indicate that the Rights MUST not be stored in the secure removable media upon delivery."

Indeed the rights issuer can define a security policy defining which conditions can guarantee that a SRM agent can be trusted, and then receive the rights.
	Status: OPEN / CLOSED

<provide response>

	A014
	2006.03.15
	
	6.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
The requirement REQ-FCT-8 should be deleted. It is up to the DRM agent to manage the communication with the SRM agent. Otherwise what would be the featire aimed with such requirement?
	Status: OPEN / CLOSED

<provide response>

	A015
	2006.03.15
	
	6.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
The requirement REQ-FCT-9 is not clear: in which extent a rights issuer would be able to "restrict the transfer of rights"? once rights are transferred from the rights issuer to the DRM agent, then it is up to this DRM agent to manage the communication with the SRM agent.
	Status: OPEN / CLOSED

<provide response>

	A016
	2006.03.15
	
	6.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
The requirement REQ-FCT-5 should be reworded from:
"The SRM Agent SHALL be able to delete Rights on the secure removable media after the SRM Agent transfers Rights from the secure removable media to the device."
To
"It SHALL not be possible to use a Rights Object in a SRM as soon as its transfer has begun".

Indeed a rights object shall become unusable as soon as its transfer has been initiated, and it has to be guaranteed that once the rights object has been effectively transferred it is deleted from the SRM.

	Status: OPEN / CLOSED

<provide response>

	A017
	2006.03.15
	
	6.1
	Source: <Name or email>
Form: <INP doc, mtg, confcall 
The requirement REQ-FCT-6 should be reworded from:
"The DRM Agent on the device SHALL be able to delete Rights on the device after the DRM Agent transfers Rights from the device to the secure removable media."
To

"The DRM Agent on the device SHALL delete Rights on the device after the DRM Agent transfers Rights from the device to the secure removable media."

	Status: OPEN / CLOSED

<provide response>


Material being reviewed should be the named RD, AD or ERP (which carries the enabler) without the date string.











The review history table should list review meetings and not work sessions where responses developed.
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