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1 Reason for Change

After a review of the target TS the supporters of this contribution have identified some sections that require updates or enhancements to clarify the intention of the document, update some references, erase some useless text or simply correct some typos.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to apply the proposed changes to the latest version of the draft Technical Specification.

6 Detailed Change Proposal

Change 1:  Correction of out-dated references for ABNF and X.509 in section 2.1

2.1   Normative References

	[DM]
	“OMA Device Managemet Enabler ”, Version 1.2, Open Mobile Alliance™,  URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234] 

	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[TLS]
	“Transport Layer Security (TLS) Version 1.0”, IETF RFC 2246, Jan 1999

URL: http://www.ietf.org/rfc/rfc2246.txt

	[WAP-219-TLS]
	“WAP TLS Profile and Tunneling Specification “,WAP Forum ™, WAP-219-TLS-20010411-a, URL: http://www.openmobilealliance.org

	[RFC2817]


	"Upgrading to TLS Within HTTP/1.1," rfc 2817, R. Khare, S. Lawrence, May 2000.

URL: http://www.ietf.org/rfc/rfc2817.txt

	[RFC3280]
	"Internet X.509 Public Key Infrastructure Certificate and CRL Profile," rfc 2459, R. Housley, W. Ford, W. Polk, D. Solo, April 2002. URL: 
http://www.ietf.org/rfc/rfc3280.txt


Change 2:  The template provides paragraphs 2 and 3 as mutually exclusive. Due to the nature of this document the 3rd paragraph is not needed. Additionally, a new paragraph is proposed.

3.1  Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


On this document the use of the word “certificate” means “root certificate” except if stated otherwise.
Change 3:  The Introduction (section 4) contains some text that may not be very clear to first time readers. The following suggestions clarify the intention of the text.

4.   Introduction

OMA Device Management [DM] enabler defines a protocol (as well as a data format) that allows the provisioning of Management Objects [MO] to devices that support the enabler. Device Management enabler is generally implemented using a DM Server that stores the MOs to be transferred to a device management client using the DM protocol. Additionally, the devices can be first initialized (bootstrapped) in 3 different ways: at the factory, with a smartcard or via a DM server.
MOs can contain various types of information (e.g. configuration data, account information, white lists, etc) that can be used by the device depending on the functionality required by the OMA enabler that is implemented by the device. 

In the case of SEC_CF enabler MOs contain security related parameters required for the operation of SEC_CF enabler by the device. 

Change 4:  Some enhancements to the text in the 1st paragraph of section 5.1

5.1  Root Certificate MO

The Root Certificate MOs allow external entity, e.g. CA, to maintain the Root Certificate in the mobile terminal via DM enabler. The maintenance operations may be to add a new certificate, to update/replace a certificate and to delete a certificate. The update/replace operation can be done by adding a new certificate and deleting the old one.

As to adding a new certificate, the DM Server must specify the following elements in the ADD-CERTIFICATE commands to the DM Client:

· the ID of the Root Certificate

· the Root Certificate itself

Change 5:  Proposal to remove text that can be found in the AC/MO White Paper (from OMA DM).

5.1.2      Root Certificate MO parameters

This section provides a description of the elements of the Root Certificate MO.

1. <X>

This interior node acts as a placeholder for each set of certificate information. The name of this node will be assigned when it is created. 
· Occurrence: ZeroOrMore

· Format: Node

· Access Types: Get
· Values: N/A
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