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5.2
Structure and coding of TERMINAL PROFILE

Direction: terminal to UICC.

The command header is specified in TS 102 221 [Erreur ! Source du renvoi introuvable.] for a 3G platform and in TS 151 011 [Erreur ! Source du renvoi introuvable.] for a 2G platform.

Command parameters/data:

	Description
	Clause
	M/O/C
	Length

	Profile
	-
	M
	lgth


Profile:

· Contents:

· The list of CAT facilities that are supported by the terminal.

· Coding:

· 1 bit is used to code each facility:

· bit = 1: facility supported by terminal;

· bit = 0: facility not supported by terminal.

 […]

Seventeenth byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	TCP, UICC in client mode

	
	
	
	
	
	
	
	
	
	
	UDP, UICC in client mode

	
	
	
	
	
	
	
	
	
	
	TCP, UICC in server mode

	
	
	
	
	
	
	
	
	
	
	RFU, bit = 0


[…]

6.4.27.X
OPEN CHANNEL related to UICC Server Mode

This subclause applies only if class "e" is supported.

The UICC acts as TCP server for a client application (e.g. web browser) in the terminal. The terminal shall listen on the localhost IP address (e.g. 127.0.0.1 for IPv4) at the TCP port given in the command and forward incoming / outgoing data on this port to / from the UICC.
Upon receiving this command, the terminal shall decide if it is able to execute the command. If the terminal is able to execute the command,

the terminal shall listen on the indicated TCP port, and
it shall inform the UICC that the command has been successfully executed using TERMINAL RESPONSE with connection status set to "TCP in LISTEN state".
As soon as a client successfully establishes a connection to the TCP port, the terminal shall inform the UICC about this event by sending a channel status event with connection status set to "TCP in ESTABLISHED state".
Only one TCP connection can be handled on one BIP channel at any point of time. If a second connection in parallel is needed, the UICC shall open a second BIP channel on the same or a different port.

NOTE:
Several BIP channels may be associated to the same server port in LISTEN state. The terminal may choose any of these, if a connection request comes in from a client.

If a TCP disconnect occurs while the BIP connection is still open, the terminal
shall be ready to accept a new TCP connection on the server port of the BIP connection, and 
shall inform the UICC about the new connection status ("TCP in LISTEN state").

If the terminal is unable to process the command (the list is not exhaustive):

· If the command is rejected because the terminal has reached its maximum TCP server connection capabilities, the terminal informs the UICC using TERMINAL RESPONSE (Command beyond terminal’s capabilities)
· If the command is rejected because the requested TCP port is not available in the terminal, the terminal informs the UICC using TERMINAL RESPONSE (Bearer Independent Protocol error, port not available)
[…]

6.6.27.X
OPEN CHANNEL related to UICC Server Mode

	Description
	Clause
	M/O/C
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Buffer size
	8.55
	M
	Y
	C

	UICC/terminal interface transport level
	8.59
	M
	Y
	D


The UICC/terminal interface transport level shall be set to "TCP, UICC in server mode".
7.5.11
Channel status event

The following clauses apply if class "e" is supported.

7.5.11.1
Procedure

If the Channel status event is part of the current event list (as set up by the last SET UP EVENT LIST command, see clause 6.4.16), then, when the terminal detects one of the following changes:

· a state change in a TCP connection for UICC Server Mode (i.e. a transition to any of these states: TCP in LISTEN state, TCP in CLOSED state, TCP in ESTABLISHED state)
· a link enters an error condition;

· the user cancels the ongoing session, or

· any other error,

which is not resulting from the execution of a proactive command, or

· the link was established or link establishing failed

after an OPEN CHANNEL in background mode, the terminal shall inform the UICC that this has occurred, by using the ENVELOPE (EVENT DOWNLOAD - Channel status) command as defined in clause 7.5.11.2.

The channel identifier for a data channel shall not be released during a card session until the CLOSE CHANNEL command for this channel identifier has been successfully executed.

The terminal shall not empty the Rx/Tx buffers during the card session until the CLOSE CHANNEL command has been successfully executed.
[…]

8.6
Command details

[...]
· OPEN CHANNEL for CS, packet data service, local and Default (network) bearer:

· bit 1:
0 = on demand link establishment;



1 = immediate link establishment.

· bit 2:
0 = no automatic reconnection;



1 = automatic reconnection.

· bit 3:
0 = no background mode.



1 = immediate link establishment in background mode (bit 1 is ignored).

· bits 4 to 8: = RFU.

· OPEN CHANNEL for UICC Server Mode:

· This byte is RFU.

[...]

8.12.11
Additional information for Bearer Independent Protocol

This clause applies if class "e" or "f" is supported.

For the general result "Bearer Independent Protocol error", it is mandatory for the terminal to provide additional information, the first byte of which is defined below:

· '00' = No specific cause can be given;

· '01' = No channel available;

· '02' = Channel closed;

· '03' = Channel identifier not valid;

· '04' = Requested buffer size not available;

· '05' = Security error (unsuccessful authentication);

· '06' = Requested UICC/terminal interface transport level not available;

· '07' = remote device is not reachable (not present, not physically connected, switched off, etc.);

· '08' = Service error (service not available on remote device);

· '09' = Service identifier unknown;
· '0X' = Port not available.
All other values shall be interpreted by the UICC as '00'. The coding '00' shall only be used by the terminal if no others apply.

[...]
8.56
Channel status

	Byte(s)
	Description
	Length

	1
	Channel status tag
	1

	2
	Length (2)
	1

	3 to 4
	Channel status
	2


· Contents:

· The Channel status is a string of binary coded characters.

· Coding:

· byte 3:

· bit 1 to 3:
Channel identifier: 1 to 7;



Channel identifier 0 means "No channel available".
For CS, packet data service, local and Default (network) bearer:

· bit 4 to 7:
RFU.

· bit 8:
0 = Link not established or Packet data service not activated;



1 = Link established or Packet data service activated.

For UICC Server Mode:
· bit 4 to 6:
RFU.
· bit 7, 8:
00 = TCP in CLOSED state;



01 = TCP in LISTEN state;


10 = TCP in ESTABLISHED state


11 = reserved
· byte 4:

· '00' = No further info can be given;

· '01' = Not used;

· '02' = Not used;

· '03' = Not used;

· '04' = Not used;

· '05' = Link dropped (network failure or user cancellation);

· all other values are reserved.

[…]
8.59
UICC/terminal interface transport level

This clause applies if class "e" is supported.

	Byte(s)
	Description
	Length

	1
	UICC/terminal interface transport level tag
	1

	2
	Length = "03"
	1

	3
	Transport protocol type
	1

	4 to 5
	Port number
	2


· Coding of the Transport protocol type:

· '01': UDP, UICC in client mode (as defined in RFC 768 [9]);

· '02': TCP, UICC in client mode (as defined in RFC 793 [10]);

· '03': TCP, UICC in server mode (as defined in RFC 793 [10]);

· all other values are reserved.

· Coding of the Port number:

· integer.
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