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1 Reason for Contribution

This contribution proposes the text for the form to submit to IANA asking to allocate a TLS port number for the SCWS

2 Summary of Contribution

Includes the text for the different sections in the form to submit to IANA

3 Detailed Proposal

· Your Name:
Ilan Mahalal
· Your E-mail: 
imahalal@axalto .com

· 
What is the protocol-number between the user machine and the server machine?
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 TCP




1. What message formats are used?
[The sequence of fields in a message. For example, length, opcode, argument, filename, null.]

TLS messages that must be rerouted to a smart card, that is plugged into the device (e.g. mobile handset), over a local transport protocol which was previously agreed between the device and the smart card.

2. What message types are used?
[The kinds of messages in the protocol. For example, request, reply, cancel, interrupt.]

TLS messages


3. What message op codes are used?
[The operation codes in the protocol. For example, read, write, delete, restore.]
TLS messages


4. What message sequences are used?
[The allowed sequences of messages. For example, a client sends a request and must wait for a reply from the server, except it can send a cancel.]

TLS handshake and other TLS sub protocols



5. What functions are performed by this protocol?
Secure the link between the smart card and the host device by allowing mutual authentication, confidentiality and integrity between the two devices (e.g. a mobile phone accessing applications in the smart card).


6. Is either broadcast or multicast used?
[image: image2.wmf]Yes [image: image3.wmf]No 

If yes, how and what for?
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7. Please give us a technical description of your proposed use of the user port number. (At least 2 paragraphs)

An application running in the device (e.g. mobile phone) wants to establish a secure connection with an application in the smart card. The connection is established via this new port number and a gateway in the device is rerouting the TLS packets to the smart card over a dedicated transport protocol that was previously established between the device and the smart card. This solution guarantees interoperability in all devices. This request is made in the context of a work done in the Open Mobile Alliance (OMA). This work item deals mainly with HTTP applications in the device (e.g. mobile phone) that want to establish a secure connection with an HTTP server running in the smart card. The group that is working on specifications for this work item is OMA-SEC-SCT (http://www.openmobilealliance.org/). The HTTP communication with the smart card will be established on the current “smartcard” port 3615.

8. What is the proposed name of the user port number? (For example: Super User Message Service) 
[image: image5.wmf]

smartcard-TLS


9. What SHORT name (14 CHARACTER MAXIMUM) do you want associated with this port number? (For example: sums)
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smartcard-TLS


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on the above text and submit the form to IANA
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