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1 Reason for Change

Clarify comparison rules for unsafe and reserved characters.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the members of SEC-SCT to review this change request and to update the technical specification accordingly.

6 Detailed Change Proposal

6.2.1
Triggering

Upon receipt of a client request, after security processing, the SCWS SHALL determine if any interception application is available to capture the request and trigger it. The following URL path mapping rules are used:

· The SCWS finds all interception applications that are mapped to the exact request URL “abs_path”. 

· The SCWS recursively finds all applications that are mapped to the path-prefix. This is done by stepping along the path tree a directory at a time, using the ’/’ character as a path separator.

The SCWS SHALL apply this search until no more interception applications fulfil the triggering condition for the incoming request. Then the SCWS SHALL continue the procedure as explained in section 6.3.1.
The SCWS SHALL use case-sensitive string comparisons for matching. Characters other than those in the “reserved” and “unsafe” sets (see RFC 2396) are equivalent to their “"%" HEX HEX” encoding.
The invocation order of interception applications is not significant and is left to implementation.

Interception applications which intend to capture a large number of requests (e.g. mapped on “/*”) SHOULD be designed to have a minimal performance impact on the SCWS.

Please refer to the section 13.1.5.9 on how to map requests to an application.

6.3.1
Triggering

Upon receipt of a client request, after interception application processing, the SCWS SHALL determine if an application is available to serve the request. The following URL path mapping rules are used in order. The first successful match is used with no further matches attempted:

· The SCWS tries to find an application that is mapped to the exact request URL “abs_path”.

· If not found the SCWS tries recursively to find an application that is mapped to the longest path-prefix. This is done by stepping along the path tree a directory at a time, using the ’/’ character as a path separator.

· If no application is found the SCWS attempts to serve an appropriate content for the resource requested (e.g. static resource or error).

The SCWS SHALL use case-sensitive string comparisons for matching. Characters other than those in the “reserved” and “unsafe” sets (see RFC 2396) are equivalent to their “"%" HEX HEX” encoding.
Please refer to the section 13.1.5.9 on how to map a request to an application.
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