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1 Reason for Change

This change request updates the SCWS 1.2 ETR documents according to the new functionalities provided by the SCWS 1.2 Technical Specification.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the members of ARC SCT to review this Change Request and to update the ETR document accordingly.

6 Detailed Change Proposal

Change 1:  Update of the normative references (section 2.1)
2.1 Normative References

	[…]

	

	[HTTP/1.1]
	“Hypertext Transfer Protocol -- HTTP/1.1”, RFC 2616, June 1999, 
URL: http://www.ietf.org/rfc/rfc2616.txt

	[OMA Push Enabler]
	“Enabler Release Definition for Push Version 2.2”, Open Mobile Alliance™, OMA-ERELD-Push-

V2_2,

URL: http://www.openmobilealliance.org/

	[OMA SIP Push Enabler]
	“Session Initiation Protocol (SIP) Push”, Open Mobile Alliance™, OMA-ERP-SIP_Push-

V1_0, 
URL: http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[…]
	


Change 2:  Update of the Mandatory Test Requirements (section 5.1.1)

5.1.1 Mandatory Test Requirements

Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.1.1 SCWS Admin Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ADM_C_M_01
	Full administration protocol:

Using BIP or TCP/IP
	Required to test whether Full administration protocol using BIP or TCP/IP is processed properly.

	
	ADM_C_M_12
	BIP transport protocol

Be able to open an additional BIP channel “TCP, UICC in client mode” for SCWS administration
	Required to test whether the SCWS admin client can open a connection with a remote administration server using an additional BIP channel “TCP, UICC in client mode”.
Explicit testing of this transport protocol is not required. Implicit testing thanks to the implementation of the Full administration protocol is sufficient.

	
	ADM_C_M_13
	TCP/IP protocol 
Be able to open a remote TCP/IP connection using Ethernet Emulation Model (EEM) subclass for SCWS administration
	Required to test whether the SCWS admin client can open a direct TCP/IP connection with a remote administration server using the Ethernet Emulation Model (EEM) subclass. 
Explicit testing of this transport protocol is not required. Implicit testing thanks to the implementation of the Full administration protocol is sufficient.

	
	ADM_C_M_02
	Admin-server settings:

Default configuration resources
	Required to test whether the SCWS Admin Client can retrieve default configuration resources.

	
	ADM_C_M_03
	HTTP POST request of card administration agent
	Verify that all mandatory fields of HTTP POST request of card administration agent are present and valid. 

	
	ADM_C_M_04
	Retry management

Resume mode
	Required to test whether the resume mode of retry management is processed properly.

	
	ADM_C_M_05
	Retry management
SMS-MO emitted if the administration session is abandoned
	Required to test whether the SMS-MO of retry management is emitted properly if the administration session is abandoned.

	
	ADM_C_M_06
	Remote administration request tag
	Support for all tags used for the remote administration and retry management.

	
	ADM_C_M_07
	TLS 1.0 protocol
	Required to test whether TLS 1.0 protocol is processed properly. Implicit testing of TLS 1.0 Protocol is sufficient.  Explicit testing of TLS 1.0 is not required.

	
	ADM_C_M_08
	PSK-TLS protocol
	Required to test whether PSK-TLS protocol is processed properly. Implicit testing of PSK-TLS Protocol is sufficient.  Explicit testing of PSK-TLS is not required.

	
	ADM_C_M_08_A
	TLS Cipher-Suite TLS_PSK_WITH_3DES_EDE_CBC_SHA
	Required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_3DES_EDE_CBC_SHA is processed properly. Implicit testing of the cipher-suite is sufficient.

	
	ADM_C_M_08_B
	TLS Cipher-Suite TLS_PSK_WITH_AES_128_CBC_SHA
	Required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_AES_128_CBC_SHA is processed properly. 
Implicit testing of the cipher-suite is sufficient.

	
	ADM_C_M_08_C
	TLS Cipher-Suite TLS_PSK_WITH_NULL_SHA
	Required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_NULL_SHA is processed properly. Implicit testing of the cipher-suite is sufficient.

	
	ADM_C_M_09
	Fragment Negotiation in TLS
	Required to test whether Fragment Negotiation in TLS is processed properly. 
Implicit testing of Fragment Negotiation in TLS Protocol is sufficient.  Explicit testing of Fragment Negotiation in TLS is not required.

	
	ADM_C_M_10
	Trigger the administration session by receiving a secure SMS.
	Required to test whether the administration session can be triggered properly by receiving a secure SMS.

	
	ADM_C_M_11
	Ability to process POST response from Remote SCWS admin server implementing the SCWS V1.0
	Required to test whether the POST response from Remote SCWS admin server implementing the SCWS V1.0 is processed properly.

	Error Flow
	ADM_C_M_99
	Triggering of an administration session through a secure SMS: 
Admin client is not able to store the request and responds SW “9300”.
	Required to test whether Admin client uses “9300” status word when it is not able to store the administration session triggering request sent using a secure SMS.

	
	
	
	


Table 1: Applicability Table for Enabler SCWS Admin Client Mandatory Test Requirements
5.1.1.2 Remote SCWS Admin Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ADM_S_M_01
	Implement the “SCWS Full administration protocol”
	Required to test whether SCWS Full administration protocol is processed properly.

	
	ADM_S_M_02
	Trigger the administration session by sending a secure SMS to the smart card
	Required to test whether the administration session can be triggered properly by sending a secure SMS to the smart card.

	
	ADM_S_M_03
	HTTP POST response of remote administration server
	Required to test whether the status code of the HTTP POST response is processed properly.

	
	ADM_S_M_04
	Lightweight administration protocol


	Required to test whether the Lightweight administration protocol is supported properly.

	
	ADM_S_M_07
	TLS 1.0 protocol
	Required to test whether TLS 1.0 protocol is processed properly. Implicit testing of TLS 1.0 protocol is sufficient.  Explicit testing of TLS 1.0 protocol is not required.

	
	ADM_S_M_08
	PSK-TLS protocol
	Required to test whether PSK-TLS protocol is processed properly. Implicit testing of PSK-TLS protocol is sufficient.  Explicit testing of PSK-TLS protocol is not required.

	
	ADM_S_M_06_A
	TLS Cipher-Suite TLS_PSK_WITH_3DES_EDE_CBC_SHA
	Required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_3DES_EDE_CBC_SHA is processed properly. Implicit testing of the cipher-suite is sufficient

	
	ADM_S_M_06_B
	TLS Cipher-Suite TLS_PSK_WITH_AES_128_CBC_SHA
	Required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_AES_128_CBC_SHA is processed properly. Implicit testing of the cipher-suite is sufficient

	
	ADM_S_M_06_C
	TLS Cipher-Suite TLS_PSK_WITH_NULL_SHA
	Required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_NULL_SHA is processed properly. Implicit testing of the cipher-suite is sufficient

	Error Flow
	
	
	

	
	
	
	


Table 2: Applicability Table for Enabler Remote SCWS Admin Server Mandatory Test Requirements
5.1.1.3 SCWS Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	C_M_01
	Use the SCWS URL to access the SCWS
	Required to test whether SCWS can be accessed by the SCWS Client.

	
	C_M_02
	Override the default caching algorithms using HTTP ‘Cache-Control’  general-header.
	Required to test whether default caching algorithms can be override using HTTP Cache-Control general-header.

	
	C_M_03
	HTTP cache mechanim base on the Entity-Tag validators.
	Required to test whether cache mechanism based on the Entity-Tag validator is processed properly.

	
	C_M_04
	Decode http response entity based on the Content-Encoding header.
	Required to test whether compressed entity based on the Content-Encoding header is processed properly.

	Error Flow
	
	
	

	
	
	
	


Table 3: Applicability Table for Enabler SCWS Client Mandatory Test Requirements
5.1.1.4 SCWS Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	S_M_01
	Use the SCWS URL with a length up to 1024 characters to access the SCWS
	Required to test whether SCWS supports URLs with a length up to 1024 characters.

	
	S_M_02
	Dynamic Content
	Required to test whether SCWS application may dynamically create content.

	
	S_M_03
	Use local transport protocols with the client device (BIP transport protocol or TCP/IP protocol)
	Required to test whether at least one local transport protocol can be used with the client device (i.e BIP, or TCP/IP).

	
	S_M_24
	BIP transport protocol:

Be able to open at least 2 BIP channels in “TCP, UICC in server mode” 
	Required to test whether SCWS can open at least 2 BIP channels in “TCP, UICC in server mode”.
Explicit testing of this transport protocol is not required. Implicit testing when accessed by the client device is sufficient.

	
	S_M_25
	TCP/IP protocol:
Be able to open a local TCP/IP connection using Ethernet Emulation Model (EEM) subclass 
	Required to test whether SCWS can open a direct TCP/IP connection with Ethernet Emulation Model (EEM) subclass.
Explicit testing of this transport protocol is not required. Implicit testing when accessed by the client device is sufficient.

	
	S_M_04
	Concurrency with other CAT application
	Required to test whether the concurrency with other CAT application is processed properly. 

	
	S_M_05
	Compliance with HTTP 1.1
	Required to test whether HTTP 1.1 profile is processed properly. 

Implicit testing of HTTP 1.1 is sufficient.  Explicit testing of HTTP 1.1 is not required other than what is specifically called in ETR.

	
	S_M_06
	HTTP GET Request
	Required to test whether HTTP GET Request is processed properly.

	
	S_M_07
	HTTP HEAD Request
	Required to test whether HTTP HEAD Request is processed properly.

	
	S_M_08
	HTTP POST Request
	Required to test whether HTTP POST Request is processed properly.

	
	S_M_09
	HTTP Authorisation request header
	Required to test whether HTTP Authorisation request header is processed properly.

	
	S_M_10
	HTTP WWW-Authenticate response header
	Required to test whether HTTP WWW-Authenticate response header is processed properly.

	
	S_M_11
	HTTP Basic authentication
	Required to test whether HTTP basic authentication is executed properly.

	
	S_M_12
	Administration commands:

PUT HTTP request
	Required to test whether PUT administration command is processed properly.

	
	S_M_13
	Administration commands:

DELETE HTTP request
	Required to test whether DELETE administration command is processed properly.

	
	S_M_14
	Administration commands

POST HTTP request
	Required to test whether POST administration command is processed properly.

	
	S_M_15
	Administration commands:

GET HTTP request
	Required to test whether GET administration command is processed properly.

	
	S_M_26
	Administration commands:

HEAD HTTP request
	Required to test whether HEAD administration command is processed properly.

	
	S_M_16
	Special administration commands 
	Required to test whether SCWS administration commands are processed properly.

	
	S_M_17
	Response to admin commands within the POST command:

Pragma header
	Required to test whether Pragma header can be used properly within the POST command.

	
	S_M_18
	Lightweight administration protocol
	Required to test whether Lightweight administration protocol is supported properly

	
	S_M_19
	Administration commands:

DELETE directory
	Required to test whether DELETE directory administration command is processed properly.

	
	S_M_20
	Cache mechanism based on Entity-tag validates
	Required to test whether cache mechanism based on Entity-tag validators is processed properly.

	
	S_M_21
	Administration commands:

PUT  with gzip Content-Encoding
	Required to test whether PUT resource with gzip Content-Encoding is processed properly.

	
	S_M_22
	Administration commands:

PUT with Cache-Controle information. 
	Required to test whether PUT resource with Cache-Controle header is processed properly.

	
	S_M_23
	Administration commands not allowed accessing the URI requested in the request.
	Required to test that the Administration commands are rejected when access to the requested URI is not allowed

	Error Flow
	S_M_99
	Response to admin commands within the POST command:

HTTP response status code “403” for non-executed admin commands
	Required to test whether HTTP response status code “403” for non-executed admin is interpreted correctly.

	
	S_M_98
	Response to admin commands within the POST command for non-executed admin commands:

Error result string: code error
	Required to test whether correct Error strings are returned.


Table 4: Applicability Table for Enabler SCWS Server Mandatory Test Requirements
5.1.1.5 Device

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	D_M_01
	Use local transport protocols with the smart card  (BIP transport protocol or TCP/IP protocol)
	Required to test whether local transport protocols can be used with smart card. i.e. BIP protocol or TCP/IP protocol

	
	D_M_02
	BIP transport protocol:

Be able to open at least 2 BIP channels in “TCP, UICC in server mode” 
	Required to test whether terminal can open at least 2 BIP channels in “TCP, UICC in server mode”.

	
	D_M_03
	BIP transport protocol:
Be able to open an additional BIP channel “TCP, UICC in client mode” for SCWS administration
	Required to test whether terminal can open an additional BIP channel “TCP, UICC in client mode” for SCWS administration.

	
	D_M_04
	TCP/IP protocol:
Be able to open a local TCP/IP connection using Ethernet Emulation Model (EEM) subclass 
	Required to test whether terminal can open a direct TCP/IP connection with Ethernet Emulation Model (EEM) subclass with SCWS.

	
	D_M_05
	TCP/IP protocol: 
Be able to open a remote local TCP/IP connection using Ethernet Emulation Model (EEM) subclass
	Required to test terminal can open a direct TCP/IP connection with a remote administration server using Ethernet Emulation Model (EEM) subclass. 

	Error Flow
	
	
	

	
	
	
	


Table 5: Applicability Table for Enabler ME Mandatory Test Requirements

Change 3:  Update of the Optional Test Requirements (section 5.1.2)

5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

Additionally, important conformance test requirements MAY be listed.

These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.1.6 SCWS Admin Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ADM_C_O_01
	Trigger the administration session by a local event
	Required to test whether an administration session can be triggered by a local event.

	
	ADM_C_O_03
	Trigger the administration session by receiving an OMA SIP Push message
	Required to test whether the administration session can be triggered properly by receiving an OMA SIP Push Enabler.

	
	ADM_C_O_02
	Trigger several administration sessions.
	Required to test whether several administration sessions could be triggered and processed properly.

	
	ADM_C_O_04
	TLS 1.1 protocol
	Required to test whether TLS 1.1 protocol is processed properly. Implicit testing of TLS 1.1 protocol is sufficient. Explicit testing of TLS 1.1 protocol is not required.

	
	ADM_C_O_05
	TLS 1.2 protocol 
	Required to test whether TLS 1.2 protocol is processed properly. Implicit testing of TLS 1.2 protocol is sufficient. Explicit testing of TLS 1.2 protocol is not required.

	
	ADM_C_O_06
	TLS Cipher-Suite TLS_PSK_WITH_AES_128_CBC_SHA256
	When using TLS 1.2 protocol, required to test whether PSK-TLS using cipher-suite. TLS_PSK_WITH_AES_128_CBC_SHA256 is processed properly. Implicit testing of the cipher-suite is sufficient.

	
	ADM_C_O_05
	TLS Cipher-Suite TLS_PSK_WITH_NULL_SHA256
	When using TLS 1.2 protocol, required to test whether PSK-TLS using cipher-suite. TLS_PSK_WITH_NULL_SHA256 is processed properly. Implicit testing of the cipher-suite is sufficient.

	Error Flow
	ADM_C_O_06
	Triggering of an administration session through the OMA SIP Push Enabler: Admin client is not able to store the request and responds HTTP response with status code = 503.
	Required to test whether Admin client returns a HTTP response with status code = 503 when it is not able to store the administration session triggering request sent using an OMA SIP Push message.

	
	
	
	


Table 6: Applicability Table for Enabler SCWS Admin Client Optional Test Requirements
5.1.1.7 Remote SCWS Admin Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ADM_S_O_01
	TLS extensions supported:

Maximum Fragment Length Negotiation
	Required to test whether TLS extensions are processed properly.

	
	ADM_S_O_02
	TLS 1.1 protocol
	Required to test whether TLS 1.1 protocol is processed properly. Implicit testing of TLS 1.1 protocol is sufficient. Explicit testing of TLS 1.1 protocol is not required.

	
	ADM_S_O_03
	TLS 1.2 protocol 
	Required to test whether TLS 1.2 protocol is processed properly. Implicit testing of TLS 1.2 protocol is sufficient. Explicit testing of TLS 1.2 protocol is not required.

	
	ADM_S_O_04
	TLS Cipher-Suite TLS_PSK_WITH_AES_128_CBC_SHA256
	When using TLS 1.2 protocol, required to test whether PSK-TLS using cipher-suite. TLS_PSK_WITH_AES_128_CBC_SHA256 is processed properly. Implicit testing of the cipher-suite is sufficient.

	
	ADM_S_O_05
	TLS Cipher-Suite TLS_PSK_WITH_NULL_SHA256
	When using TLS 1.2 protocol, required to test whether PSK-TLS using cipher-suite. TLS_PSK_WITH_NULL_SHA256 is processed properly. Implicit testing of the cipher-suite is sufficient.

	
	ADM_S_O_06
	Trigger the administration session by sending an OMA SIP Push message to the smart card
	Required to test whether the administration session can be triggered properly by sending an OMA SIP Push message to the smart card.

	Error Flow
	
	
	

	
	
	
	


Table 7: Applicability Table for Enabler Remote SCWS Admin Server Optional Test Requirements
5.1.1.8 SCWS Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	C_O_01
	TLS 1.0 protocol
	Required to test whether TLS 1.0 protocol is processed properly.

Implicit testing of TLS 1.0 protocol is sufficient.  Explicit testing of TLS 1.0 protocol is not required.

	
	C_O_02
	PSK-TLS protocol
	Required to test whether PSK-TLS protocol is processed properly.

Implicit testing of PSK-TLS protocol is sufficient.  Explicit testing of PSK-TLS is not required.

	
	C_O_03
	HTTP Basic authentication
	Required to test whether HTTP basic authentication is executed properly.

	
	C_O_04
	Support for HTTP Digest authentication
	Required to test whether HTTP Digest authentication is executed properly.

	
	C_O_05
	TLS 1.1 protocol
	Required to test whether TLS 1.1 protocol is processed properly. Implicit testing of TLS 1.1 protocol is sufficient. Explicit testing of TLS 1.1 protocol is not required.

	
	C_O_06
	TLS 1.2 protocol 
	Required to test whether TLS 1.2 protocol is processed properly. Implicit testing of TLS 1.2 protocol is sufficient. Explicit testing of TLS 1.2 protocol is not required.

	
	C_O_07
	TLS Cipher-Suite TLS_PSK_WITH_AES_128_CBC_SHA256
	When using TLS 1.2 protocol, required to test whether PSK-TLS using cipher-suite. TLS_PSK_WITH_AES_128_CBC_SHA256 is processed properly. Implicit testing of the cipher-suite is sufficient.

	
	C_O_08
	TLS Cipher-Suite TLS_PSK_WITH_NULL_SHA256
	When using TLS 1.2 protocol, required to test whether PSK-TLS using cipher-suite TLS_PSK_WITH_NULL_SHA256 is processed properly. Implicit testing of the cipher-suite is sufficient.

	Error Flow
	
	
	

	
	
	
	


Table 8: Applicability Table for Enabler SCWS Admin Client Optional Test Requirements
5.1.1.9 SCWS Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	S_O_01
	Support for HTTP Digest authentication
	Required to test whether HTTP Digest authentication is executed properly.

	
	S_O_02
	Support for server public key pair and certificate over TLS
	Required to test whether Public Key Pair and device certificate is processed properly by the server authentication.

	
	S_O_03
	Deliver an ACP data object
	Required to test whether ACP data object can be delivered.

	
	S_O_04
	UICC File access with URI
	Required to test whether access to UICC files is processed properly.

	
	S_O_05
	Content audit
	Required to test whether audit of the SCWS content is processed properly.

	
	S_O_06
	User self-care administration
	Required to test whether user self-care administration is processed properly.

	
	S_O_07
	Support of HTTPS with PK TLS
	Required to test whether HTTPS with PK TLS protocol using BIP or TCP/IP is processed properly.

	
	S_O_08
	Support of HTTPS with PSK-TLS
	Required to test whether HTTPS with PSK-TLS protocol using BIP or TCP/IP is processed properly.

	
	S_O_09
	Fragment Negotiation in TLS
	Required to test whether Fragment Negotiation in TLS is processed properly.

Implicit testing of Fragment Negotiation in TLS Protocol is sufficient.  Explicit testing of Fragment Negotiation in TLS is not required.

	
	S_O_10
	Pipelined administrative commands
	Required to test whether pipelined administrative commands are processed properly.

	
	S_O_11
	Error flow on the optional features
	Required to test error flow for the optional features.

	Error Flow
	
	
	

	
	
	
	


Table 9: Applicability Table for Enabler SCWS Server Optional Test Requirements
5.1.1.10 Device

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	D_O_01
	Mnemonic names associated to the SCWS
	Required to test whether mnemonic names are associated with the SCWS.

	
	D_O_02
	Device implements a “trusted execution environment”
	Required to test whether a “trusted execution environment” is processed properly.

	
	D_O_03
	Retrieve the ACP from the SCWS
	Required to test whether the ACP from the SCWS can be retrieved properly.

	
	D_O_04
	SCWS ACP enforcer
	Required to test whether the SCWS ACP enforcer is processed properly by the terminal.

	
	D_O_05
	Forward the triggering message received by an OMA SIP Push Enabler to the card administration agent using a HTTP POST request.
	Required to test whether the administration session can be triggered properly by sending an OMA SIP Push Enabler.

	Error Flow
	
	
	

	
	
	
	


Table 10: Applicability Table for Enabler ME Optional Test Requirements

Change 4:  Update of the Enabler dependencies (section 5.3)

5.2 Enabler Dependencies

This section should outline what dependencies (if any) Enabler Smart Card Web Server V1.2 has on other Enablers (e.g. underlying protocols needed to support the Enabler)

In addition to the use of a secure SMS to trigger a remote administration session, Smart Card Web Server V1.2 defines the possibility to send this triggering message using an OMA SIP Push message as defined by [OMA SIP Push Enabler].
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