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1 Reason for Contribution

This contribution will clarify SUPM goals, objectives, and requirements.
2 Summary of Contribution

This contribution clarifies and emphasizes some key requirements for SUPM.
3 Detailed Proposal

1. Introduction

This contribution addresses the issue of how SUPM should access and manage the same data stored in different locations, and proposes a way forward.
2. SUPM requirements
The current RD has a very large number of requirements specifying specific enabler parameterization data items as needing to be able to be accessed/managed.  The RD does specify requirements to let the Service Provider (SP) identify additional data items to be accessed/managed (extensibility) in ServUserProf -CRT-007.  
However, the current RD does not completely clarify all the requirements.  In order to get at the key requirements, we need to understand what problem the SP is trying to solve and how SUPM will be deployed to accomplish this.  
3. Diffuse and replicated data
One major problem is that SPs have rolled out many, many applications and enablers, each of which has gathered user information so that the services can be personalized and contextualized in order to deliver an optimal user experience.  Unfortunately, this “let the flowers bloom” approach makes each service into its own independent “silo”.  Users end up supplying the same pieces of information multiple times so each service can personalize itself, and this information is in turn stored/managed in different physical locations at different layers in the service environment.  For example, the user may provide his FirstName as “Jim.” in one service, as “Jimmy” in a 2nd service, and possibly as “James” in a 3rd service. And when any of this information changes, the user has to manually update all of his/her services because each has a separate copy of the information.  In the Jim example, the end user would need to have all 3 services (and possibly others) of the FirstName storage being updated in a coordinated and consistent manner.
SUPM requires data to be consolidated from different sources

	ServUserProf-MAN-002
	The ServUserProf Enabler SHALL be able to consolidate (e.g. through aggregation, federation) Service User Profile data from different sources in order to present data through the Service User Profile Data Model.


and similarly when modifying that very same data.  In the “Jim” example it is clearly a pre-requisite that the user’s FirstName instances is consistent otherwise it cannot be consolidated (i.e. in the Jim example it is not possible to consistently present FirstName to the SUPM Data Requestor: is “Jim”, “Jimmy” or “James” presented?), and if a modify operation is being performed, which of the 3 service instances of FirstName should SUPM modify (i.e. “Jim”, “Jimmy” or “James”)?  

The problem becomes even more apparent, if during a write operation SUPM modifies the 1st service instance of FirstName, but in a subsequent read operation it presents the 2nd service instance of FirstName.
4. Overcoming the problem
To overcome this troublesome situation, we must introduce a common place and way to access/manage the user’s information, much like SPs deploy a common security gateway that authorizes all requests.  When first deployed, this common access/management mechanism (i.e., SUPM) will be an overlay system on top of existing applications/enablers that already have their own user information.  When configuring SUPM, the SP will describe how to “access” the possibly multiple user data instances (e.g., by using some application/enabler interfaces, or by using database or repository interfaces) for each required data item that the SP wants to expose.  In the beginning, User data items will be accessed/managed by the (possibly multiple) existing owners (application or enabler) plus SUPM.  Over time, the applications/enablers should be converted to make use of the data items available through SUPM, and stop using their own local versions of those data items.  Until that endgame is reached however, SUPM will need to manage the existence of multiple, perhaps unsynchronized values for each user data item.  Note also that the applications/enablers must continue to support the existing interfaces used to access/manage user profile data, so the data items (in individual applications/enablers) may be being updated through that path in addition to through SUPM.
For update operations, SUPM will need to be able to “write” the new values into possibly multiple places controlled by applications/enablers or data repositories.  For read operations, we need to decide how to handle the situation where there are multiple places for the same data item, and the values are different.  Delete operations can be handled similarly to update.  Create operations will require the introduction of a new data item using SUPM storage.
5. Conclusion
In order for SUPM to fully meet the requirements of consistent data access and consolidation (both for reading and writing operations), SUPM must ensure consistency of all data operations on service user data which may be stored and replicated across multiple storage repositories.
Consequently, the SUPM requirements need to be updated to explicitly state this implicit need, and the architecture and technical specifications must clearly be designed to meet the situation in the real world.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommend to agree that the problem described in this contribution is a major problem, and identify how the problem is to be resolved in SUPM V1_0.
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