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1. Scope
This document provides the LDAP protocol binding for the operations of the SUPM-1 interface.

2. References
2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[SUPM-RD]
	“OMA Service User Profile Management Requirements”, Open Mobile Alliance™,

 OMA-RD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[SUPM-AD]
	“OMA Service User Profile Management Architecture”, Open Mobile Alliance™,

 OMA-AD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™,
OMA-ORG-Dictionary, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Application
	See [OMADICT]

	Authorized Principal
	See [OMADICT]

	Principal
	See [OMADICT]

	Resource
	See [OMADICT]

	Service
	See [OMADICT]

	Service Provider
	See [OMADICT]

	Service User Profile
	See [SUPM-RD]

	User Profile
	See [OMADICT]

	User
	See [OMADICT]

	User’s Characteristic Description Information
	See [SUPM-RD]

	SUPM Data View
	See [SUPM-AD]


3.3 Abbreviations

	AD
	Architecture Document

	LDAP
	Lightweight Directory Access Protocol

	OMA
	Open Mobile Alliance

	SUPM
	Service User Profile Management


4. Introduction
 (Informative)

The Service User Profile Management (SUPM) enabler provides a standardized interface to access and manage the data related to Service User Profile, with which applications and/or enablers can create, read, update and delete those data in order to support contextualization and personalization of the User’s services.

This interface supports requests to create/read/update/delete Service User Profile data, and the corresponding responses. 
This specification described the mapping of these operations for LDAP.
4.1 Version 1.0

This document covers all requirements [SUPM-RD] of SUPM V 1.0.
5. SUPM LDAP Binding principles
6. Operations/messages
 (Normative)

This section describes the SUPM operations/Messages supported by the SUPM LDAP Binding.
A data consumer is able to initiate the following operations:
a) Create service user profile information
b) Read service user profile information
c) Update service user profile information
d) Delete service user profile information
6.1 Service User Profile Management
[General information as:  Create, Read, Delete , Update messages shall comply with IETF RFC 4511]

6.1.1 Create 
 [Mapping principles : mapped  to LDAP AddRequest Message or LDAP Modify Request Message, and corresponding response messages]
6.1.2 Read 

 [Mapping principles : mapped to LDAP SearchRequest Message and corresponding response messages]

6.1.3 Update 

 [Mapping principles : mapped to LDAP ModifyRequest Message and corresponding response messages]
6.1.4 Delete 

 [Mapping principles : mapped to LDAP DelRequest Message or LDAP ModifyRequest messages and corresponding response messages]
7. Specific security considerations

[List here mapping of general security and privacy requirements (as defined in RD, AD, or generic TS) in case of LDAP. This include LDAP bind messages for LDAP sessions, LDAP access control mechanisms.]

8. <Other chapters as needed>
< Add other chapters to correspond to abstract specification> 
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Reference
	Date
	Sections
	Description

	Draft Versions


	XX April 2010
	all
	Baseline for the document

	
	
	
	

	Candidate Version:


	
	
	


Appendix B. Static Conformance Requirements
(Normative)

B.1 SUPM Component
B.1.1 Operations

	Item
	Function
	Reference
	Status
	Requirement

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Appendix C. SUPM-1 LDAP sequence diagram
(Informative)

 [Probably one sequence diagram is sufficient for LDAP. May include LDAP bind sequence.]
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