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1 Reason for Change

R01: Alcatel-Lucent Comments

This change introduces the description of the LDAP Binding for the update operation. 
LDAP ModifyRequest in RFC 4511:
4.6.  Modify Operation

   The Modify operation allows a client to request that a modification

   of an entry be performed on its behalf by a server.  The Modify

   Request is defined as follows:

        ModifyRequest ::= [APPLICATION 6] SEQUENCE {

             object          LDAPDN,

             changes         SEQUENCE OF change SEQUENCE {

                  operation       ENUMERATED {

                       add     (0),

                       delete  (1),

                       replace (2),

                       ...  },

                  modification    PartialAttribute } }

   Fields of the Modify Request are:

   - object: The value of this field contains the name of the entry to

     be modified.  The server SHALL NOT perform any alias dereferencing

     in determining the object to be modified.

   - changes: A list of modifications to be performed on the entry.  The

     entire list of modifications MUST be performed in the order they

     are listed as a single atomic operation.  While individual

     modifications may violate certain aspects of the directory schema

     (such as the object class definition and Directory Information Tree

     (DIT) content rule), the resulting entry after the entire list of

     modifications is performed MUST conform to the requirements of the

     directory model and controlling schema [RFC4512].

     -  operation: Used to specify the type of modification being

        performed.  Each operation type acts on the following

        modification.  The values of this field have the following

        semantics, respectively:

           add: add values listed to the modification attribute,

           creating the attribute if necessary.

           delete: delete values listed from the modification attribute.

           If no values are listed, or if all current values of the

           attribute are listed, the entire attribute is removed.

           replace: replace all existing values of the modification

           attribute with the new values listed, creating the attribute

           if it did not already exist.  A replace with no value will

           delete the entire attribute if it exists, and it is ignored

           if the attribute does not exist.

     -  modification: A PartialAttribute (which may have an empty SET

        of vals) used to hold the attribute type or attribute type and

        values being modified.

   Upon receipt of a Modify Request, the server attempts to perform the

   necessary modifications to the DIT and returns the result in a Modify

   Response, defined as follows:

        ModifyResponse ::= [APPLICATION 7] LDAPResult

   The server will return to the client a single Modify Response

   indicating either the successful completion of the DIT modification,

   or the reason that the modification failed.  Due to the requirement

   for atomicity in applying the list of modifications in the Modify

   Request, the client may expect that no modifications of the DIT have

   been performed if the Modify Response received indicates any sort of

   error, and that all requested modifications have been performed if

   the Modify Response indicates successful completion of the Modify

   operation.  Whether or not the modification was applied cannot be

   determined by the client if the Modify Response was not received

   (e.g., the LDAP session was terminated or the Modify operation was

   abandoned).

   Servers MUST ensure that entries conform to user and system schema

   rules or other data model constraints.  The Modify operation cannot

   be used to remove from an entry any of its distinguished values,

   i.e., those values which form the entry's relative distinguished

   name.  An attempt to do so will result in the server returning the

   notAllowedOnRDN result code.  The Modify DN operation described in

   Section 4.9 is used to rename an entry.

   For attribute types that specify no equality matching, the rules in

   Section 2.5.1 of [RFC4512] are followed.

   Note that due to the simplifications made in LDAP, there is not a

   direct mapping of the changes in an LDAP ModifyRequest onto the

   changes of a DAP ModifyEntry operation, and different implementations

   of LDAP-DAP gateways may use different means of representing the

   change.  If successful, the final effect of the operations on the

   entry MUST be identical.
Schema of LDAPResult:

LDAPResult ::= SEQUENCE {

             resultCode         ENUMERATED {

                  success                      (0),

                  operationsError              (1),

                  protocolError                (2),

                  timeLimitExceeded            (3),

                  sizeLimitExceeded            (4),

                  compareFalse                 (5),

                  compareTrue                  (6),

                  authMethodNotSupported       (7),

                  strongerAuthRequired         (8),

                       -- 9 reserved --

                  referral                     (10),

                  adminLimitExceeded           (11),

                  unavailableCriticalExtension (12),

                  confidentialityRequired      (13),

                  saslBindInProgress           (14),

                  noSuchAttribute              (16),

                  undefinedAttributeType       (17),

                  inappropriateMatching        (18),

                  constraintViolation          (19),

                  attributeOrValueExists       (20),

                  invalidAttributeSyntax       (21),

                       -- 22-31 unused --

                  noSuchObject                 (32),

                  aliasProblem                 (33),

                  invalidDNSyntax              (34),

                       -- 35 reserved for undefined isLeaf --

                  aliasDereferencingProblem    (36),

                       -- 37-47 unused --

                  inappropriateAuthentication  (48),

                  invalidCredentials           (49),

                  insufficientAccessRights     (50),

                  busy                         (51),

                  unavailable                  (52),

                  unwillingToPerform           (53),

                  loopDetect                   (54),

                       -- 55-63 unused --

                  namingViolation              (64),

                  objectClassViolation         (65),

                  notAllowedOnNonLeaf          (66),

                  notAllowedOnRDN              (67),

                  entryAlreadyExists           (68),

                  objectClassModsProhibited    (69),

                       -- 70 reserved for CLDAP --

                  affectsMultipleDSAs          (71),

                       -- 72-79 unused --

                  other                        (80),

                  ...  },

             matchedDN          LDAPDN,

             diagnosticMessage  LDAPString,

             referral           [3] Referral OPTIONAL }
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Updates to chapter 6
6.1.1 update

This operation allows to update individual attributes of a Service User Profile for a specific user. It is recommended to use add (respectively delete) operation to create (respectively delete) a complete Service User Profile for a specific user.

This operation is mapped to LDAP ModifyRequest message, and corresponding response message as specified in [RFC 4511].
6.1.1.1 Input message: ModifyRequest 
	Abstract part name
	LDAP 

part name
	Optional
	Description

	Originator
	NA
	No
	The data consumer which requests the creation of a Service User Profile for a specific user.
The originator is explicitly identified during the LDAP Session establishment (LDAP BindRequest) and is implicit in subsequent message exchanges. 

	UserId
	object
	No
	Identification of the user for whom the profile is updated.

	Attributes 
	changes
	No
	A sequence of operations and modifications.

	
	operation
	No
	Used to specify the type of modification being performed.  Each operation type acts on the following modification.  The values of this field have the following semantics, respectively:

-- add: add values listed to the modification attribute, creating the attribute if necessary.

-- delete: delete values listed from the modification attribute. If no values are listed, or if all current values of the attribute are listed, the entire attribute is removed.

-- replace: replace all existing values of the modification attribute with the new values listed, creating the attribute if it did not already exist.  A replace with no value will delete the entire attribute if it exists, and it is ignored if the attribute does not exist.

	
	modification
	No
	Indicates the attribute type and value being modified.
Editor’s Note: detailed structure is TBD.


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	



6.1.1.2 Output message: ModifyResponse
Upon receipt of a ModifyRequest, the server attempts to perform the necessary modifications to the Service User Profile and returns the result in a ModifyResponse, defined as follows:
	Abstract 

part name
	LDAP 

part name
	Optional
	Description

	ResultCode
	resultCode
	No
	Success indication or error code

	ErrorMessage
	diagnosticMessage
	Yes
	Optional error diagnostic description.
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