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1 Reason for Change

This CR adds LDAP binding specifics on LDAP session establishment.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Updates to chapter 7  Specific Security Consideration
7 Specific security considerations

[List here mapping of general security and privacy requirements (as defined in RD, AD, or generic TS) in case of LDAP. This include LDAP bind messages for LDAP sessions, LDAP access control mechanisms.]

7.1 Authentication and LDAP Bind operation
The Bind operation as defined in [RFC4511] allows authentication information to be exchanged between the LDAP client (data consumer) and the LDAP server (SUPM component).

A data consumer shall first establish a transport connection (TCP) with the SUPM component.  After establishement of the transport connection the data consumer shall initiate a LDAP session using the LDAP BindRequest operation. The data consumer is identified in the Bind Request message. The BindRequest operation shall be sent before any other SUPM operation. 

The SUPM component shall support the “name/password authentication mechanism of Simple Bind” of “Simple Authentication Method” as defined in [RFC4513].

The LDAP session is closed by the data consumer by sending an UnbindRequest operation as defined in [RFC4511]. 
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