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1 Reason for Change

To progress SOAP binding TS..
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Normative References section 2. 1
	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[SUPM-RD]
	“OMA Service User Profile Management Requirements”, Open Mobile Alliance™,

 OMA-RD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[SUPM-AD]
	“OMA Service User Profile Management Architecture”, Open Mobile Alliance™,

 OMA-AD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[SUPM-TS]
	"Service User Profile Management Technical Specification", Open Mobile Alliance™,

 OMA-TS-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[XML]
	"Extensible Markup Language (XML) 1.0 (Second Edition)", W3C Recommendation 6-October-2000. T. Bray, et al, 6-October-2000.  URL: http://www.w3.org/TR/REC-xml

	[LibertySOAPBinding]
	"Liberty ID-WSF SOAP Binding Specification", Liberty Alliance, version 2.0-errata-v1.0, URL: http://www.projectliberty.org/liberty/content/download/3483/23075/file/liberty-idwsf-soap-binding-2.0-errata-v1.0.pdf


	[LibertyDST]
	"Liberty ID-WSF Data Services Template", Liverty Alliance, version 2.1, URL: http://www.projectliberty.org/liberty/content/download/879/6213/file/liberty-idwsf-dst-v2.1.pdf



Change 2:  Introduction section 4
The SUPM enabler allows an authorised principal to manipulate Services User Profile Management data, i.e. any element or group of element belonging to a managed set of information related to a User that may be used to create personalized and contextualized services. The set of information may include both static and dynamic information. 

For a SOAP/XML interface, the corresponding requests and responses are defined in this specification.

Change 3:  Version 1.0 section 4.1
This document covers all requirements [SUPM-RD] of SUPM V 1.0.
The SUPM enabler 1.0 supports requests to read/update/create/delete Service User Profile data. 

Change 4:  SUPM SOAP Binding principles section 5
5. SUPM SOAP Binding principles
 (Normative)

This section describes the general principles followed for the creation of this SUPM SOAP Binding and especially how it leverages the Liberty Alliance ID-WSF specifications.

5.1 Scope of reuse of the Liberty Alliance ID-WSF framework

This binding leverages two Liberty Alliance specifications of the ID-WSF framework specification set: Liberty ID-WSF SOAP Binding Specification [LibertySOAPBinding] and the Liberty ID-WSF Data Service Template [LibertyDST].

These two specifications are used to cover the SUPM-1 interface features as specified in [SUPM-TS] and are each used for a specific purpose:

· SOAP Headers: reuse of the header blocks defined in [LibertySOAPBinding] in order to convey the generic invocation parameters defined in [SUPM-TS], such as "Originator" and "UserId".

· SOAP Body: instantiation of the CRUD template defined in [LibertyDST] in order to specify the SUPM-1 create/read/update/delete operations.

This binding has no other MANDATORY dependency on other ID-WSF specifications (though these, especially with the ID-WSF Core Identity services such as the ID-WSF Discovery Service, ID-WSF Authentication Service, ID-WSF Interaction Service…can be of course used in conjunction with these ID-WSF Core Services if needed in some particular deployment contexts).

This binding makes no assumption on how the identity of the user is retrieved by a data consumer and thus does not introduce any dependency with specific Identity frameworks (e.g. Liberty ID-FF, SAML or OpenID).

5. Reuse of the Liberty Alliance ID-WSF SOAP Binding

The SUPM SOAP Binding reuses the Liberty ID-WSF SOAP Binding [LibertySOAPBinding] to address specific aspects of message exchange such as: to which system entity the message is to be sent, message correlation, the mechanics of message exchange, or security context.

The [LibertySOAPBinding] specification defines SOAP headers and associated processing rules to which the SUPM Enabler MUST comply.

5.1.2 Instantiation of the Liberty Alliance ID-WSF Data Service Template

The SUPM SOAP Binding corresponds to an instantiation of the Liberty ID-WSF Data Service Template [LibertyDST]. This [LibertyDST] specification defines a template that can be instantiated by services in order to provide protocols for the creation, query, modification, and deletion (a.k.a. "CRUD") of data attributes, exposed by a data service, related to a Principal. Some guidelines, common XML attributes and data types are also defined for data services.

In concrete terms, this document:

· Enumerates methods defined in [LibertyDST] that are supported and states the required level of support. The default set of methods is <Create>, <Query>, <Modify>, and <Delete>.

· Fills place holders defined in [LibertyDST] that are specific to the service instantiation (SUPM in our context).

The common rules defined in [LibertyDST] that MUST be followed for the SUPM SOAP Binding are specified in the following chapters of [LibertyDST]: introductory part of §3 followed by § 3.1, §3.2, §3.3, §3.4, §3.5 (chapters §3.6, §3.7, §3.8 are refined in this specification – see the two chapters below – and chapters §3.9, §3.10 are out-of-scope of this specification).

Other rules defined in [LibertyDST] that are operation-specific are referenced in the chapter ‎6 of this specification.

6. Identification of the resource (on which the operation applies)

In [LibertyDST], the resource (i.e., the Service User Profile in our context) on which the operation applies is always related to a specific user.

In the context of this specification, the <TargetIdentity> SOAP header defined in [LibertySOAPBinding] MUST be used to identify the user for whom the Service User Profile is created/read/updated/deleted. 

5.1.2.2 Selection

The [LibertyDST] specification defines "selection" mechanisms to specify more in details what is manipulated within the identified resource.

The generic selection principles and associated processing rules expressed in chapters §3.7 and §3.8 of the [LibertyDST] specification MUST be followed in this specification with the following refinements:

· As all SUPM operations defined in this binding are defined to access to attributes (or data elements as defined in [SUPM-TS]) of the Service User Profile, the value of the XML "objectType" attribute defined in [LibertyDST] MUST be set to "Attribute" when provided.

· When provided, the <Select> element defined in [LibertyDST] MUST either be empty (default value if omitted) or set to an attribute name. If empty, the scope of the operation encompasses all attributes of the Service User Profile. If set to the name of an attribute, the scope of the operation is restricted to that element only.

· The "predefined" XML attribute defined in [LibertyDST] has been designed to specify pre-defined selections of data elements. It well corresponds to the notion of view introduced in [SUPM-TS]. Therefore, this mechanism MUST be used to reference a view. When provided, the value of the "predefined" XML attribute MUST be set to the name of a view. The scope of the operation then encompasses all attributes of that view.

6. ID-WSF DST Check-list

The following table based on the check-list provided in [LibertyDST] states which features are supported in this SUPM binding specification:

	1
	Specify service type.
	N/A. Integration with a Liberty ID-WSF Discovery Service is out-of-scope of this specification.

	2
	Provide definition service schema including the methods as elements based on DST types.
	SUPM Soap Binding XSD provided based on the DST Reference Model. XML Elements and Types not supported in this SUPM SOAP binding specification have been removed.

	3
	Enumerate object types.
	See §‎5.1.2.2 in this SUPM SOAP binding specification.

	4
	Describe AppDataType and its contents. The description can come in form of XML schema, or the description can simply describe the contents of the string that is to appear in elements derived from AppDataType, i.e., <NewData>, <Data>, and <ItemData>. The data description may make allowance for different object types.
	See §‎7 in this SUPM SOAP binding specification and provided XSD. <ItemData> is not defined as <ResultQuery> is not supported (see 12.b).

	5
	Describe SelectType and how it applies to various types of objects.
	See §‎5.1.2.2 in this SUPM SOP binding specification. The SelectType has not been redefined in the XSD (string).

	6
	Describe TestOpType, considering how to test all object types supported by the specification
	N/A as Testing feature is not supported (see 12.a).

	7
	Describe SortType.
	N/A as Sorting feature is not supported (see 12.c).

	8
	Enumerate Methods and state the required level of support. The default set of methods is <Create>, <Query>, <Modify>, and <Delete>. All methods MUST be supported, but each method MAY be disabled administratively or by configuration in a deployment (e.g. to provide read only or write only service).
	See §‎6 in this SUPM SOAP binding specification.

	9
	The discovery option keywords (see [LibertyDisco]) can either be listed with semantics here, or via a reference to the correct chapter in the specification.
	N/A. Integration with a Liberty ID-WSF Discovery Service is out-of-scope of this specification.

	10
	Element uniqueness. State here how elements with the same name are distinguished from each other.
	SUPM data elements are uniquely identified through their names.

	11
	Extension support. State whether extension is supported and if so, describe this support. A reference to the specification chapter defining this can be given.
	Extension feature SHALL NOT be supported.

	12
	Statement of optionality of query features (and their manifestation on discovery option keywords, see above):

a. Support testing

b. Support <ResultQuery>

c. Support sorting

d. Support pagination of results

e. Support static sets in pagination

f. Support multiple <Query> elements

g. Support multiple <QueryItem> elements

h. Support multiple <TestItem> elements

i. Support changedSince (and which formats) in <ResultQuery> and <QueryItem>

j. Support includeCommonAttributes
	Level of support of query features in this binding specification is the following:

a. Testing SHALL NOT be supported.

b. <ResultQuery> SHALL NOT be supported.

c. Sorting SHALL NOT be supported.

d. Pagination SHALL NOT be supported.

e. N/A as Pagination is not supported (see 12.d).

f. Multiple <Query> elements SHALL NOT be supported.

g. Multiple <QueryItem> elements MUST be supported.

h. N/A as Testing is not supported (see 12.a).

i. changedSince feature SHALL NOT be supported.

j. includeCommonAttributes feature SHALL NOT be supported.

	13
	Statement of optionality of create features (and their manifestation on discovery option keywords, see above):

a. Support multiple <Create> elements
	Level of support of create features in this binding specification is the following:

a. Multiple <Create> elements SHALL NOT be supported.

	14
	Statement of optionality of delete features (and their manifestation on discovery option keywords, see above):

a. Support multiple <Delete> elements
	Level of support of delete features in this binding specification is the following:

a. Multiple <Delete> elements SHALL NOT be supported.

	15
	Statement of optionality of modify features (and their manifestation on discovery option keywords, see above):

a. Support multiple <Modify> elements

b. Support multiple <ModifyItem> elements

c. Support partial success. If multiple <ModifyItem> elements are supported, is partial success supported or are only atomic modifications allowed?

d. Support notChangedSince
	Level of support of modify features in this binding specification is the following:

a. Multiple <Modify> elements SHALL NOT be supported.

b. Multiple <ModifyItem> elements MUST be supported.

c. Partial success MUST be supported. No atomic modify or transactional semantic needs to be supported.

d. notChangedSince feature SHALL NOT be supported.


5. Namespaces

The namespace used for the service MUST be the following: "urn:oma:xml:soap:servuserprof:1".

This namespace is abbreviated as "supm:" in this document. If the namespace has been omitted at any place in this document, "supm:" is to be considered to be the default namespace.
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