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1 Reason for Change

List of comments closed by this CR

	E002
	2010.10.06
	T
	5
	Source: DTAG

Form: OMA-CONR-2010-0117

Comment: this section is neither marked as informative nor normative

Proposed Change: mark this section as normative
	Status: CLOSED by CR0173


	E003
	2010.10.06
	T
	6, second sentence
	Source: DTAG

Form: OMA-CONR-2010-0117

Comment: 

Proposed Change: delete 2nd sentence and the bullet list
	Status: CLOSED by CR0173


	E005
	2010.10.06
	T
	6
	Source: DTAG

Form: OMA-CONR-2010-0117

Comment: description column: the abstract description is within the abstract TS, this TS should provide the LDAP specific 

Proposed Change: Please consider to distinct between a the specific LDAP use and the abstract description
	Status: CLOSED by CR0173
No change. The second column and the text already is using LDAP specific terminlology. In deed the abstract specification has been developed in parallel with LDAP bindng; Therefore concepts  and terms look the same in those two TS. 


	E007
	2010.10.05
	T
	6.1.4
	Source: Alcatel-Lucent

Form: <INP SUPM#0152>>

Comment: 

It is recommended to use the update operation to delete individual attributes of a Service User Profile.

Proposed Change: 

Recommended > required
	Status: CLOSED by CR0173


	E011
	2010.10.05
	T
	Appendix B
	Source: Alcatel-Lucent

Form: <INP SUPM#0152>>

Comment: 

SCR is different from other binding TS

Proposed Change: 

Align or justify difference.


	Status: CLOSED by CR0173


	
	
	
	
	



	



2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to 

· Agree the proposal and incorporate it into the corresponding document.

· Close the review comment(s) addressed.
6 Detailed Change Proposal
Change 1:  in section 5 SUPM Component Functional Descriptions
5. SUPM LDAP Binding principles (Normative)
SUPM-1 interface features specified in [SUPM-TS] are mapped to LDAP with following general principles: 

· SUPM-1 operations createServiceUserProfileData, readServiceUserProfileData, updateServiceUserProfileData, deleteServiceUserProfileData are mapped to LDAP messages, respectively AddRequest, SearchRequest, ModifyRequest, DelRequest as defined in [RFC4511].

· Authentication of the data consumer is performed during the LDAP Bind message exchange as defined in [RFC4512]. 

· Data elements and their types are described in a LDAP Directory Schema as defined in [RFC4512].

· SUPM Data Views are mapped to object classes in LDAP as defined in [RFC4512]. LDAP object classes identify the set of attributes that “MUST” or “MAY” be present in entries that have this LDAP object class. [RFC4529] extends LDAP to support a mechanism that LDAP clients may use to request the return of all attributes of an LDAP object class.
Change 2:  in section 6 SUPM-1 Interface (Comment G017) Complete Appendix B
6. Operations/messages
 (Normative)

This section describes the SUPM operations/messages supported by the SUPM LDAP Binding.


a) 
b) 
c) 
d) 
Note: The data consumer (Originator part name) is explicitly identified during the LDAP Session establishment (LDAP BindRequest) and is therefore not present in each of the operations described below.
6.1 Service User Profile Management
6.1.1 Operation: createServiceUserProfileData 

This operation allows the creation of a Service User Profile for a specific user. Initial attribute values are pre-populated as part of the profile creation.
This operation is mapped to LDAP AddRequest message, and corresponding response message as specified in [RFC4511].

6.1.1.1 Input message: AddRequest 
	Abstract 
part name
	LDAP 
part name
	Optional
	Description

	UserId
	entry
	No
	Identification of the user for whom the profile is created

	AttributeValuePairs
	attributes
	No
	List of attribute names and attribute values. 


Table 1: Input message AddRequest
6.1.1.2 Output message: AddResponse
	Abstract 
part name
	LDAP 
part name
	Optional
	Description

	ResultCode
	resultCode
	No
	Success indication or error code

	ErrorMessage
	diagnosticMessage
	Yes
	Optional error diagnostic description.


Table 2: Output message AddResponse
6.1.2 Operation: readServiceUserProfileData 

This operation allows the access to Service User Profile.

This operation is mapped to LDAP SearchRequest message, and corresponding response messages as specified in [RFC4511].

6.1.1.3 Input message: SearchRequest 
	Abstract part name
	LDAP 
part name
	Optional
	Description

	UserId
	baseObject
	No
	Identification of the user that is used for the read operation. 

	AttributeNames 
	attributes
	No
	List of attributes that are requested. This list may include  LDAP attributes or LDAP object class identifiers.
As defined in [RFC4529], if an LDAP object class identifier is requested all attributes belonging to this object class are returned. The "@" character is used to distinguish an object class identifier from an attribute descriptions.

	N/A
	filter
	No
	Filter checking for the presence (filter.present [value = 7]) of the ‘objectClass’ attribute. 
Note: This is the standard LDAP mechanism to emulate a read operation. This filter is always true as all entries have an objectClass.

	N/A
	scope
	No
	baseObject.[value = 0] 


Table 3: Input message SearchRequest
6.1.1.4 Output message: SearchResponse
Upon receipt of a SearchRequest, the server attempts to perform the necessary modifications to the Service User Profile and returns the result in a SearchResponse, defined as follows:
	Abstract 
part name
	LDAP 
part name
	Optional
	Description

	ResultEntries
	SearchResultEntry
	Yes
	If successful it may return one SearchResultEntry which is the requrest Service User Profile as LDAP objectName (UserID) and the list of requested LDAP attributes. It may include the LDAP objectClass attribute if an object classe has been requested in the searchRequest [RFC4529].

	ResultCode
	resultCode
	No
	Success indication or error code

	ErrorMessage
	diagnosticMessage
	Yes
	Optional error diagnostic description.


Table 4: Input message SearchResponse
6.1.3 Operation: updateServiceUserProfileData 

This operation allows to update individual attributes of a Service User Profile for a specific user. It is required to use AddRequest (respectively DelRequest) operation to create (respectively delete) a complete Service User Profile for a specific user.

This operation is mapped to LDAP ModifyRequest message, and corresponding response message as specified in [RFC4511].

6.1.1.5 Input message: ModifyRequest 
	Abstract part name
	LDAP 
part name
	Optional
	Description

	UserId
	object
	No
	Identification of the user for whom the profile is updated.

	AttributeValuePairs
	changes
	No
	A sequence of {operations, and modifications}:.

	N/A
	operation
	No
	Used to specify the type of modification being performed.  Each operation type acts on the following modification.  The replace operation SHALL be supported.
replace: replace all existing values of the modification attribute with the new values listed, creating the attribute if it did not already exist.  A replace with no value will delete the entire attribute if it exists, and it is ignored if the attribute does not exist.

	N/A
	modification
	No
	The attribute being modified and the value to be used in the modification. Value is optional as it is not needed for deletion 


Table 5: Input message ModifyRequest
6.1.1.6 Output message: ModifyResponse
Upon receipt of a ModifyRequest, the server attempts to perform the necessary modifications to the Service User Profile and returns the result in a ModifyResponse, defined as follows:

	Abstract 
part name
	LDAP 
part name
	Optional
	Description

	ResultCode
	resultCode
	No
	Success indication or error code

	ErrorMessage
	diagnosticMessage
	Yes
	Optional error diagnostic description.


Table 6: Output message ModifyResponse
6.1.4 Operation: deleteServiceUserProfileData 

This operation allows the deletion of the Service User Profile for a specific user. It is required to use the update operation to delete individual attributes of a Service User Profile.

This operation is mapped to LDAP DelRequest message, and corresponding response message as specified in [RFC4511].

6.1.1.7 Input message: DelRequest 

	Abstract 
part name
	LDAP 
part name
	Optional
	Description

	UserId
	entry
	No
	Identification of the user for whom the profile is deleted.


Table 7: Input message DelRequest
6.1.1.8 Output message: DelResponse
Upon receipt of a DelRequest, the SUPM Component will attempt to perform the requested removal of Service User Profile belonging to a specific user and return the result in the DelResponse defined as follows:
	Abstract 
part name
	LDAP 

part name
	Optional
	Description

	ResultCode
	resultCode
	No
	Success indication or error code

	ErrorMessage
	diagnosticMessage
	Yes
	Optional error diagnostic description.


Table 8: Output message DelResponse
6.2 Status and Fault reporting

The rules for status and fault reporting in [RFC4511] SHALL be applied. In particular the rules for LDAP result codes are defined in [RFC4511] chapter 4.1.9. 
Note: The diagnostic messages is a human readable string and is not standardized, implementations MUST NOT rely on the values returned. Diagnostic messages typically supplement the resultCode with additional information.  
Change 3:  in section  Appendix B and C
Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for SUPM.LDAP Server
	Item
	Function
	Reference
	Requirement

	SUPM-LDAP-S-001-M
	Support for the LDAP binding of SUPM-1 interface
	5
	


B.1.1 SCR for SUPM.LDAP.AttributesForUserProfile Server
	Item
	Function
	Reference
	Requirement

	SUPM-LDAP-ATTRIB-S-001-M
	Management support for all attributes for a given user profile. 
	6.1
	

	SUPM-LDAP-ATTRIB -S-002-M
	This operation creates a Service User profile
	6.1.1
	

	SUPM-LDAP-ATTRIB -S-003-M
	This operation returns all attributes 
	6.1.2
	

	SUPM-LDAP-ATTRIB -S-004-M
	This operation updates all the attributes
	6.1.3
	

	SUPM-LDAP-ATTRIB -S-005-M
	This operation deletes a Service User Profile
	6.1.4
	


B.1.2 SCR for SUPM.LDAP.IndividualAttributesOfUserProfile Server
	Item
	Function
	Reference
	Requirement

	SUPM-LDAP-IND-ATTRIB-MGT-001-O
	Support for management (create, update, retrieve and delete) of individual attributes for a user profile
	6.1
	SUPM-LDAP-IND-ATTRIB-MGT-002-O AND

SUPM-LDAP-IND-ATTRIB-MGT-003-O AND

SUPM-LDAP-IND-ATTRIB-MGT-004-O

	SUPM-LDAP-IND-ATTRIB-MGT-002-O 
	This operation returns the value of an user profile attribute
	6.1.3
	

	SUPM-LDAP-IND-ATTRIB-MGT-003-O 
	This operation creates or updates an attribute of an user profile
	6.1.4
	

	SUPM-LDAP-IND-ATTRIB-MGT-004-O 
	This operation deletes an attribute of an user profile 
	6.1.4
	


B.1.3 SCR for SUPM.LDAP.DataViewsOfUserProfile Server
	Item
	Function
	Reference
	Requirement

	SUPM-LDAP-DV-OPS-001-O
	Support for operations (retrieve) for a DataView of an user profile
	
	SUPM-LDAP-DV-OPS-002-O

	SUPM-LDAP-DV-OPS-002-O
	This operation returns the list of attributes and values of a DataView of an user profile 
	6.1.2
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