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1 Reason for Contribution

To add the next level of detail for the CBCS enabler.
R01: The proxy interface in figure 1 was changed to a dotted line.
2 Summary of Contribution

This contribution proposes to add the next level of detail description for the CBCS enabler in the OGSA AD.
3 Detailed Proposal

5.x.x.x Categorization Based Content Screening Enabler (OMA-AD-CBCS-V1_0-20081014-C)

The CBCS Enabler screens Content before delivering it to the user, based on Content Categories.  The CBCS Enabler can be applied to any Content regardless of the Enabler or protocol that is used to deliver the Content.

A Content Category qualifies the Content according to a categorization scheme. The CBCS Enabler can obtain the Content Category for a given piece of Content from a Categorization Entity, from categorization meta-data in the Content itself, or by analyzing the Content.
The CBCS enabler consists of 2 independent functional entities:
Content Categorization Component: 

This entity provides following features:
· Maps Content or Content References to a set of categories
· Management of Content Categorization Rules

· Management of associations between Content References and Content Categories
Content Screening Component:
This entity provides following features:
· Identifies the Screening Rules associated with the incoming request for screening

· Identifies of the submitted Content and any other parameters

· Processes the Screening Rules to determine whether the Content should be categorized, modified in any way and delivered.
· Management of Screening Rules
The standardization of Content categorization schemes, Content Categories, CBCS User Profiles, Screening Rules and other Content related information, is outside the scope of the CBCS Enabler specification.
Figure 1
 below gives a graphical overview of the functional entities of the CBCS enabler and the interfaces, which expose functionality to entities external to the enabler, followed by a description in Table 1. 
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	Functional entities
	Functionality provided
	Via interface
	Protocol used

	Content Screening Component
	While CBCS can be deployed in proxy pattern, a proxy interface is not specified by CBCS; this is because specifying such an interface depends on the protocols being proxied (e.g. Browsing, HTTP, Messaging, etc), which is out of scope for CBCS.
	Proxy Interface
	Not specified

	
	The CBCS interface to invoke the processing of Screening Rules is derived from PEM-1.  It is used to perform Content Screening in the callable usage pattern.  
Input parameters in the request may include:

  • Identification of the target principal for Content, 

  • Content or a Content reference (e.g., URI), 

  • Other information (e.g., Content metadata  and categorization information)

  • Content source (e.g. URI) and associated information 

Output parameters in the response may include:
  • The decision resulting from the processing of the screening  rules

  • Additional explanatory information related to the decision 
	PEM-1 
	Diameter or SOAP

	
	The CBCS management interface is derived from PEM-2. It is used to create, delete, modify and view Screening Rules.
	PEM-2 
	XCAP

	Content Categorization Component
	Using this interface a Resource may obtain the Content Category (or Categories) for given Content.

Input parameters in the request may include:

  • the Content itself or a Content reference (e.g. URI) 

  • Content related information (e.g. Content metadata  and  categorization information)

  • Content source (e.g. URI) and associated information.  

  • A request identifier.

Output parameters in the response may include:

  • A set of Content Categories (i.e. zero or more) 

  • Metadata associated with the Content Categories 

  • The request identifier of the request to which this is the response.
	CBCS-1

	ICAP

	
	The CBCS-2 interface is used to create, delete, modify and view Content Categorization Rules.
	CBCS-2


	XCAP

	
	The CBCS-3 interface is used to associate (create, delete, modify and view) Content references (e.g., URIs or the Content itself) with Content Categories.
	CBCS-3


	ICAP


Table 1: Interface to entities external to the enabler that may make use of the exposed CBCS functionality

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC to review and agree the proposed input for the OGSA AD.
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