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1 Reason for Change

The OGSA references an “Identity Management Framework Architecture” but in fact this has never been created. The IMF is a reference release from 2005 that only contains an RD.

The ACMO Whitepaper provides guidelines on how to specify Application Characteristics or Management Objects for OMA DM. It does not define an architecture.

It is therefore proposed to purge ACMO and IMF from OGSA.

2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Delete reference
2.2 Informative References

	
	

	[OMA-BCAST_AD]
	“Mobile Broadcast Services Architecture”, Open Mobile Alliance™, OMA-AD-BCAST-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-CAB-AD]
	“Converged Address Book Architecture”, Open Mobile Alliance™,  OMA-AD-CAB-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-CBCS-AD]
	“Categorization Based Content Screening Architecture”, Open Mobile Alliance™, OMA-AD-CBCS_ V1_0, URL: http://www.openmobilealliance.org/

	[OMA-CHRG-AD]
	“Charging Architecture” and “OMA-AD-CBCS_ V1_1” with “OMA-AD-Charging-V1_1, URL: http://www.openmobilealliance.org/ 

	[OMA-CHWS]
	“White Paper on Charging Work Split”, Open Mobile Alliance™,  OMA-WP-Charging-Worksplit-V1_0-20050315-A, URL: http://www.openmobilealliance.org/

	[OMA-CMR_AD]
	“Customized Multimedia Ringing Architecture”, Open Mobile Alliance™, OMA-AD-CMR-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-ConnMO_AD]
	“Connectivity Management Objects Architecture”, Open Mobile Alliance™, OMA-AD-ConnMO-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-CP_AD]
	“Provisioning Architecture Overview”, Open Mobile Alliance™, OMA-TS-WAP_ProvArch-V1_1, URL: http://www.openmobilealliance.org/ 

	[OMA-CPM-AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-DCD-AD]
	“Dynamic Content Delivery Architecture”, Open Mobile Alliance™, OMA-AD-DCD-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-DCMO_AD]
	“DCMO Architecture”, Open Mobile Alliance™, OMA-AD-DCMO-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-DMSC-AD]
	“DM Smart Card Architecture”, Open Mobile Alliance™, OMA-AD-DM_SC-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-DiagMon_AD]
	“DM DiagMon Architecture”, Open Mobile Alliance™, OMA-AD-DiagMon-V1_0, URL: http://www.openmobilealliance.org/ 

	[OMA-DLOTA-AD]
	“Download Over the Air Architecture”, Open Mobile Alliance™, OMA-AD-DLOTA-V2_0, URL: http://www.openmobilealliance.org/

	[OMA-DM_AD]
	“Device Management Architecture”, Open Mobile Alliance™, OMA-AD-DM-V1_3, URL: http://www.openmobilealliance.org/ 

	[OMA-DMSched-AD]
	“DM Scheduling Architecture”, Open Mobile Alliance™, OMA-AD-DM_Scheduling-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-DM-WSI-AD]
	“DMWSI (Device Management Web Service Interface) Architecture”Open Mobile Alliance™, OMA-AD-DMWSI-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-DPE_AD]
	“Device Profile Evolution Architecture”, Open Mobile Alliance™, OMA-AD-DPE-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-DRM_AD]
	“DRM Architecture”, Open Mobile Alliance™, OMA-AD-DRM-V2_1, URL: http://www.openmobilealliance.org/

	[OMA-DS-AD]
	“DS (Data Synchronization) 2.0 Architecture”,Open Mobile Alliance™, OMA-AD-DS-V2_0, URL: http://www.openmobilealliance.org/

	[OMA-DSDO-WP]
	“White Paper on Data Objects”
, Open Mobile Alliance™, OMA-RRP-Data_Object-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-DS-ME-ERP]
	“Data Sync Maintenance and Enhancement”
, Open Mobile Alliance™, OMA-ERP-DS-V1_2_2, URL: http://www.openmobilealliance.org/

	[OMA-FUMO_AD]
	“Firmware Update Management Object Architecture”, Open Mobile Alliance™, OMA-AD-FUMO-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-GPM-AD]
	“Global Permissions Management Architecture”, Open Mobile Alliance™, OMA-AD-GPM-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-GS_AD]
	“Game Services Architecture”, Open Mobile Alliance™, OMA-AD-Game-Services-Architecture-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-GSSM-AD]
	“General Service Subscription Management Architecture”, Open Mobile Alliance™, OMA-AD-GSSM-V1_0, URL: http://www.openmobilealliance.org/

	
	

	[OMA-IGA_AD]
	“In-Game Advertising Architecture”, Open Mobile Alliance™, OMA-AD-IGA-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-IMSinOMA-AD]
	“Utilization of IMS capabilities Architecture”, Open Mobile Alliance™, OMA-AD-IMS-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-IMPS-AD]
	“IMPS (Instant Messaging and Presence Services) Architecture”, Open Mobile Alliance™, OMA-AD-IMPS-V1_3, URL: http://www.openmobilealliance.org/

	[OMA-LAWMO-AD]
	“LAWMO (Lock And Wipe Management Object) Architecture”, Open Mobile Alliance™, OMA-AD-LAWMO-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-LFC-AD]
	“Look and Feel Customization Architecture”, Open Mobile Alliance™, OMA-AD-LFC-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-LOCSIP-AD]
	“Location in SIP/IP core Architecture”, Open Mobile Alliance™, OMA-AD-LOCSIP-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-MC_AD]
	“Mobile Codes Architecture”, Open Mobile Alliance™, OMA-AD-MC-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-MEM_AD]
	“Mobile Email Architecture”, Open Mobile Alliance™, OMA-AD-Mobile_Email-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-MLP-TS]
	“Mobile Location Protocol 3.3”, Open Mobile Alliance™, OMA-TS-MLP-V3_3, URL: http://www.openmobilealliance.org/

	[OMA-MLS-AD]
	“Mobile Location Service Architecture”, Open Mobile Alliance™, OMA-AD-MLS-V1_2, URL: http://www.openmobilealliance.org/

	[OMA-MGCF-RD]
	“Mobile Gaming Centric Functions (MGCF) Requirements
”, Open Mobile Alliance™, OMA-RD-MGCF-V1_0, URL: http://www.openmobilealliance.org/

	[OMA-MGE-WP]
	“White Paper on Mobile Gaming Evolution”
, Open Mobile Alliance™, OMA-WP-MGPC, URL: http://www.openmobilealliance.org/


Change 2:  Delete from Abbreviations

3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project

	
	

	AD
	Architecture Document

	ADRR
	Architecture Document Review Report

	API
	Application Programming Interface

	ASP
	Applications Service Provider

	BSS
	Business Support System

	CAB
	Converged Address Book

	CBCS
	Categorization Based Content Screening

	CMR
	Customised Multimedia Ringing

	ConnMO
	Connectivity/Management Object

	CP
	Client Provisioning

	CPM
	Converged IP Messaging

	CR
	Change Request

	DCD
	Dynamic Content Delivery

	DCMO
	Device Capability/Management Object

	DM
	Device Management

	DPE
	Device Profile Evolution

	DRM
	Digital Rights Management

	DS
	Data Synchronization

	EMN
	E-Mail Notification

	FUMO
	Firmware Update/Management Object

	HTTP
	Hypertext Transfer Protocol

	IETF
	Internet Engineering Taskforce

	IM
	Instant Messaging

	
	

	IMPS
	Instant Messaging Presence Service

	IMS
	IP Multimedia Subsystem

	IMSinOMA
	Utilization of IMS Capabilities in OMA

	IP
	Internet Protocol

	LAWMO
	Lock And Wipe/Management Object  

	MEM
	Mobile E-Mail

	MMS
	Multimedia Messaging Service

	MSRP
	Message Session Relay Protocol

	NI
	Network Identity

	OASIS
	Organization for the Advancement of Structured Information Standards

	OCM
	OGSA Change Management

	OGSA
	OMA Global Service Architecture

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	OSS
	Operations Support System

	OWSER
	OMA Mobile Web Services Enabler Release

	PEEM
	Policy Evaluation, Enforcement, and Management

	PIOSE
	Parlay In OSE

	POC
	Push-to-talk Over Cellular

	REL
	Release Planning and Management committee

	RLS
	Resource List Server

	RTCP
	Real Time Control Protocol

	RTP
	Real Time Transport Protocol

	SC
	Device Management Smart Card

	Sched
	Device Management/Scheduling

	SCOMO
	Software Component/Management Object

	SCWS
	Smart Card Web Server  

	SDO
	Standards Development Organization

	SDP
	Session Description Protocol

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	STI
	Standard Transcoding Interface

	TPP
	Third Party Pays

	UAProf
	User Agent Profile

	URI
	Uniform Resource Identifier

	VAS
	Value Added Service

	WAP
	Wireless Application Protocol

	WG
	Working Group

	WID
	Work Item Description

	WSBPEL
	Web Services Business Process Execution Language

	WSI
	Web Services IF for Device Management

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC 
	XML Document Management Client

	XDMS
	XML Document Management Server

	XML
	Extensible Markup Language


Change 3:  Delete IMF from Suite

5.3.3 3rd parties access

The 3rd parties access OGSA Suite includes Enablers that facilitate exposing of OMA Enablers functionality towards third party Applications Service Providers (ASPs) in a secure and controlled way. The Enablers in the 3rd parties access OGSA Suite are:

· Parlay in OSE [OMA-PIOSE_AD]

· Mobile Web Services [OMA-OWSER_AD]
· OWSER Network Identity [OMA-OWSER_NI_AD]
· 
· Policy Evaluation, Enforcement & Management.[OMA-PEEM_AD]
In addition, it has to be considered that every OMA Enabler with an I0 interface (not necessarily belonging to the 3rd parties access OGSA Suite) may expose its functions  to 3rd parties.
The applicability of the enablers in this suite is not limited to 3rd party applications only, the enablers may be equally beneficial within the trusted domain.

Change 4:  Delete ACMO from Suite

6.1.1 Device enabling

The device enabling OGSA Suite consists of the OMA Enablers that provide functions and tools related to UE that may be used in various OGSA Suites for the support of services enabled by that OGSA Suite.

The Enablers in the device enabling OGSA Suite are:

· Device Management  [OMA-DM_AD]
· Firmware Update/Management Object [OMA-FUMO_AD]
· Client Provisioning [OMA-CP_AD]
· Smart Card Web Server  [OMA-SCWS_AD]
· Device Profile Evolution [OMA-DPE_AD]
· Connectivity/Management Object  [OMA-ConnMO_AD]
· 
· Device Capability/Management Object [OMA-DCMO_AD]
· Device Management/Diagnostics and Monitoring [OMA-DiagMon_AD]
· Device Management/Scheduling [OMA-DMSched-AD]
· Software Component/Management Object [OMA-SCOMO-AD]
· Data Synchronization [OMA-DS-AD]
· Data Sync Maintenance and Enhancement [OMA-DS-ME-ERP]
· User Agent Profile [OMA-UAPROF-ERP]
· Lock And Wipe/Management Object  [OMA-LAWMO-AD]
· Device Management Smart Card [OMA-DMSC-AD]
· Web Services IF for Device Management [OMA-DM-WSI-AD]
Change 5:  clerical
5.3.6 Supporting Enablers

The supporting Enablers are Enablers that provide functions and tools that may be used in various OGSA Suites for the support  of services enabled by that OGSA Suite. These Enablers have different natures and include provisioning of parameters and services, data synchronisation, service platform common architecture, interconnections and some other horizontal activities such as security, privacy or charging etc. Supporting Enablers may be used by the above listed OGSA Suites.

The supporting Enablers are:
· Location (including, but not limited to, Mobile Location Services [OMA-MLS-AD], Mobile Location Protocol [OMA-MLP-TS], Secure User Plane Location [OMA-SUPL-AD], Global Location, Location in SIP/IP core[OMA-LOCSIP-AD], etc.)

· Presence SIMPLE [OMA-Presence-AD]
· XML Document Management [OMA-XDM-AD]

· Converged Address Book [OMA-CAB-AD]
· URI Schemes [OMA-URI-Schemes-ERP]
· vObject [OMA-vObject-ERP]
· Policy Evaluation, Enforcement & Management [OMA-PEEM_AD]
· Global Permissions Management [OMA-GPM-AD]
· General Service Subscription Management [OMA-GSSM-AD]
· Categorisation Based Content Screening [OMA-CBCS-AD]
· Standard Transcoder Interface [OMA-STI-AD]

· Push (including, but not limited to, Push [OMA-PUSH-AD], SIP Push [OMA-SIP-PUSH-AD])

· Download over the air [OMA-DLOTA-AD]
· Email notification [OMA-MEM_AD]

· Data Synchronization (including, but not limited to, Data Synchronization [OMA-DS-AD], Data Synchronization Data Objects[OMA-DSDO-WP], etc.)

· Look and Feel Customisation [OMA-LFC-AD]
· Domain Name Server [OMA-WPDNS-ERP]

· Device Management (including, but not limited to, Client Provisioning [OMA-CP_AD], Device Management [OMA-DM_AD], Firmware Update MO [OMA-FUMO_AD], Connectivity MO [OMA-ConnMO_AD], Device Capability MO [OMA-DCMO_AD], Diagnostics and Monitoring MO [OMA-DiagMon_AD], Lock And Wipe MO[OMA-LAWMO-AD], Smart Card MO [OMA-DMSC-AD], Scheduling MO[OMA-DMSched-AD], Software Component MO[OMA-SCOMO-AD], etc.)
· Device characteristics (including, but not limited to, User Agent Profile[OMA-UAPROF-ERP], Device Profiles Evolution[OMA-DPE_AD], etc.)

· Secure Content Identification Mechanism [OMA-SCIM-AD]
· Charging (including, but not limited to, Charging[OMA-CHRG-AD], Charging Work Split [OMA-CHWS], WAP Billing Framework[OMA-WAP-BF], etc.)

· Security (including, but not limited to, Security Common Functions [OMA-SEC_CF_AD], On-Board Key Generation and Key Enrolment [OMA-OBKG-ERP], Online Certificate Status Protocol [OMA-OCSPMP-ERP], etc.)
· Web services (including, but not limited to, Mobile Web Services [OMA-OWSER_AD], OWSER Network Identity [OMA-OWSER_NI_AD], etc.)













� This enabler does not contain a specific AD.


� This enabler does not contain a specific AD.


� This enabler does not contain a specific AD.


� This enabler does not contain a specific AD.
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