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1 Reason for Change

In order to fulfil my action item from last OGSA call.
2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the proposed changes. 
6 Detailed Change Proposal

Change 1:  Changes to section 3.2 Definitions
For the purposes of this document, the terms and definitions given in [OMA-DICT] apply and the following also apply:

	Application
	An implementation of a related set of functions that perform useful work, often enabling one or more services. It may consist of software and/or hardware elements.

	Authentication
	The process of verifying an identity claimed by or for a system entity.  [RFC 2828]

	Authorization,

Authorize
	(1.) An "authorization" is a right or a permission that is granted to a system entity to access a system resource. (2.) An "authorization process" is a procedure for granting such rights.  (3.) To "authorize" means to grant such a right or permission. [RFC 2828]

	Delegate
	A delegate is a designated system or resource that performs specified tasks or functions on behalf of (one or more) other systems. To delegate is to designate a system or resource that performs specified tasks or functions on behalf of (one or more) other systems.

	Interface
	The common boundary between two associated systems. [GSM 01.04, ITU-T I.112]

	Intrinsic function
	Intrinsic functions are those functions that are essential in fulfilling the intended task of the specified enabler

	Logical Architecture
	Incorporates the detailed architecture diagram (with interfaces), elements and interface specifications. This architecture is used to derive detailed architecture based upon which an implementation can be made.

	OGSA View
	A representation of the external interfaces specified and exposed by a specific Enabler and/or its components.

	OMA Service Environment
	A logical architecture that provides a common structure and rule set for specifying enablers.

	Non-intrinsic function
	Non-intrinsic functions are those functions that are not essential in fulfilling the intended task of the specified enabler

	Parameter P
	Parameter P is the set of parameters that must be added to requests through the I0 interface of an enabler in order to satisfy existing policies to be enforced when exposing this enabler.

	Policy
	A policy is uniquely represented by a logical combination of conditions and actions.  

	Policy Enforcement
	The process of executing actions, which may be performed as a consequence of the output of the policy evaluation process or during the policy evaluation process.

	Policy Evaluation
	The process of evaluating the policy conditions and executing the associated policy actions up to the point that the end of the policy is reached.

	Policy Processing
	Policy evaluation or policy evaluation and enforcement

	Request
	An articulation of the need to access a resource or to invoke a function. A request may include zero, one or more facts.

	Requestor
	Any entity that issues a request to a resource.

	Resource
	Any component, enabler, function or application that can receive and process requests.

	Risk
	An expectation of loss expressed as the probability that a particular threat will exploit a particular vulnerability with a particularly harmful result.

	Service Enabler
	A technology intended for use in the development, deployment or operation of a Service; defined in a specification, or group of specifications, published as a package by OMA.

	Threat
	A potential for violation of security, which exists when there is a circumstance, capability, action, or event that could breach security and cause harm.

	
	


Change 2:  Changes to section 3.2 Abbreviations
For the purposes of this document, the abbreviations given in [OMA-DICT] apply and the following also apply:

	API 
	Application Programming Interface

	ETOM
	extended Telecommunications Operations Map

	JCP
	Java Community Process

	OASIS
	Organization for the Advancement of Structured Information Standards

	OGSA
	OMA Global Service Architecture

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	PE
	Policy Enforcer 

	PEEM
	Policy Evaluation, Enforcement and Management

	PoC
	Push to talk over Cellular

	SID
	Shared Information/Data model

	SNMP
	Simple Network Management Protocol

	TMF
	TeleManagement Forum

	
	


Change 3:  Change to section 4.3.3 OMA enablers and enabler reuse
The main role of OMA is the specification of OMA enablers, which provide for a number of benefits:

· Enablers provide interoperable components that enable the interaction between different components and applications developed by different providers (e.g. device and network suppliers, information technology companies and Content and Service Providers);

· The specification of enablers reduces deployment efforts and allows the same applications to operate across a wide variety of environments in a consistent manner;

· The specification of enablers also allows for reuse, so that commonly used functions can be provided for by standard components, instead of recreating those same functions in each application.

The latter point emphasises the need to identify potential areas of overlap, especially where OMA provides more than one way of providing the same capability. This is true within a particular area (e.g. location or instant messaging) where there previously existed more than one organization that targeted the same standardisation effort, but also across areas where often the same capabilities are needed, but are provided in different ways.

An integral part in the development of the OSE is to promote the reuse of common functions that may be used by other OMA enablers and non-OMA resources, and to create new OMA enablers that provide those common functions.

In addition, the OSE encourages the identification of gaps between existing standards by analysing different standards (see [ARCH-INVEN]), and if a gap is detected and its associated function is identified as benefiting from standardization, then this gap is a potential candidate for a new OMA enabler.

In order to facilitate the reuse a simple intuitive diagram depicting OGSA View is introduced. OGSA View must describe and give a graphical overview of the components of the enabler and the I0 interfaces (see section 5.3), which expose functionality to entities external to the enabler. The interfaces internal to the enabler are not shown in the OGSA View diagram neither the reference points/interfaces specified by other resources and reused by this enabler.
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Figure 1. OGSA View

Change 4:  Change for section 6. Implications on enabler specification writers 
The OMA Architecture Requirements [ARCH-REQ] state that enabler specifications should reuse existing specifications where possible. This approach includes reuse of existing OMA enabler specifications whenever possible (e.g. reuse of presence and group management enablers by the PoC enabler).

· If applicable, an enabler MUST specify or reference one or more interfaces for its intrinsic functionality that will be used to interface to (i.e. invoke) its functions. 

· If an enabler depends on already defined OMA functions, it MUST identify which other enablers' intrinsic functionality it will invoke to perform these already-defined OMA functions.

· An enabler MUST specify or reference only the functions, protocols and invocations that are essential (i.e. core) to its purpose
· An enabler MUST add an OGSA View as described in section 4.3.3
Any requirements or features that are not intrinsic to an enabler should not be specified within the enabler's specification.  An enabler's specification should only specify the intrinsic functionality required to fulfil its actual function.

For example, some enablers require having an identifier for the requesting entity. The requirement to perform the enabler's function is that there be a way to distinguish one requestor from another. It is not a requirement for the requestor's identity be verified using any particular mechanism (e.g. password, certificate, biometrics). The need to authenticate the requestor is a policy statement under the control of a domain. It is not required to perform the function of the enabler. Therefore, the authentication process is outside the scope of the enabler specification, allowing it either to be implemented as an added value by the enabler implementation or left to the policy enforcer implementation.
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