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1 Reason for Change

The “notificationFormat” parameter in TS common has the wrong default.

Actually, the notification format does not default to “XML”, but to the format that is used in the entity body of the request that creates the subscription.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is requested to agree the CR.
6 Detailed Change Proposal
5.4 Content type negotiation
The Content type of a response used SHALL be established using the following methodology:
As a general rule, content type used in response message body must match content type used in request body. At least XML and JSON content types MUST be supported.

Support for other content types will be specified on a case-by-case basis (e.g. simple name-value pair parameters may be accepted in the URL when using GET and application/x-www-form-urlencoded [W3C_URLENC] may be supported for the request message body when using POST or PUT).
Content type of the request message body SHALL always be determined by Content-Type header of the HTTP message.
Content type of the response body SHALL be determined using the following methodology. When invoking the RESTful Network API, the requesting application SHOULD include the ‘Accept’ request header, and provide the primary content type choice, and OPTIONALLY any supported substitute content types, in this request Accept header.
a. If the server does not support the content type choice listed as priority in the Accept header, it SHALL attempt to return the next preferred choice if one was provided.
b. If the requesting application does not provide an Accept header or any other indication of desired content type of the response (see further below), and the request message body content type is XML or JSON, then the server SHALL provide a response message body with the content type matching that of the request message body. For example, a request with an XML body and no Accept header will trigger an XML response.
c. If the requesting application requires the response message body to be of a different content type than the one determined by the request message body and the Accept header negotiations, it MUST request that content type  by inserting in the URL path the query parameter “?resFormat={content type}”, where content type SHALL be either XML or JSON. This option overrides the Accept header provided by the application, if present, and the response format SHALL be determined solely by the “resFormat” parameter. Note that this allows an application that does not have sufficient control over the HTTP headers to enforce a response format regardless of the value of the Accept header.
d. If the server cannot return any of the content types based on the negotiation steps described, it SHALL return a 406 response code as per [RFC2616].
e. The default format for notification payloads SHALL be determined as follows: by default, if the subscription was created using an entity body in XML or JSON format, the same format SHALL be used for notifications; if the subscription was created using an entity body in application/x-www-form-urlencoded format, the XML format SHALL be used for notifications. This default behavior can be overridden by using the the “notificationFormat” parameter in the subscription.
f. Content type SHALL accompany HTTP response codes 200, 201, 400, 409 in the conditions dictated by the above specified methodology, and MAY be omitted in other cases.
6.2.1.2 Type: CallbackReference

An application can use the CallbackReference data structure to subscribe to notifications. 

If a parameter callbackData has been passed in a particular subscription, the server MUST copy it into each notification which is related to that particular subscription.

	Element
	Type
	Optional
	Description

	notifyURL
	xsd:anyURI
	No
	Notify Callback URL

	callbackData
	xsd:string
	Yes
	Data the application can register with the server when subscribing to notifications, and that are passed back unchanged in each of the related notifications. These data can be used by the application in the processing of the notification, e.g. for correlation purposes.

	notificationFormat
	NotificationFormat
	Yes
	
Application can specify format of the resource representation in notifications that are related to this subscription. The choice is between {XML, JSON}.

If this parameter is absent, the notification format MUST the same as the format used in the subscription request (for XML and JSON), or MUST be XML for application/x-www-form-urlencoded subscription requests.


Table 2: CallbackReference Structure
Note: In case the application requires correlating notifications to the related subscription, it can either submit a different notifyURL in each subscription, or use the optional callbackData parameter as a correlator. 
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