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1 Reason for Change

This is a CR to add NIDD outbound message type to the OutboundMessageRequest data structure. 
According to the 3GPP-23682-e00, the The Non-IP data delivery to SCS/AS is accomplished by one of two mechanisms:

-
Delivery using SCEF;

-
Delivery using a Point-to-Point (PtP) SGi tunnel.

This CR aims at supporting the NIDD outbound message type in the REST-NETAPI-MESSAGING.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly request the ARC group to review the CR and agree the changes.
6 Detailed Change Proposal

Change 1:  Modify 2.1 Normative Reference
	[3GPP 23.140]
	3GPP Technical Specification, “Multimedia Messaging Service (MMS); Functional description; Stage 2 (Release 6)”, URL:http://www.3gpp.org/

	[3GPP 23.682]
	3GPP Technical Specification, “Architecture enhancements to facilitate communications with packet data networks and applications(Release 14)”, URL:http://www.3gpp.org/

	[3GPP 29.199-5]
	3GPP Technical Specification, “Open Service Access (OSA); Parlay X Web Services; Part 5: Multimedia messaging (Release 8)”, URL:http://www.3gpp.org/

	[Autho4API_10]
	“Authorization Framework for Network APIs”, Open Mobile Alliance™, OMA-ER-Autho4API-V1_0, URL:http://www.openmobilealliance.org/

	[OMA_IM_TS]
	“Instant Messaging using SIMPLE”, Open Mobile Alliance™, OMA-TS-SIMPLE_IM-V1_0.doc, URL:http://www.openmobilealliance.org/

	[REST_NetAPI_ACR]
	“RESTful Network API for Anonymous Customer Reference Management”, Open Mobile Alliance™, OMA-TS-REST_NetAPI_ACR-V1_0, URL:http://www.openmobilealliance.org/


Change 2:  Modify 3.3 Abbreviations
	ACR
	Anonymous Customer Reference

	API
	Application Programming Interface

	ASCII
	American Standard Code for Information Interchange

	EMS
	Enhanced Message Service

	GIF
	Graphics Interchange Format

	HTTP
	HyperText Transfer Protocol

	IM
	Instant Message

	ISDN
	Integrated Services Digital Network

	JPEG
	Joint Photographic Expert Group

	JSON
	JavaScript Object Notation

	MIME
	Multipurpose Internet Mail Extensions

	MMS
	Multimedia Messaging Service

	MSISDN
	Mobile Subscriber ISDN Number

	NIDD
	Non-IP Data Delivery

	OMA
	Open Mobile Alliance

	PNG
	Portable Network Graphics

	REST
	REpresentational State Transfer

	RTX
	Ring Tone eXtended

	SCR
	Static Conformance Requirements

	SI
	Service Indication

	SIP
	Session Initiation Protocol

	SL
	Service Loading

	SMPP
	Short Message Peer-to-Peer

	SMS
	Short Message Service

	SMSC
	Short Message Service Center

	TS
	Technical Specification

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	WAP
	Wireless Application Protocol

	WP
	White Paper

	XML
	eXtensible Markup Language

	XSD
	XML Schema Definition


Change 3:  Add new element in 5.2.2.12 Type: OutboundMessageRequest
5.2.1.2 Type: OutboundMessageRequest

Individual outbound message request
	Element
	Type
	Optional
	Description

	address
	xsd:anyURI [1..unbounded]
	No
	Destination addresses for the Message (e.g. 'sip' URI, 'tel' URI, 'acr' URI)

	senderAddress
	xsd:anyURI
	No
	The address of the sender to whom a responding message may be sent (e.g. 'sip' URI, 'tel' URI, 'acr' URI).

If senderAddress is also part of the request URL, the two MUST have the same value.

	senderName
	xsd:string
	Yes
	Name of the sender to appear on the user’s terminal as the originator of the message.

If this parameter is used, a set of allowed values are assumed to be set during the provisioning of each sender (i.e.: for each user provisioned in the system).

	charging
	common:Charging
Information
	Yes
	Charging to apply to this message

	receiptRequest
	common:CallbackReference
	Yes
	It defines the notification endpoint and parameters that will be used to notify the application when the message has been delivered to terminal or if delivery is impossible.

	reportRequest
	DeliveryStatus
[0…unbounded]
	Yes
	List of delivery status events to report

	outboundSMSTextMessage
	OutboundSMSTextMessage
	Choice
	Included if a SMSText is being sent

	outboundSMSBinaryMessage
	OutboundSMSBinaryMessage
	Choice
	Included if a SMS Binary is being sent

	outboundSMSLogoMessage
	OutboundSMSLogoMessage
	Choice
	Included if a SMSLogo is being sent

	outboundSMSRingToneMessage
	OutboundSMSRingToneMessage
	Choice
	Included if a SMSRingtone is being sent

	outboundSMSFlashMessage
	OutboundSMSFlashMessage
	Choice
	Included if a Flash SMS is being sent

	outboundWAPMessage
	OutboundWAPMessage
	Choice
	Included if WAP is being used

	outboundMMSMessage
	OutboundMMSMessage
	Choice
	Included if MMS is being sent

	outboundIMMessage
	OutboundIMMessage
	Choice
	Included if IM is being sent

	outboundVMMessage
	OutboundVMMessage
	Choice
	Included if voicemail is being sent (i.e. deposit to storage and send notifications to device(s)).

	outboundNIDDMessage
	OutboundNIDDMessage
	Choice
	Included if NIDD is being sent

	outboundMessage
	OutboundMessage
	Choice
	Included if the application does not care about which bearer is used to send a multimedia or text message.

	clientCorrelator
	xsd:string
	Yes
	A correlator that the client can use to tag this particular resource representation during a request to create a resource on the server.
This field SHOULD be present. Note: this allows the client to recover from communication failures during resource creation and therefore avoids duplicate outbound message request creation in such situations.

In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. The resourceURL SHALL NOT be included in POST requests by the client, but MUST be included in POST requests representing notifications by the server to the client, when a complete representation of the resource is embedded in the notification. The resourceURL MUST also be included in responses to any HTTP method that returns an entity body, and in PUT requests.

	link
	common:Link[0..unbounded]
	Yes
	Link to other resources that are in relationship with  the resource

	deliveryInfoList
	DeliveryInfoList
	Yes
	The delivery Information (filled in by the server)


XSD modelling uses a “choice” to select outboundSMSTextMessage, outboundSMSBinaryMessage, outboundSMSLogoMesage, outboundSMSRingToneMessage, outboundSMSFlashMessage, outboundWAPMessage, outboundMMSMessage, outboundIMMessage, outboundVMMessage, outboundNIDDMessage or outboundMessage.

Note: outboundSMSBinaryMessage is supported in order to facilitate legacy applications that may send SMS in binary format (e.g. using SMPP). Underlying implementations need to be aware whether SMSCs and/or final destination mobile phones can handle such messages without unforeseen side effects. Implementations MUST support Service Provider policies to accept or reject the handling of a binary SMS message (POL1019: Policy error SHALL be used in case the message is rejected, see section 7.2).

A root element named outboundMessageRequest of type OutboundMessageRequest is allowed in request and/or response bodies 
Regarding the clientCorrelator field, the note in section 5.2.2.9 applies.

Change 4:  Add new data structure in 5.2.1 Structures

5.2.2.X
Type: OutboundNIDDMessage

Content of an outbound NIDD message
	Element
	Type
	Optional
	Description

	message
	xsd:string
	No
	NIDD message content
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