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1 Reason for Change

According to IF7 v0.94, Security section:

“Security requirements between DSP and ARP are defined by bilateral agreements. 

It is recommended to send messages using FTP protocol over secure VPN tunnel. 

It is recommended that FTP transfer type should be set to binary.”
There’s no additional requirement about authentication and authorization. Therefore Appendix G is cleared and any reference to ACR and Autho4API removed.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to agree on this CR.
6 Detailed Change Proposal
Change 1:  CR to section 2.1
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Change 2:  CR to section 3.3

Abbreviations
	
	

	API
	Application Programming Interface

	ARP
	Alternate Roaming Provider

	GSMA
	GSM Association

	HTTP
	HyperText Transfer Protocol

	DSP
	Domestic Service Provider

	ICCID
	Integrated Circuit Card IDentifier

	IMSI
	International Mobile Subscriber Identity

	JSON
	JavaScript Object Notation

	LBO
	Local Break Out

	MNP
	Mobile Number Portability

	MSISDN
	Mobile Subscriber ISDN Number

	OMA
	Open Mobile Alliance

	REST
	REpresentational State Transfer

	TADIG
	GSMA Transferred Account Data Interchange Group

	TS
	Technical Specification

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XML
	eXtensible Markup Language

	XSD
	XML Schema Definition


Change 3:  CR to section 4.1

Version 1.0

Version 1.0 of this specification supports the following operations:
· Establish a relationship between a DSP and an ARP for a Single IMSI service.
· Obtain information of a Single IMSI service.

· Terminate a relationship between a DSP and an ARP for a Single IMSI service.

· Swap roaming service for a Single IMSI, from a “donor” ARP to a “recipient” ARP.

· Suspend roaming for a Single IMSI service, to allow fraud management checks.

· Stop roaming suspension for a Single IMSI service.

· Change charging interface between a DSP and an ARP for a Single IMSI service, from online billing to offline billing or vice-versa.



· 
· 
· 
Change 4:  CR to section 5.2.2

Structures

The subsections of this section define the data structures used in the RoamingProvisioning API.

Some of the structures can be instantiated as so-called root elements.

For structures that contain elements which describe a user identifier, the statements in section 6 regarding 'tel' and 'sip' URI schemes apply.
Change 5:  CR to section 6

Detailed specification of the resources

The following applies to all resources defined in this specification regardless of the representation format (i.e. XML and JSON):
· Reserved characters in URL variables (parts of a URL denoted below by a name in curly brackets) MUST be percent-encoded according to [RFC3986]. Note that this always applies, no matter whether the URL is used as a Request URL or inside the representation of a resource (such as in “resourceURL” and “link” elements).
· If a user identifier (e.g. address, participantAddress, etc.) of type anyURI is in the form of an MSISDN, it MUST be defined as a global number according to [RFC3966] (e.g. tel:+19585550100). The use of characters other than digits and the leading “+” sign SHOULD be avoided in order to ensure uniqueness of the resource URL. This applies regardless of whether the user identifier appears in a URL variable or in a parameter in the body of an HTTP message.
· If an equipment identifier of type anyURI is in the form of a SIP URI, it MUST be defined according to [RFC3261].
· 
· 
· For requests and responses that have a body, the following applies: in the requests received, the server SHALL support JSON and XML encoding of the parameters in the body. The Server SHALL return either JSON or XML encoded parameters in the response body, according to the result of the content type negotiation as specified in [REST_NetAPI_Common]. In notifications to the Client, the server SHALL use either XML or JSON encoding, depending on which format the client has specified in the related subscription. The generation and handling of the JSON representations SHALL follow the rules for JSON encoding in HTTP Requests/Responses as specified in [REST_NetAPI_Common].
Change 6:  CR to Appendix G
Authorization aspects
(Normative)



Security requirements between DSP and ARP are defined by bilateral agreements. It is RECOMMENDED to send messages over secure VPN tunnel.
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