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1 Reason for Change

This CR propose some initial text for section 7 related the requirements:
Analytic reporting, 

	Label
	Description
	Release

	SerExp-REP-001
	The Service Exposure Framework SHALL be able to produce the needed information in order  to create a comprehensive reporting of the API Usage
	Service Exposure Framework V1.0

	SerExp-REP-002
	The Service Exposure Framework SHALL be able to export the analytic reporting data  in a file (e.g. csv, or other common file type)
	Service Exposure Framework V1.0

	
	
	


2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is recommended to agree on the proposed changes in this CR.
6 Detailed Change Proposal

Change 1:  7.1.2 Analytic reporting

The Service Exposure Framework collects different information during the runtime lifecycle, these information are related to the API consumers, the users (e.g. developer and end-user) and obviously the APIs involved on the different business case. 
Example of these information are:

· Count the usage of the API (e.g. number of APIs invocations)

· Tracing the API Consumer invocation respect the APIs available and correlate the information to the related application developer

· Tracing of the API performance (e.g. in terms of response time end to end or errors)

· Tracing the effectiveness of the south bound enabler (e.g. in terms of south bound response time or health status)

The Analytics permit to trace exactly how, when, and where the exposed APIs are consumed, driving key information to all the stakeholders involved:

· The application developers 

· The Service Exposure Framework administration team

· The business and marketing group

· The operations team

Using the analytics several insight could be derived, like understanding wich API is most used by a certain API consumer, which is the most used API Consumer (application), or where is better to work in order to improve the quality of the response provided to the invoking application.

Beside the mere collection of the basic metrics, it is important also to provide effective way to exploit such datasets. Typically a graphical representation may be made available by the Service Exposure Framework (e.g. through a web based console), or exported using common data format.

The ability to export these analytics and process them offline is an additional key feature: as an example, these data could feed a Business Intelligence system gathering metric useful to tune better or mesure the result of the service application that is using the APIs.

It is also important to note that the analytics are to be correlated to the different Service Exposure Platform users role, in order to provide only the data they are interested or authorized to use.

A set of APIs may be available on the  Service Exposure Framework  in order to programmatically have access to all the analytics functions and data.
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