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1 Reason for Change

Functional Architectures of File Distribution and Stream Distribution are proposed.

2 Impact on Backward Compatibility

None.  

3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The new AD sections for file distribution and stream distribution are proposed. 
If BCAST agreed to CR, then the content of CR will be added to the related section of AD.

6 Detailed Change Proposal

7.1 File Distribution Function
The File Distribution Function distributes a file or a bundle of files having any type or any encoding scheme to Terminals. The File Distribution Function mainly distributes a file or a bundle of files over Broadcast Channel but it also can transmit a file or a bundle of files to Terminal over Interaction Channel. 
In addition to the distribution functionality, the File Distribution Function may use other OMA BCAST functionalities provided by other OMA BCAST Functions. The File Distribution Function can protect a file or a bundle of files with content protection capability provided by Content Protection Function and service protection capability provided Service Protection Function.
The File Distribution Function provides for error resilience by different methods including in-band broadcast-based methods such as forward error correction and/or repetition as well as post-delivery methods such as file repair over interactive sessions. 
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Figure x: File Distribution Function Architecture
The BCAST File Distribution Function Architecture (Figure X ) defines the following interfaces:
	Interfaces
	Reference Point
	Description

	FD-1
	BCAST-1
	Delivery of a file, whose type and encoding scheme may be agnostic to BCAST Standard. 

Note: FD-1 may be out of OMA BCAST scope. But it is added for the clear description of File Distribution functional architecture.

	FD -2
	BCAST-2
	Delivery of a file ( or files ) or a content protected file ( or files )to FD 
Delivery of an attribute of a file ( or files ) to FD

	FD -4
	BCAST-4
	Delivery of a message or a data to be transmitted over FD-5 or FD-6. The example of a message or a data can be notification or service guide.
Note 1: FD-4 can be defined in Notification Functional Architecture or Service Guide Functional Architecture.
Which functional Architecture determines this interface should be discussed.
Note 2 : FD-4 and FD-2 may be similar

	FD -5
	BCAST-5
	Unidirectional delivery of a file or a bundle of files some of which may be content protected.
Unidirectional delivery of a content and service protected file or a bundle of files.

Unidirectional delivery of in-band signalling for File Distribution (e.g. signalling used for file reception ) 


	FD-6
	BCAST-6
	Point-to-point delivery of file parts needed in order to reconstruct a complete file or file bundle on the terminal side following reception of file parts over the broadcast channel

Point-to-Point delivery of a file or a bundle of files
Delivery of a request or a report about file repairing from Terminal


	FD-8
	BCAST-8
	Delivery of user interaction according to OMA BCAST file service 
Note: FD-8 can be defined in Interaction Functional Architecture.
Which functional Architecture determines this interface should be discussed.

	FD-B1
	BDS-1
	Delivery of a file or a bundle of files to BDS
Delivery of a service and/or content protected file or a bundle of files to BDS
Delivery of attribute of a file or a bundle of files to determine bearers used for file distribution

Delivery of bearer information used for a file or  bundle of files distribution

Note : If BDS service distribution does not exist, then x-1 and/or x-2 can be used for the same purpose


7.1.1 File Application Function
The File Application Function (FA) in the network is responsible for receiving a file or a bundle of files to be broadcast from the Content Creation and sending the file as well as file attribute and additional information to BCAST Service Distribution/Adaptation.  
FA is agnostic to the type and encoding scheme of file delivered over the FD-1 interface.

If the content protection is done by BCAST, the FA may cooperate with the content protection function to encrypt the file.
FA also provides the attributes of file (e.g. the type of file and valid period of file) and additional information (e.g. location information and attributes relevant to user profile and preferences) used for BCAST service 

7.1.2  File Delivery Function
The File Delivery Function (FD) in the network is responsible for the delivery, aggregation, and adaptation of a file or a bundle of files. 

FD receives a file, a bundle of files, some of which may be content protected. FD receives these files with attributes from SA through the FD-2. 
File delivery may take place in one of the following modes:

- BDS transparent mode: Using configured attributes and attributes received from FA , FD negotiates the bearers to be used for file distribution in cooperation with BDS service Distribution through the interface FD-B1. If BDS Service Distribution does not exist, then X-1 or X-2 can be used.  FD normally transmits a file or a bundle of files over Broadcast Channel provided by BDS via FD-5. If FD receives a request for retransmission or error reporting form Terminal, FD may transmit parts of a file or parts of a bundle of files over Interaction Channel via FD-6. 
- BDS assisted mode: FD also can transmit a file or a bundle of files to BDS via FD-B1 and then, BDS Service Distribution distributes a file or a bundle of files to Terminal. This operation is out of scope of OMA BCAST.
FD can aggregate files transmitted from different FAs according to provisioning information and adapt a file or a bundle of files for BDS.  

In the BDS transparent mode the FD takes responsibility for error efficient and error resilient file delivery. Consequently FD may employ different schemes for improving file delivery success such as repetition and forward error correction. Further, in certain scenarios the FD may support file-repair functions allowing clients which could not fully receive a file or file bundle through broadcast channels to ask for missing file parts in order to reconstruct the file. 
If the service protection is done by BCAST, the FD may cooperate with the service protection function to encrypt the bearer to be used for file delivery.
If a file generated by BCAST Subscription Management needs to be transmitted over FD-5 or FD-6, then FD receives it through the interface FD-4.


7.1.3 File Delivery Client Function
The File Delivery Client Function (FD-C) in the terminal is responsible for receiving a file or bundle of files over Broadcast Channel or Interaction Channel through either the FD-5 or FD-6 interfaces or via the BDS (in case of BDS-assisted file delivery) 

If the service protection is done by BCAST, the FD-C may cooperate with the service protection function to decrypt the bearer containing the file. If the content protection is done by BCAST, the FD-C may cooperate with the content protection function to decrypt the file.

If BDS-transparent mode is used,  FD-C should be able to receive the FD transmission as it is coded for error resilience
FD-C forwards the information about file to a relevant function..
For post error recovery the terminal may be able to request missing parts of encoded files in order to fully reconstruct the delivered files.

FD-C may send a report of fully or partially received files or bundles of if the Terminal has the interaction ability.

7.2 Stream Distribution Function
The Stream Distribution Function distributes streams having BCAST standard CODEC or BDS Standard CODEC to Terminals. The Stream Distribution Function mainly distributes stream over Broadcast Channel but it also transmits stream to Terminal over Interaction Channel. 
In addition to the distribution functionality, the Stream Distribution Function may use the service protection capability provided by the Service Protection Function. The Stream Distribution Function may provide for error resilience by different methods such as forward error correction coding. 
The Stream Distribution Function has CODEC determined by OMA BCAST and may have CODEC used in BDS.
. 
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Figure y: Stream Distribution Function Architecture
The BCAST Stream Distribution Function Architecture (Figure y ) defines the following interfaces:

	Interfaces
	Reference Point
	Description

	SD-1
	BCAST-1
	Delivery of an unprocessed stream for BCAST streaming Service

Delivery of stream with media type and CODEC supported by BCAST

	SD-2
	BCAST-2
	Delivery of a stream having BCAST standard media type and CODEC
Delivery of stream attributes to Stream Distribution Function in BCAST Service Distribution/Adaptation



	SD-5
	BCAST-5
	Unidirectional delivery of a BCAST-standardized stream.

Unidirectional delivery of a stream, which is adapted to BDS specific condition(.e.g. BDS specific CODEC or a data rate supported by BDS) 

Unidirectional delivery of in-band signalling for Stream Distribution( e.g. signalling used for stream reception) 


	SD-6
	BCAST-6
	Delivery of report about a stream reception

Delivery of request from terminal e.g. request for the retransmission of a whole stream 

	SD-8
	BCAST-8
	Delivery of user interaction according to OMA BCAST stream service
Note: SD-8 can be defined in Interaction Functional Architecture.

Which functional Architecture determines this interface should be discussed.

	SD-B1
	BDS-1
	Delivery of a stream to BDS

Delivery of a protected stream to BDS
Delivery of a stream attribute or bundle attribute to determine bearers used for stream distribution

Delivery of bearer information used for a stream distribution

Delivery of a BDS specific profiles for the adaptation of Stream to BDS
Note : If BDS service distribution does not exist, then x-1 and/or x-2 can be used for the same purpose


7.2.1 Stream Application Function
The Stream Application Function (SA) in the network is responsible for transmission of a stream having BCAST standard media type and CODEC to Stream Distribution Function in BCAST Service Distribution/Adaptation. 

SA receives an unprocessed stream, to be encoded by CODEC supported by OMA BCAST, from Content Creation via SD-1. In this case, SA translates unprocessed stream into BCAST standardized stream. 

SA may receive a stream encoded by CODEC supported by OMA-BCAST.

SA provides the attributes of stream (e.g. a media type of stream and required data rate) and additional information ( e.g. location information and attributes relevant to user profile and preferences) used for BCAST service.

7.2.2 Stream Delivery Function
The Stream Delivery Function (SD) in the network is responsible for the delivery of a media stream, the determination of bearers used for stream transmission and the adaptation of a stream to a specific BDS.  SD receives the attributes of a stream from SA via SD-2. 
SD receives a stream with attributes of a stream from SA -through the SD-2. Stream delivery may take place in one of the following modes:
- BDS transparent mode: Using configured attributes and attributes received from SA , SD negotiates the bearers to be used for stream distribution in cooperation with BDS Service Distribution through the interface SD-B1. If BDS Service Distribution does not exist, then X-1 or  X-2 can be used.  SD normally transmits stream over Broadcast Channel provided by BDS via SD-5. 
- BDS assisted mode: SD also can transmit a file or a bundle of files to BDS via SD-B1 and then, BDS Service Distribution distributes stream files to Terminal. This operation is out of scope of OMA BCAST.
SD may do trans-code OMA BCAST stream into BDS specific Stream according to BDS request from the interface SD-B1. SD also can adapt the data rate of stream according to report of BDS network condition through the interface SD-B1. If SD-B1 does not exist, then X-1 or X-2 can be used.

If the service protection is done by BCAST, the SD may cooperate with the service protection function to encrypt the bearer to be used for stream delivery. 

SD transmits in-band signaling used for the stream reception and service protection through the interface SD-5 and provides the method for media synchronization. 

SD can provide the method for adaptive reception and can imply techniques for error resilience based on the characteristics specific to a  Broadcast service and a Broadcast Channel. 

7.2.3 Stream Delivery Client Function
The Stream Distribution Client Function (SD-C) in the terminal is responsible for receiving a stream over Broadcast Channel or Interaction Channel through either the SD-5 interface or via the BDS (in case of BDS-assisted stream delivery) 

If the service protection is done by BCAST, the SD-C may cooperate with the service protection function to decrypt the bearer containing the stream. The SD-C does the operation for error resilience method if error resilience method is applied by SD.  

SD-C has the capability for media synchronization and may have the method for adaptive reception.
SD-C forwards the information about a stream to a relevant function.

For post error recovery, SD-C may send the report of a stream reception if Terminal has the interaction ability.
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