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1 Reason for Change

Previously, a scheme has been proposed and agreed that allows the signalling of SG fragment updates using the TOI. This scheme only works if the SG is transported using ALC combined with SG file information signalling. A similar scheme is now proposed for the case where the SG is transported using ALC combined with in-band file information signaliling (i.e., FLUTE). Further, it is clarified that TOI=0 is reserved for FDTs, i.e. shall not be used if the SG is transported using ALC combined with SG file information signalling.

2 Impact on Backward Compatibility

No previous version of the enabler exists

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that BCAST agrees the changes shown below for inclusion into the affected TS.

6 Detailed Change Proposal

5.4 Service Guide Delivery

The Service Guide is delivered as a set of binary objects. Each such object is called Service Guide Delivery Unit and encapsulates one or more fragments of Service Guide. The objects can be delivered either by broadcast mode to all Terminals able to receive the transmission of a Broadcast Channel. Alternatively individual Terminals can fetch the objects over the Interaction Channel.

5.4.1 Service Guide Delivery Methods

<text>

5.4.1.1 Delivery over the Broadcast Channel

Over the Broadcast Channel, interface SG5, the Service Guide SHALL be delivered with ALC [RFC 3450], the same protocol that is used for file distribution. As for file distribution, file information like MIME Type or File Transfer Information can either be carried either in the SG, or in a File Delivery Table (FDT), i.e. the service guide is in this case delivered in a FLUTE session. 
The following enhancements apply for the case when the file information is conveyed in the SG:

· SG-D in BSDA MAY apply simple null FEC scheme as specified in section 5.4.1.1.1 in conjunction with ALC, for the Service Guide delivery.

· SG-D in BSDA MAY utilize the split-TOI scheme as specified in section 5.4.1.1.2 in conjunction with ALC, for signalling the identifier and version of the Service Guide Delivery Unit.

If the file information is conveyed in the SG, TOI = 0 shall not be used.

The following enhancement applies for the case when the file information is conveyed in a file delivery table:

· SG-D in BSDA MAY utilize the scheme as specified in section 5.4.1.1.3 in conjunction with FLUTE, for signalling the identifier and version of the Service Guide Delivery Unit.
When delivering the Service Guide over Broadcast Channel:

· The availability, metadata and grouping of fragments of Service Guide MAY be declared in Service Guide Delivery Descriptor as specified in clause 5.4.2. 

· Fragments of Service Guide SHALL be delivered encapsulated as specified in clause 5.4.4
Each such descriptor SHALL carry one or more groupings and each grouping SHALL contain one or more declarations of Service Guide fragments. 

5.4.1.1.1 Simple null FEC scheme

This section specifies simple null FEC scheme, which is known as FEC Encoding ID 1.Unlike FEC Encoding ID 0 (null-FEC) described in RFC 3695, which partitions the object to blocks (which is unnecassary if FEC is not used), FEC Encoding ID 1 partitions the object into symbols. In addition, FEC Encoding ID 1 indicates in-band the number of symbols the object has been partitioned into.The following text specifies the FEC Payload ID format associated to FEC Encoding ID 1 and the specific information in the corresponding FEC Object Transmission Information.

FEC Payload ID for FEC Encoding ID 1

The FEC Payload ID for FEC Encoding ID 1 is composed of Symbol ID and Last Symbol ID structured as follows: 

     0                   1                   2                   3

     0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |         Symbol ID             |        Last Symbol ID         |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The 16-bit Symbol ID identifies which specific symbol generated from the object is carried in the packet payload.  The 16-bit Last Symbol ID allows the terminal deriving the number of symbols the object has been fragmented into. N.b. The FEC Payload ID associated with FEC Encoding ID 1 has the size as FEC Payload ID associated with FEC Encoding ID 0.

FEC Object Transmission Information 

The FEC Encoding ID 1 requires no specific FEC Object Transmission Information.  The object length and the length in bytes of each symbol, with the optional exception of the last symbol, MAY be sent to the receiver to support some delivery models.  How this out-of-band information is communicated is outside the scope of this document.

Sending and receiving an object

The object is logically partitioned into N symbols, each L bytes in length, with the optional exception of the last symbol, and the corresponding Symbol IDs range from 0 through N-1 starting at the beginning of the object and proceeding to the end.  In case padding is used, the last symbol MUST be logically padded out with zeroes. 

There are several possible ways the length of the encoding symbol L can be communicated to the receiver, and how this is done is to be specified/determined As an example, the terminal MAY derive dynamically the value of L thanks to the actual size of the received symbol in case this received symbol is not the last one.  In case the receiver receives first the last symbol of an object that is partitioned into several symbols the receiver SHALL receive another distinct symbol to derive precisely the value of L unless the receiver has been indicated that the last symbol is padded.

If the last symbol length is the same as the other symbols length, the memory space allocation in the receiver that is derived from this mechanism is the exact required space for receiving all the symbols  that compose the transport object; otherwise the allocated space memory is a larger approximation of the required space.  In the latter case, the difference between the allocated space memory and the required space memory is, in bytes, less than the L value.

5.4.1.1.2 Split-TOI scheme

The SG delivery over the Broadcast bearer must provide mechanisms so that terminals can easily track SG updates

Service Guide Delivery Unit_Header provides a local SG fragments Management but the terminal has to parse this header to track SG fragment updates.  

In the current mechanism, at each time the content of a SG delivery unit changes, a new TOI is created. ALC doesn't provide guidelines to manage TOIs and therefore doesn't provide means to track changes of a given SG delivery unit

This section specifies a method to use the TOI field in order to indicate the identifier of the transported Service Guide Delivery Unit, and its version.

The LCT TOI field is 32*O + 16*H bits in length where the Transport Object Identifier flag (O) length is 2 bits and the Half-word flag (H) length is 1 bit. The maximal length of the TOI is therefore 112 bits (i.e. 14 bytes).

When a version identifier is assigned to a transported object through the LCT header, the TOI field is split into two parts: the first part (Most Significant Bits) is allocated to the actual object identification (e.g. a Container_ID), the second part (Less Significant Bits) is allocated to the version identifier (e.g. a container Version_ID).

The receiver detects whether the TOI is split or not through out-band or in/band signalling [Note: these mechanisms are to be specified]

5.4.1.1.3. Signaling of SG fragment update for FLUTE sessions
If FLUTE is used for service guide delivery, the split TOI scheme cannot be used to signal ESG fragment updates, since it contradicts the FLUTE specification.
In this case, the filenames associated with ESG fragments and carried in the FDT shall be derived from the TOI value. The filename shall be used to encode the identifier of the transported Service Guide Delivery Unit, and its version.  [Details to be specified]
This mechanism allows the device to recognize updated SG fragments based on TOI. In case the meaning of TOI is signalled out-of-band, the receiver does not need to parse and process the FDT.
5.4.1.2 Delivery over the Interaction Channel

A Terminal SHALL be able to fetch the Service Guide over the Interaction Channel. HTTP SHALL be supported by both Network and Terminal.
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