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1 Reason for Change

0527R01 adds supporting companies; there are no other modifications at all.
An optional requirement has been incorporated into the latest update to the approved OMA-RD-BCAST-V1_0-20050824-C to enable binding of Rights Objects to user identity stored in a removable smartcard administered by the service provider, hence achieving portability of these rights objects to another DRM-compliant device (Ref. Subclause 6.2.7 Service and Content Protection) excerpted as follows:

	SPCP-30 User Identity
	It SHOULD be possible to bind Rights Objects (pertaining to service access, digital rights for content and any post-acquisition rights, as applicable) to user identity and not only to the device.  When the user identity is stored in a removable smartcard administered by the service provider (such as, in 3G mobile terminals), portability of these rights objects to another DRM-compliant device SHOULD enable the user’s continued use of any pre-existing digital rights


Table 14: Overall System Requirements – Service and Content Protection

It is understood that Service Protection supporting smartcard-enabled mobile terminals has already been addressed in the latest update of TS-BCAST-SvcCntProtection-V1_0-20050930-D (Subclause 5.1.2.2.2).  The present CR addresses Content Protection aspects of smartcard-enabled mobile terminals. 
As the OMA DRMv2 currently does not support storage of Rights Objects in the secure removable smartcard (i.e. (U)SIM or R-UIM) associated with 2G/3G mobile terminals, there is a distinct need for an alternative Content Protection scheme to enable RD SPCP-30 as an optional requirement.
This CR explicitly identifies this need in the TS-BCAST_SvcCntProtection as a placeholder (submitted as a Class 2 ‘Bug Fix’):

a) to maintain visibility of this requirement until it is fulfilled, and 

b) to be consistent with SPCP-30 of the BCAST RD.  

Specific Content Protection solution proposal(s) as required in the TS-BCAST_SvcCntProtection are for further study (FFS) .
References: 
OMA-BCAST-2005-0263R01 CR to the BCAST RD.
OMA-BCAST-2005-0141R06  Proposal-to-use-a-user-identity-module in BCAST  (Service Protection for smartcard-enabled mobile terminals). 
OMA-WID_0127-SRMProfile-V1_0-20050825-D  (Secure Removable Media Profile) 
- This WID addresses storage of R.O.s in the smartcard in 2G/3G mobile terminals applicable to downloaded content; this solution when available is expected to be applicable to BCAST File Delivery of protected content also.  Appropriate extensions to this solution, or other different smartcard based content protection schemes, may provide an acceptable BCAST Content Protection solution for Stream Delivery of protected content having post-acquisition rights that are stored in secure smartcards, i.e. (U)SIM or R-UIM, in mobile terminals.
2 Impact on Backward Compatibility

This requirement (BCAST RD SPCP-30) is applicable only to 2G/3G mobile devices equipped with (U)SIM or R-UIM administered by mobile service providers; hence this requirement is considered “Network Optional – Terminal Optional”.  
3 Impact on Other Specifications

OMA-TS-DRM-XBS-V1_0-20051006-D  (possibly, if the solution to fulfil BCAST RD SPCP-30 will emerge therein.  If not, the required solution may come from an alternative Content Protection scheme to be specified).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The BCAST SWG is kindly asked to agree and adopt the detailed change as enclosed in the BCAST AD.
6 Detailed Change Proposal

Change 1:  OMA-TS-BCAST_SvcCntProtection-V1_0-20050930-D
5.1.2.2.3.2
OMA DRM v2.0 Extensions for Broadcast Rights Objects
Extensions to OMA DRM v2.0 for broadcast rights objects, i.e. optimized Rights Objects distributed over the broadcast channel, including design and format, appear in the OMA DRM v2.0 Extensions for Broadcast Support document.
Where Rights Objects (particularly for post-acquisition rights associated with BCAST Stream Delivery of protected content) are stored in secure removable smartcards, i.e. (U)SIM/R-UIM in 2G/3G mobile terminals, an alternative Content Protection scheme to handle such broadcast rights objects may be applicable as an option.  Hence, an alternative Content Protection solution to that depicted in OMA DRM v2.0 Extensions for Broadcast Support document, or appropriate modifications thereto, may be specified.  Details of such content protection alternative are FFS.
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