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1 Reason for Change

There are BDSs (like MBMS) where the whole service guide is retrieved interactively from the terminal, and not broadcasted. The SGDD is the entry point to the SG, and is updated when the SG changes. However, since the SGDD itself may in such cases also be distributed interactively, the terminal does not get any information per se when the SG (and thus the SGDD) changes. A push mechanism is therefore needed that can be used to inform a device about a change in the SGDD and thus in the SG. Pushing the SGDD whenever it changes would be an alternative, but due to the high overhead this is not preferable in cases the user is not interested in that service in the moment. This CR describes a simple and compact message format that can be used to inform a terminal about a change of the SGDD for a service. A distribution mechanism for such push messages is out of scope; WAP push is mentioned as an example. When the terminal receives an SGDD update message, it may decide to retrieve the corresponding SGDD interactively. From the SGDD, it may determine which SG fragments have been changed, and also retrieve them interactively. Thus, the CR complements the existing spec and removes the necessity for the terminal to poll for the SGDD in order to detect a change of the SG.
The idea of a SGDD change notification also requires that SGDDs contain an identifier and a version number. This change is also proposed in this CR.

Changes in R01:

R01 incorporates the comments raised in the Madrid meeting:
· Comment (Sungoh, Samsung): The delivery of the notification should be done using the notification function.
· This has been done in R01. The delivery mechanism of the notification function can used.
· Comment (Jun, Qualcomm): It should also be possible to broadcast the notification about changed SGDDs. In this case, maybe a random delay mechanism should be considered.
· This has been done in R01. The text says that the SGDD notification can be either distributed using the notification delivery mechanism, or it can be broadcasted over the SG announcement channel. Further, optional parameters have been introduced in the SGDD notification that allow to define a random delay mechanism, in order to avoid network congestion after broadcast of an SGDD notification.
· Comment (Sungoh, Samsung): what is the architecture, what are the flows, which entities are involved ?
· It was felt that this comment/question goes beyond the scope of this CR. The SGDD notification format and the transport mechanisms have been explained. The flows are implicitly clear, although not graphically contained in the specification. The architecture would belong into the informative architecture document, and is not necessary for an interoperable specification.
2 Impact on Backward Compatibility

No previous version of the enabler exists

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that BCAST agrees the changes shown below for inclusion into the affected TS.

6 Detailed Change Proposal
5.4.2.2  Service Guide Delivery Descriptor Structure

Delivery of the BCAST Service Guide is described by a Service Guide Announcement Channel which transmits Service Guide Delivery Descriptors (SGDDs), within announcement sessions, to the terminal.  Each SGDD instance contains one or more DescriptorEntries.  The DescriptorEntry carries metadata of SG Delivery Units (SGDUs), which in turn carry the actual SG fragments.  SG fragments may be grouped by certain criteria (e.g. temporal).  The delivery of each group of SG fragments, or an SGDU, may be considered as occurring over a SG Delivery Channel.  The totality of SGDU groups, or SG Delivery Channels, make up the entire BCAST Service Guide.

The metadata comprising a DescriptorEntry are:
- SG fragment grouping criteria,
- Transport session parameters,
- Alternative access URL of the individual SG delivery session,
- TOI and lifetime of the individual SGDU,
- ID, version and lifetime of the individual SG fragments within a SGDU.


The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in Appendix C. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as the XML Schema instance and delivered as ALC Transport Object. Further, the SG-D MAY convey the parameters associated with the SGDDs in-band using FLUTE, Consequently, the terminal SHALL support FLUTE for the reception of Service Guide Delivery Descriptors.
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	Data Type

	ServiceGuideDeliveryDescriptor
	E
	M
	1..N
	The Service Guide Delivery Descriptor

Contains the following sub-element:

DescriptorEntry
	

	id
	A
	M
	1
	ID of the Service Guide Delivery Descriptor fragment, globally unique
	anyURI

	version
	A
	M
	1
	Version of this fragment. The newer version overrides the older one as soon as it has been received.
	unsignedInt (32 bits)

	DescriptorEntry
	E1
	M
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
	

	GroupingCriteria
	E2
	O
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Contains the following sub-elements:

TimeGroupingCriteria,

GenreGroupingCriteria,

ServiceProviderCriteria
	

	TimeGroupingCriteria
	E3
	O
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours)

Contains the following attributes:

StartTime,

EndTime
	

	StartTime
	A
	M
	1
	Start of the time period this DescriptorEntry declares fragments for. 

(Note: this is different than fragment validity time)
	NTP time as 
unsignedInt
(32 bits)

	EndTime
	A
	M
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	NTP time as 
unsignedInt
(32 bits)

	GenreGroupingCriteria
	E3
	O
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	String

	ServiceProviderCriteria
	E3
	O
	0..1
	Specifies the each service provider by unique name.
	String

	Transport
	E2
	O
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

IpAddress,

Port,

SrcIpAddress,

SessionID
	

	IpAddress
	A
	M
	1
	Destination IP address of the target delivery session
	String

	Port
	A
	M
	1
	Destination port of target delivery session
	unsignedShort
(16 bits)

	SrcIpAddress
	A
	O
	0..1
	Source IP address of the delivery session
	String

	SessionID
	A
	M
	1
	Identifier of target delivery session
	unsignedShort 
(16 bits)

	AlternativeAccessURL
	E2
	O
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel
	AnyURI

	ServiceGuideDeliveryUnit
	E2
	M
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

validFrom,

validTo

Contains the following sub-element:

Fragment
	

	transportObjectID
	A
	O
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt
(32 bits)

	validFrom
	A
	O
	0..1
	The first moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	NTP time as 
unsignedInt
(32 bits)

	validTo
	A
	O
	0..1
	The last moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	NTP time as 
unsignedInt
(32 bits)

	Fragment
	E3
	M
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo,

type
	

	transportID
	A
	M
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.
	unsignedInt
(32 bits)

	id
	A
	M
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	M
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt (32 bits)

	validFrom
	A
	O
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	NTP time as 
unsignedInt
(32 bits)

	validTo
	A
	O
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.

Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	NTP time as 
unsignedInt
(32 bits)

	type
	A
	M
	1
	Enumeration value designating the schema or MIME type for fragment. When most significant bit==1: user defined type is allowed. 

Note: The exact enumeration is TBD.
	unsignedInt
(32 bits)


[…]
5.5.3  SGDD notification

Usually, the SGDD is the entry point to a Service Guide, and conveys information about changes in the SG. However, in BCAST systems where the SG is retrieved interactively (more exactly, where the SGDD is retrieved interactively), the devices cannot learn of changes in the SG. In this case, a compact notification message that informs the terminal about changes in the SGDD, and thus in the SG, of a service is necessary. 

This message is described in this section. It is not an SG fragment in itself, since it is not part of the SG; it is a notification format that can be pushed to a device to inform the device about the currently valid version of an SGDD. Delivery of the SGDD notification can either be done individually, per device. The SGDD notification should be used when the SGDDs are not delivered over the SG announcement channel. Only one of SGDD and SGDD notification should be pushed / broadcasted to devices.
If a device receives an SGDD notification it may detect changes in the SGDD (compared to the version it has cached, if any) and retrieve it interactively. From the SGDD, it may detect the changed SG fragments, and retrieve them interactively.

The mechanisms for distribution of the SGDD notification are out of scope. If delivered interactively, the SGDD notification may be delivered using the notification function.
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	SGDD Notification
	E
	NM/TM
	1
	SGDDChangeNotification 

Contains the following elements:


SGDDIdandVersion
RandomDelay


	

	SGDDIdandVerion
	E1
	NM/TM
	1..N
	Describes currently valid SGDDs by ID and version.
Contains the following attributes:

      SGDDId

      SGDDversion


	

	SGDDId
	A
	NM/TM
	1
	The SGDD fragment ID of the SGDD described in the sub-element
	Integer

	SGDDversion
	A
	NM/TM
	1
	The SGDD fragment version of the SGDD described in the sub-element
	Integer (8bit)

	RandomDelay
	E1
	NO/TM
	0..1
	Describes the time interval during which a device may start to request SGDDs in response to reception of the SGDD notification. The device SHALL randomly pick a time in the time interval [InitialOffset, InitialOffset+TimeWindow] for submitting a request for one or more SGDD. After the time InitialOffset+TimeWindow has elapsed, the device MAY send requests for SGDD described in the SGDD notification at any time.
Contains the following elements:

InitialOffset

TimeWindow
	

	InitialOffset
	A
	NM/TM
	1
	Earliest time after which the terminal may send a request for one or more SGDD. The device SHALL pick a random time in the time interval [InitialOffset, InitialOffset+TimeWindow] for submitting the request.
	NTP time

	TimeWindow
	A
	NM/TM
	1
	Duration of the time window, starting at InitialOffset, during which the device may send a request.
	NTP time


[...]
8. Notification

Notification Message SHALL provide an information of forthcoming, imminent or immediate events related to the BCAST system or broadcast service. It MAY also be applied for use as advertisements or any other predefined use if required. 
The notification delivery mechanism is also used to distribute SGDD notification messages, see section 5.5.3 of this specification.
8.3 Discovery of Notification Information

The Notification Message discovery information SHALL be defined in the Service Guide Delivery Descriptor for general notification messages as defined in section 5.4.2.  or in the Access Fragment for service specific notification messages as defined in 5.2.2.4.
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	NotificationReception
	E1
	NM/TM
	1
	Reception information for Notification Messages.  

NotificationPort is mandatory because a designated UDP Port SHALL be used to deliver the notification message through an on-going session or the designated session while NotificationAddress is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.


	

	NotificationPort
	A
	NM/TM
	1
	Notification Message delivery UDP Port number
	integer

	NotificationAddress
	A
	NM/TM
	1
	Notification Message delivery   IP multicast address
	string


Legend: 

Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element

Category: NM = Mandatory for network to use; NO = Mandatory for network to use; TM = Mandatory for terminal to support; TO = Optional for terminal to support

8.4 Notification Message Delivery

Notification Messages SHALL be created by the NTG (Notification Generation Function) according to the structure in section 8.3 and SHALL be prepared for delivery by the NTDA (Notification Distribution/Adaptation Function) by encapsulating the Notification Message with UDP and IP as defined in 8.2.1. Notification Messages may either be sent as general usage Notification Messages using the NotificationPort and optional NotificationAddress defined in the ServiceGuideDeliveryDescriptor or as a service specific Notification Messages using the NotificationPort and NotificationAddress defined in the Access Fragment 

8.2.1 Notification Delivery Method
Notification Messages SHALL be delivered to terminals using one or both of the following methods and MAY be repeated ly transmitted by the Service Provider or Network Provider.so that all intended terminals may receive the Notification Messages.
· Notification Message delivery embedded into ongoing sessions: Notification Messages SHALL be encapsulated into UDP packets using the predefined UDP port, i.e. NotificationPort, After UDP encapsulation ongoing session IP addresses of terminals to receive Notification Messages SHALL be used for IP packet encapsulation.

· Notification Message delivery through separate sessions: Notification Messages SHALL be encapsulated into UDP packets using the predefined UDP port, i.e. NotificationPort, After UDP encapsulation the predefined IP multicast/broadcast address, i.e. NotificationAddress SHALL be used for IP packet encapsulation. 

Note: While using Notification Message delivery through separate sessions with interaction channels, unicast IP addresses MAY be used instead of IP multicast/broadcast addresses.
The same mechanism as for notification delivery can also be used for SGDD notification delivery, see section 5.5.3.
8.2.2 Notification Delivery Channels
 NTDA in BSDA SHALL be able to deliver the notification message to terminals through NT-5 or NT-6:


- Broadcast Channel: UDP/IP encapsulated Notification Messages SHALL be delivered to terminals via the Broadcast Distribution System.


- Interaction Channel: UDP/IP encapsulated Notification Messages SHALL be delivered to terminals via the Interaction Network. 
8.2.3 Notification Delivery Protocol Stack

Notification Messages SHALL be encoded in XML and delivered in a UDP packet. It is RECOMMENDED that to avoid IP level segmentation Notification Message sizes should be less than 1500 bytes, the average network MTU (Maximum Transmission Unit) size. 

	Notification Message (XML)

	UDP

	IP
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